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I ENCONTRO NACIONAL DE DIREITO DO FUTURO - 11 ENDIF
BLOCKCHAIN, SMART CONTRACTSE CRIPTOATIVOS

Apresentacdo

O 1l Encontro Nacional de Direito do Futuro (I ENDIF), organizado pelo Centro

Universitario Dom Helder com apoio técnico do Conselho Nacional de Pesquisa e Pos-
graduagdo em Direito — CONPEDI, reafirma-se como um espaco qualificado de producéo,

didlogo e circulagdo do conhecimento juridico, reunindo a comunidade cientifica em torno de
um propdsito comum: pensar, com rigor metodol 6gico e sensibilidade social, os caminhos do
Direito diante das transformagfes que marcam o nosso tempo. Realizado nos dias 09 e 10 de
outubro de 2025, em formato integralmente on-line, 0 evento assumiu como tema geral

“Justica social e tecnolégica em tempos de incerteza’, convidando pesquisadoras e

pesquisadores a enfrentar criticamente os impactos da inovagéo tecnolégica, das novas
dindmicas sociais e das incertezas globais sobre as instituicdes juridicas e os direitos
fundamentais.

Nesta segunda edicdo, 0os niUmeros evidenciam a forca do projeto académico: 408 trabalhos
submetidos, com a participacdo de 551 pesquisadoras e pesquisadores, provenientes de 21
Estados da Federacdo, culminando na organizacdo de 31 e-books, que ora se apresentam a
comunidade cientifica. Essa coleténea traduz, em linguagem académica e compromisso
publico, a vitalidade de uma pesquisa juridica que ndo se limita a descrever problemas, mas
busca compreendé-los, explicar suas causas e projetar solucdes coerentes com a Constituigao,
com os direitos humanos e com os desafios contemporaneos.

A publicagdo dos 31 e-books materializa um processo coletivo que articula pluralidade
temética, densidade tedrica e seriedade cientifica. Os textos que compdem a coletanea
passaram por avaliacdo académica orientada por critérios de qualidade e imparcialidade, com
destaque para o método double blind peer review, que viabiliza a andlise inominada dos
trabalhos e exige o exame por, no minimo, dois avaliadores, reduzindo subjetividades e
preferéncias ideol bgicas. Essa opcdo metodol 6gica €, ab mesmo tempo, um gesto de respeito
aciéncia e uma afirmagdo de que a pesquisa juridica deve ser construida com transparéncia,
responsabilidade e abertura ao escrutinio critico.

O Il ENDIF também se insere em uma trgjetoria institucional ja consolidada: a primeira
edicéo, realizada em junho de 2024, reuniu centenas de pesquisadoras e pesquisadores e
resultou na publicagdo de uma coletanea expressiva, demonstrando que o Encontro se
consolidou, desde o inicio, como um dos maiores eventos cientificos juridicos do pais. A



continuidade do projeto, agora ampliada em escopo e capilaridade, reafirma a importancia de
se fortalecer ambientes académicos capazes de integrar graduacdo e pos-graduacdo, formar
novas geracdes de pesquisadoras e pesquisadores e promover uma cultura juridica
comprometida com arealidade social.

A programacédo cientifica do evento, organizada em painéis tematicos pela manha e Grupos
de Trabalho no periodo da tarde, foi concebida para equilibrar reflexdo tedrica, debate
publico e socializagdo de pesquisas. Nos painéis, temas como inteligéncia artificial e direitos
fundamentais, protecdo ambiental no sistema interamericano, protecdo de dados e heranca
digital foram tratados por especialistas convidados, em debates que ampliam repertérios e
conectam a producéo académica aos dilemas concretos vividos pela sociedade.

A programacdo cientifica do Il ENDIF foi estruturada em dois dias, 09 e 10 de outubro de
2025, combinando, no periodo da manhd, painéis tematicos com exposicdes de especialistas
e debates, e, no periodo da tarde, sessdes dos Grupos de Trabalho. No dia 09/10 (quinta-
feira), apds a abertura, as 09h, realizou-se o Painel |, dedicado aos desafios da atuacéo

processual diante da inteligéncia artificial (“Inteligencia artificial y desafios de derechos
fundamentales en el marco de la actuacion procesal”), com exposicado de Andrea Alarcédn

Pefia (Coldmbia) e debate conduzido por Caio Augusto Souza Lara. Em seguida, as 11h,

ocorreu o Painel 11, voltado a protecdo ambiental no Sistema Interamericano, abordando a
evolucdo da OC-23 ap novo marco da OC-32, com participacéo de Soledad Garcia Munoz
(Espanha) e Valter Moura do Carmo como palestrantes, sob coordenacdo de Ricardo

Stanziola Vieira. No periodo da tarde, das 14h as 17h, desenvolveram-se as atividades dos
Grupos de Trabalho, em ambiente virtual, com apresentacdo e discussdo das pesquisas

aprovadas.

No dia 10/10 (sexta-feira), a programacéo manteve a organizacdo: as 09h, foi realizado o
Paingl 111, sobre LGPD e aimportancia da protecdo de dados na sociedade de vigilancia, com
exposicdes de Lais Furuya e Jilia Mesquita e debate conduzido por Yuri Nathan da Costa
Lannes; as 11h, ocorreu o Painel 1V, dedicado ao tema da heranca digital e a figura do
inventariante digital, com apresentacdo de Felipe Assis Nakamoto e debate sob

responsabilidade de Tais Mallmann Ramos. Encerrando o evento, novamente no turno da
tarde, das 14h as 17h, seguiram-se as sessdes dos Grupos de Trabalho on-line, consolidando
0 espaco de socializacdo, critica académica e amadurecimento das investigaces apresentadas.

Ao tornar publicos estes 31 e-books, o Il ENDIF reafirma uma convicgéo essencial: ndo ha
futuro democrético para o Direito sem pesguisa cientifica, sem debate qualificado e sem
compromisso com a verdade metodoldgica. Em tempos de incerteza — tecnolgica, social,



ambiental e institucional —, a pesquisa juridica cumpre um papel civilizatorio: ilumina
problemas invisibilizados, gquestiona estruturas naturalizadas, qualifica politicas publicas,
tensiona 0 poder com argumentos e of erece horizontes normativos mais justos.

Registramos, por fim, nosso reconhecimento a todas e todos que tornaram possivel esta obra
coletiva— autores, avaliadores, coordenadores de Grupos de Trabalho, debatedores e equipe
organizadora—, bem como as instituicoes e redes académicas que fortalecem o ecossistema
da pesquisa em Direito. Que a leitura desta coletanea seja, a0 mesmo tempo, um encontro
com o que ha de mais vivo na producdo cientifica contemporénea e um convite a seguir
construindo, com coragem intelectual e responsabilidade publica, um Direito a altura do
NOSso tempo.

Belo Horizonte-M G, 16 de dezembro de 2025.

Prof. Dr. Paulo Umberto Stumpf — Reitor do Centro Universitario Dom Helder

Prof. Dr. Franclim Jorge Sobral de Brito — Vice-Reitor e Pro-Reitor de Graduacdo do Centro
Universitario Dom Helder

Prof. Dr. Caio Augusto Souza Lara — Pré-Reitor de Pesguisa do Centro Universitario Dom
Helder



ALGORITMOSEM JUiZO: O DILEMA DA RESPONSABILIDADE EM
CONTRATOSINTELIGENTES

ALGORITHMSON TRIAL: THE DILEMMA OF LIABILITY IN SMART
CONTRACTS

GabrielaMiyasakal

Resumo

Com arevolucgéo tecnoldgica, o Direito enfrenta o desafio de regular os contratos inteligentes
em blockchain. Esses instrumentos prometem eficiéncia, mas sua automagdo levanta a
questéo da responsabilidade civil por falhas. Este estudo qualitativo analisa a aplicabilidade
do Cadigo Civil, CDC e LGPD para lidar com tais riscos, comparando-os com debates na
Unido Europeia e no Reino Unido. Defende-se a reinterpretacéo da responsabilidade civil,
distribuindo deveres entre desenvolvedores, plataformas e usuarios para prevenir danos e
garantir reparacdo. Conclui-se que, para conciliar inovagdo com seguranca juridica, sdo
Necessarios mecani Smos como seguros e revisdo humana, reforcando aimportancia da justica
social.

Palavr as-chave: Responsabilidade civil, Contratos inteligentes, Blockchain, Justica digital,
Responsabilidade algoritmica

Abstract/Resumen/Résumeé

In a technological revolution, the law is challenged to regulate smart contracts on the
blockchain. While these tools promise efficiency, their automation creates a dilemma of civil
liability for failures and damages. This qualitative study analyzes how Brazil's current legal
system addresses these risks, comparing its applicability with ongoing debates in the
European Union and the United Kingdom. It argues that liability must be reinterpreted and
distributed among developers, platforms, and users to prevent harm and ensure
compensation. The study concludes that mechanisms like insurance and human review are
essential to balance innovation with legal certainty, reinforcing socia justice.

K eywor ds/Palabr as-clavessM ots-clés. Civil liability, Smart contracts, Blockchain, Digital
justice, Algorithmic responsibility
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INTRODUCAO

A revolucdo tecnologica contemporanea tem redesenhado as bases das interagdes
sociais e econdmicas, apresentando ao Direito uma nova fronteira de desafios. Entre as
inovagdes que emergem, os contratos inteligentes (smart contracts), impulsionados pela
tecnologia blockchain, se destacam como instrumentos de automacdo que prometem maior
eficiéncia, transparéncia e seguranca. Ao operarem de forma auténoma e imutavel, sem a
necessidade de intermediarios humanos, esses contratos executam suas clausulas de maneira
programada e inflexivel. No entanto, essa autonomia radical levanta uma questao central para
o sistema juridico: quem arca com os danos em caso de falhas, prejuizos ou violagdes de
direitos?

Este trabalho busca analisar o intrincado problema da responsabilidade civil no uso de
contratos inteligentes, investigando se o ordenamento juridico brasileiro atual possui as
ferramentas necessarias para lidar com essa realidade, uma vez que paises como os da Unido
Europeia e o Reino Unido j4 se movem para debater e implementar marcos regulatorios
especificos.

A urgéncia dessa discussdo ¢ evidente. No Brasil, embora o estdgio de adogao seja
inicial, a chegada de inovagdes como os contratos inteligentes ¢ inevitavel. Tais instrumentos,
apesar de serem vistos como uma promessa de eficiéncia e redugdo de custos, colocam a prova
os alicerces do Direito Civil, especialmente no campo da responsabilidade civil. Conceitos
tradicionais como acao ou omissdo, dano e nexo causal, que sdo pilares para a atribuicao de
responsabilidade, tornam-se complexos quando aplicados a sistemas automatizados. Nesses
sistemas, a figura de um “autor” do ato danoso nao ¢ clara. Surge, entdo, a questao central deste
estudo: quem deve ser responsabilizado por danos decorrentes da execugdo de um contrato

inteligente?

1 A ESSENCIA DOS CONTRATOS INTELIGENTES E O VINCULO JURIDICO
TRADICIONAL

Os contratos inteligentes, na sua esséncia, sdo programas de computador
autoexecutdveis que, uma vez inseridos em uma blockchain, executam as clausulas pré-
determinadas assim que as condi¢des acordadas sdo satisfeitas, sem a necessidade de
intervengdo humana. A tecnologia blockchain, que serve de base para esses contratos, garante
a imutabilidade, a rastreabilidade e a descentraliza¢do do processo, criando um ambiente de alta

confianga entre as partes. As vantagens dessa estrutura sdo inegaveis, como a agilidade, a
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reducdo da burocracia e a seguranga criptografica. No entanto, ¢ fundamental questionar se

esses instrumentos se alinham com os principios de um contrato tradicional.

A Teoria da Obrigagdo, conforme a visdo de Clovis Couto e Silva, descreve o vinculo
contratual como um processo dindmico que exige cooperacao entre credor e devedor. Os
contratos inteligentes, ao priorizarem uma execu¢ao automatica e rigida, podem enfraquecer
principios fundamentais como a boa-f¢, a funcao social do contrato e o equilibrio entre as partes,
uma vez que a automacdo ndo preve a flexibilidade humana necessaria para lidar com

imprevistos ou a cooperagao que mitiga riscos.

2 O VACUO NORMATIVO NO BRASILE AS RESPOSTAS DO DIREITO NO MUNDO

A discussao sobre a regulagdo dos contratos inteligentes ndo € apenas tedrica, mas
pratica e urgente, como demonstra o cendrio internacional. A Unido Europeia, por meio do
Observatoério e Forum de Blockchain e, mais recentemente, com o Data Act (2023), estabeleceu
diretrizes importantes, incluindo a possibilidade de um "kill switch” — uma funcdo para
interromper a execu¢do de um contrato em casos de abusos.

De forma similar, o Reino Unido, por meio da UK Law Commission, embora
reconheca a validade juridica dos contratos inteligentes, ressalta a necessidade de adaptar as
normas de responsabilidade civil. Esse movimento internacional serve como um sinal claro de
que a harmonizag¢do entre a inovagao tecnologica e a protegao juridica ¢ uma prioridade global,
e o Brasil deve acompanhar essa tendéncia.

No Brasil, a auséncia de uma legislacao especifica para contratos inteligentes cria um
vacuo normativo que gera inseguranga juridica. O ordenamento juridico atual oferece apenas
respostas parciais, que nao se encaixam perfeitamente na realidade dos contratos autdbnomos. A
aplicag@o do art. 186 do Codigo Civil, que define a responsabilidade subjetiva por ato ilicito,
se torna um desafio colossal. Como atribuir a culpa a um codigo de computador? Seria do
programador, do desenvolvedor do protocolo, ou do usuario? O Coédigo de Defesa do
Consumidor, com sua responsabilidade objetiva e solidaria, poderia oferecer alguma solucdo,
mas sua aplicacdo se restringe a relagdes de consumo e ndo a todos os tipos de contratos
inteligentes. Além disso, a Lei Geral de Protecdao de Dados (LGPD), em seu art. 20, concede ao
titular de dados o direito de solicitar a revisdo de decisdes automatizadas, o que pode servir de
base para a discuss@o sobre a necessidade de um "ser humano no /oop" para a correcdo de falhas
em contratos inteligentes, mas ainda ndo ¢ uma solu¢do completa. O Projeto do Marco Legal

da Inteligéncia Artificial, embora importante, ndo aborda diretamente as complexidades
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juridicas dos contratos inteligentes, reforgando a necessidade de uma discussdo mais especifica
e aprofundada.

Mesmo que a jurisprudéncia brasileira ainda ndo tenha se debrugado sobre a
responsabilidade civil em contratos inteligentes, o cendrio internacional ja nos fornece
exemplos contundentes dos riscos e vulnerabilidades inerentes a esses sistemas. Estes casos nao
sdo apenas eventos isolados; eles revelam falhas sistémicas que colocam em xeque a promessa
de automacao infalivel.

Um dos exemplos mais claros surge do setor agricola na india e na Africa, entre 2019
e 2021, onde contratos inteligentes foram programados para automatizar o pagamento de
seguros a agricultores em caso de seca. A ideia era nobre: utilizar dados de oraculos externos
para acionar automaticamente as indenizacdes. No entanto, falhas nesses ordculos impediram
que as condigdes de seca fossem devidamente registradas, deixando centenas de familias
desassistidas. O prejuizo foi direto e a causa, intangivel: ndo foi um erro humano, mas uma
falha na interconexdo entre o mundo real e a automacao do cédigo.

Em outro caso, nos Estados Unidos, um sistema de aluguel de veiculos via blockchain
falhou devido ao congestionamento na rede Ethereum. O consumidor fez o pagamento, mas a
confirmacao na rede demorou, impedindo-o de retirar o carro. Isso gerou um litigio complexo,
pois, tecnicamente, o contrato foi executado, mas o servigo nao foi prestado. A situagdo levanta
a questao de quem ¢ o responsavel: a plataforma, a rede, ou o proprio codigo que nao previu
essa contingéncia?

As vulnerabilidades se mostraram ainda mais graves em plataformas de larga escala.
O famoso bug da OpenSea em 2022 permitiu que invasores comprassem ativos raros da
plataforma de NFTs por valores irrisorios, causando prejuizos miliondrios a colecionadores. A
empresa precisou intervir e indenizar parte das perdas para manter a confianca de seu mercado,
evidenciando que a imutabilidade da blockchain, em casos de erro, pode ser uma maldicao e
nao uma béncgao.

Outros incidentes de grande impacto, como o The DAO Hack (2016) e o Parity Wallet
Bug (2017), resultaram na perda de milhdes de dolares e demonstraram a fragilidade de codigos
em ambientes descentralizados. Mais recentemente, a falha na Wormhole Bridge (2022) causou
a perda de mais de US$ 324 milhdes, refor¢ando que, no mundo da automagdo, um pequeno
erro de programagdo pode ter consequéncias financeiras gigantescas.

Embora o Brasil ndo tenha casos histéricos de grande escala como esses, o registro de
perdas financeiras em contratos de locagdo digital no Rio de Janeiro, estimados em R$ 300 mil

e resolvidos extrajudicialmente, serve como um alerta. Esses exemplos internacionais e
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nacionais, por mais que nao tenham gerado jurisprudéncia formal, mostram que o risco de danos
¢ real e iminente. Eles sublinham a necessidade urgente de o sistema juridico brasileiro se
antecipar ao problema e estabelecer diretrizes claras sobre a responsabilidade civil, garantindo

que a inovagao tecnologica nao venha acompanhada da auséncia de protecdo para as vitimas.

3 ABUSCA POR SOLUCAO: UMAMATRIZ FUNCIONAL DE RESPONSABILIDADE
PARA CONTRATOS INTELIGENTES

A auséncia de um arcabouco juridico claro para contratos inteligentes ja se manifesta
em casos concretos que revelam riscos significativos. Falhas em codigos que permitiram
desvios de ativos, bugs que travaram a execucao de clausulas e situacdes em que consumidores
foram lesados sem saber a quem recorrer demonstram que a automagao, sem a devida regulagao,
pode gerar danos sem reparagao. A atribuicao de responsabilidade se torna um quebra-cabeca:
seria do programador que cometeu um erro, do usuario que utilizou o sistema inadequadamente,
da plataforma que o hospeda, ou do proprio codigo, que € inflexivel por natureza?

Além disso, a rigidez de um cédigo pode violar principios contratuais fundamentais,
como a fungdo social e o equilibrio entre as partes, ja que nao ¢ capaz de se adaptar a mudangas
imprevisiveis ou a situacdes de onerosidade excessiva. A aplicagdo da responsabilidade civil
tradicional a contratos inteligentes enfrenta obstaculos significativos. O nexo causal se torna
difuso, pois multiplos atores podem contribuir para o dano, como o programador, o fornecedor
de dados (oraculo), a plataforma ou o usuario.

No entanto, o ordenamento juridico brasileiro, embora de forma indireta, oferece
algumas ferramentas: a responsabilidade objetiva em relagcdes de consumo, baseada no CDC,
dispensa a prova de culpa, bastando comprovar o defeito do servico. A solidariedade da cadeia,
prevista no art. 7°, paradgrafo tnico, do CDC, permite responsabilizar todos os agentes
envolvidos, incluindo plataformas intermedidrias. Para proteger o consumidor, a
vulnerabilidade técnica justifica a inversdo do 6nus da prova, facilitando a busca pela reparagao.
Contudo, a execugdo "cega" de contratos inteligentes ainda pode ferir a boa-fé e a fungdo social

do contrato, pilares do Codigo Civil.

Diante da complexidade dos atores envolvidos, faz-se necessaria a adogdo de uma
matriz funcional de responsabilidade. O desenvolvedor deve responder por falhas de
programacao ou auséncia de testes adequados. O fornecedor de dados (oraculo) deve ser
responsabilizado por informagdes incorretas que causem danos. A plataforma ou marketplace

deve responder solidariamente por defeitos do servico oferecido, enquanto o usudrio
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profissional pode ter sua responsabilidade imputada se integrar o contrato em sua atividade de
forma negligente. A rede blockchain, por sua natureza descentralizada, em regra, ndo responde,
mas pode ser exigida a ado¢ao de mecanismos de seguranca e fundos de compensacdo. Nesse
contexto, o Data Act europeu serve como uma referéncia valiosa, ao exigir transparéncia, logs
de execucdo ¢ mecanismos de desligamento, elementos que poderiam ser incorporados pelo
legislador brasileiro.

O debate nao pode se restringir a questdes técnicas; ele deve contemplar a justica
social. Pequenos agricultores, consumidores e fornecedores vulnerdveis podem ser gravemente
prejudicados por falhas automatizadas. Nesse sentido, € crucial a implementagdo de medidas
que protejam esses grupos. A revisdo humana obrigatoria em contratos de alto impacto, a
semelhanga do art. 20 da LGPD, ¢ uma medida essencial. Além disso, a criagdo de seguros
obrigatorios ou fundos de reparagao vinculados a plataformas que operam smart contracts pode
garantir o acesso a indenizagdo. Por fim, o estabelecimento de deveres de design seguro, com
a utilizagdo de multiplos oraculos e a possibilidade de interrup¢do manual, pode mitigar os

riscos e garantir que a automagao nao se torne uma fonte de injustica.

CONCLUSAO

Os contratos inteligentes representam um avango tecnoldgico notavel, mas a sua
ascensao ndo elimina a necessidade de um regime juridico robusto de responsabilizagdao. Longe
disso, a responsabilidade civil continua sendo o principal pilar para a prote¢ao contra danos, e
precisa ser reinterpretada para abarcar os novos riscos impostos pela automagao.

Embora a legislacao brasileira ja oferega ferramentas uteis — como o Codigo Civil, o
Codigo de Defesa do Consumidor e a LGPD — ela carece de ajustes especificos para a
complexidade das cadeias de automacao. A falta de definigdo clara sobre quem responde por
falhas no codigo, nos dados ou nas plataformas cria um vacuo de protecdo que pode deixar
vitimas sem reparagdo. A experiéncia internacional, em particular as regulamentagdes europeias
como o Al Act e o Data Act, oferece um guia essencial para a criagdo de um marco regulatorio
nacional que ndo apenas fomente a inovagdo, mas também garanta uma reparacdo rapida e
eficaz.

Por fim, a discussdo sobre a responsabilidade em contratos inteligentes vai além do
campo técnico-juridico. Ela ¢ um imperativo de justica social. O debate deve assegurar que a
inovacdo tecnologica ndo se torne uma ferramenta de exclusdo ou um agravamento das
desigualdades, mas sim um meio para a promoc¢ao da dignidade humana e da seguranga juridica

para todos os cidadaos.
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