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XXXI1 CONGRESSO NACIONAL DO CONPEDI SAO PAULO -SP
DIREITOSSOCIAISE POLITICASPUBLICASIV

Apresentacdo

O Grupo de Trabalho “Direitos Sociais e Politicas Piblicas IV” reline pesquisas que refletem
a complexidade, a pluralidade e os desafios contemporaneos na construcéo de politicas
publicas orientadas pelos direitos fundamentais. Os estudos apresentados evidenciam nédo
apenas a diversidade temética que atravessa a agenda publica brasileira, mas também a
urgéncia de respostas juridicas, institucionais e sociais capazes de assegurar dignidade,
inclusdo e equidade em diferentes contextos.

Nesta edicdo, o GT contempla reflexbes que vao desde os impactos da era digital na
liberdade de expressdo e no direito da personalidade, até a andise profunda de politicas
setoriais voltadas a educagdo, previdéncia, mobilidade urbana, direitos das criangas,
populacdo em situagdo de rua, pessoas trans, mulheres deslocadas, pessoas privadas de
liberdade e demai's grupos historicamente vul nerabilizados.

A diversidade dos trabalhos evidencia uma preocupacéo transversal: compreender como o
Estado formula, implementa e aperfeicoa politicas publicas em um cenario marcado por
transformagdes tecnoldgicas, tensdes morais, desigualdades estruturais e novos paradigmas
internacionais.

Entre os temas apresentados, destacam-se:

— Liberdade de expresséo e direito da personalidade na era digital, problematizando limites e
desafios no ambiente virtual;

— Garantia de inclusdo previdenciéria, com andlise da sua estrutura constitucional;

— Politicas de alimentacdo escolar, com enfoque na protecdo dos direitos da personalidade da
crianga;

— Capacitacdo profissional e empoderamento feminino em comunidades remotas, articulando
empreendedorismo, educagdo itinerante e inclusdo econdmica;

— Democratizagdo do acesso a préticas esportivas e culturais em comunidades carentes, com
estudo do Projeto Movimento Sempre Presente;



— Inclusdo digital escolar e sua centralidade para a educagédo e a cidadania;

— Etica e politica em AristGteles, como marco tedrico para avaliar politicas destinadas a
populacdo em situagdo de rug;

— Integridade publica sob a 6tica da moralidade kantiana;

— Processo estrutural como solucdo para a insuficiéncia de vagas em creches publicas;
— Direito ando tortura no sistema prisional, com andlise da ADPF 347;

— Criticaao conceito censitario de familia e seus reflexos nas politicas publicas,

— Politicas publicas de esporte, cultura e lazer, novamente com foco no Movimento Sempre
Presente;

— Politicas de mobilidade urbana no Rio de Janeiro, analisadas sob a luz da literatura
historico-ficcional ;

— Dignidade humana no fechamento dos manicdmios judiciarios;
— Risco de captura das agéncias reguladoras e seus impactos na eficiéncia estatal;

— Necropolitica do desenvolvimento e os deslocamentos for¢ados de mulheres no capitalismo
global;

— A Corte Interamericana como “policy maker” ambiental, explorando direitos humanos e
cooperagdo climética;

— Responsabilidade civil digital como politica de protecéo de dados;
— Excluséo da populagéo trans no mercado de trabalho e a necessidade de politicasinclusivas;
— Efetividade dos direitos fundamentais dos transgéneros, com a analise da atuagdo do STF.

Ao articular abordagens tedricas e empiricas, criticas e propositivas, 0 GT se consolida como
um espago de did ogo académico comprometido com a construcéo de um Estado democrético



capaz de promover justica social. A presente coletanea, portanto, reafirma a importancia da
pesquisa juridica e multidisciplinar para transformar realidades, influenciar decisdes publicas
e fortalecer a protecdo dos direitos fundamentais no Brasil e na América Latina.



RESPONSABILIDADE CIVIL DIGITAL COMO POLITICA PUBLICA DE
PROTECAO DE DADOSE DIREITOSFUNDAMENTAIS

DIGITAL CIVIL LIABILITY ASA PUBLIC POLICY FOR DATA PROTECTION
AND FUNDAMENTAL RIGHTS

Luana Cristina da Silva Lima Dantas

Resumo

Este artigo investiga como a responsabilidade civil de usuarios e provedores digitais vem
sendo conformada como politica publica no Brasil, aluz da andlise dos direitos fundamentais
a protecdo de dados, da dignidade da pessoa humana e da defesa da ordem publica como
principio estruturante da atuagdo estatal no ciberespaco. No entrelagamento cada vez mais
indissocidvel entre vida social e arquitetura digital, a responsabilizaco por danos decorrentes
de préticas online emerge como um dos dilemas do direito contemporaneo e das ciéncias
sociais. O objeto da analise € o arranjo juridico-normativo e institucional que organiza as
obrigacOes e limites no ciberespaco, com foco nas Leis n° 12.965/2014 (Marco Civil da
Internet) e n° 13.709/2018 (LGPD), bem como em decisdes do Supremo Tribunal Federal
(STF) e do Superior Tribunal de Justica (STJ) no Brasil. O objetivo geral € compreender
como o ordenamento juridico brasileiro estrutura uma politica publica de regulacéo da
responsabilidade civil digital, e quais sdo seus limites e potencialidades frente a atuacéo de
plataformas transnacionais. Parte-se da hipotese de que o Brasil possui um arcabouco juridico
avancgado na prote¢do contra abusos no ambiente digital, afirmando sua soberania regul atoria.
No entanto, sua aplicagdo ainda enfrenta desafios diante da atuac&o assimétrica das big techs.
E preciso superar respostas fragmentadas e fortalecer mecanismos estruturantes de
responsabilizacdo. A metodologia utilizada combina pesguisa bibliogréfica e documental,
com énfase em decisdes recentes do STF e STJ, relatorios institucionais (CNJ, ANPD, CGI.
br) e estudos empiricos nacionais e internacionais sobre regulacdo algoritmica,
desinformagéo e dever de cuidado digital.

Palavras-chave: Responsabilidade civil digital, Politicas publicas, Protecéo de dados, Marco
civil dainternet, Big techs

Abstract/Resumen/Résumeé

This article investigates how the civil liability of digital users and providers has been shaped
as public policy in Brazil, in light of the analysis of the fundamental rights to data protection,
human dignity, and the defense of public order as a structuring principle of state action in
cyberspace. In the increasingly inseparable intertwining of social life and digital architecture,
liability for damages arising from online practices emerges as one of the dilemmas of
contemporary law and the social sciences. The object of analysisis the legal, normative, and
institutional framework that organizes obligations and limits in cyberspace, focusing on Laws

292



No. 12,965/2014 (Marco Civil da Internet) and No. 13,709/2018 (LGPD), as well as
decisions of the Supreme Federal Court (STF) and the Superior Court of Justice (STJ) in
Brazil. The general objective is to understand how the Brazilian legal system structures a
public policy regulating digital civil liability, and what its limits and potential are in the face
of the actions of transnational platforms. The hypothesisis that Brazil has an advanced legal
framework for protecting against abuses in the digital environment, affirming its regulatory
sovereignty. However, its application still faces challenges due to the asymmetrical actions of
big tech companies. Fragmented responses must be overcome and structural accountability
mechanisms strengthened. The methodology used combines bibliographic and documentary
research, with an emphasis on recent decisions by the Supreme Federal Court (STF) and
Superior Court of Justice (STJ), institutional reports (CNJ, ANPD, CGl.br).

K eywor ds/Palabr as-claves/M ots-clés. Digital civil liability, Public policies, Data
protection, Internet civil framework, Big tech
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Introducio

A expansao do ciberespaco redefiniu as interagdes sociais, politicas e econdmicas
contemporaneas, criando uma esfera publica digital com alcance global. A internet, longe
de ser uma “terra sem lei”, passou a influenciar diretamente direitos fundamentais,
exigindo novas abordagens regulatdrias. No Brasil, o desafio ¢ equilibrar a liberdade de
expressao online com a protegdo da dignidade humana e da privacidade, articulando
principios juridicos classicos, como o dever de ndo lesar outrem (neminem laedere), com
a realidade tecnologica atual. Nesse contexto, surge a necessidade de politicas publicas e
marcos regulatorios democraticos que responsabilizem usudrios e plataformas digitais por
abusos, sem sufocar a inovagdo ou a participacao civica.

Este artigo explora a responsabilidade civil no ambiente digital sob a otica das
politicas publicas, enfatizando o direito fundamental a prote¢ao de dados pessoais, a
dignidade humana e a defesa da ordem publica como principio estruturante da atuacao
estatal no ciberespaco. Parte-se da compreensao de que a ordem publica, em sua dimensao
contemporanea, ndo se limita a seguranga ou estabilidade formal, mas abrange a
preservagao das condi¢cdes democraticas de convivéncia, a integridade das instituigdes e
a protecdo contra formas difusas de wvulnerabilizagdo promovidas por praticas
algoritmicas lesivas. Assim, a responsabilizacdo de usuarios e provedores digitais deve
ser compreendida como um instrumento juridico de reconstru¢do do pacto civilizatorio
diante da assimetria informacional e do poder concentrado das plataformas
transnacionais, exigindo respostas normativas articuladas, preventivas e garantidoras dos
direitos fundamentais e do interesse publico no ecossistema digital.

Adota-se a abordagem mesoinstitucional proposta por Bucci (2021), que se
debruca sobre os arranjos institucionais e a interdependéncia entre Estado, mercado e
sociedade na formulacdo de politicas publicas. Dialogando com teéricos como Shoshana
Zuboff (2021), Lawrence Lessig (2002) e Manuel Castells (2013; 2018), bem como com
a doutrina juridica nacional, analisa-se criticamente como o Brasil vem construindo uma
regulacdo democratica das plataformas digitais. Em especial, examina-se o Marco Civil
da Internet (Lei 12.965/2014) como um caso de politica publica, articulando suas
dimensdes normativas, principioldgicas, institucionais e operacionais. Sao abordadas
também decisdes judiciais do Superior Tribunal de Justi¢a (STJ) e do Supremo Tribunal
Federal (STF) e iniciativas recentes como a LGPD (Lei Geral de Protecdo de Dados) e o
debate legislativo do PL 2630/2020 (“Lei das Fake News”). Pretende-se, ao final, oferecer
uma compreensdo do estado da arte em responsabilidade civil digital e regulagdo de
plataformas, situando criticamente a experiéncia brasileira frente a tendéncias
internacionais e propondo reflexdes sobre potencialidades e desafios na protecao de
direitos fundamentais no ciberespaco.

Parte-se da hipotese de que o ordenamento juridico brasileiro, ao incorporar
marcos regulatorios estruturantes como o Marco Civil da Internet (Lei n° 12.965/2014) e
a Lei Geral de Protecao de Dados (Lei n° 13.709/2018), vem se consolidando como um
modelo normativo de referéncia na América Latina no enfrentamento dos riscos
sist€émicos associados as arquiteturas algoritmicas € a economia da vigilancia. O objeto
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de analise deste artigo ¢ o regime juridico de responsabilizacdo civil de usuarios e
provedores digitais no Brasil, compreendido ndo apenas como conjunto normativo, mas
como politica publica em disputa, atravessada por pressdes geopoliticas, assimetrias
tecnologicas e interesses corporativos transnacionais. Reconhece-se que o Brasil afirma
sua soberania normativa ao articular principios constitucionais como a dignidade da
pessoa humana, a protecao de dados e a defesa da ordem publica digital.

A afirmacdo da soberania normativa, ainda que respaldada por marcos
constitucionais e legais, revela-se condicionada a capacidade institucional e operacional
do Estado brasileiro de efetivar sua autoridade regulatéria em um ecossistema digital
globalizado. Tal capacidade, assim como ocorre com outras nacgdes, sobretudo do Sul
Global, encontra limites estruturais e contingenciais diante das estratégias de
desregulamentacdo, lobby transnacional e judicializagdo sistematica adotadas por grandes
corporagdes tecnologicas. Nesse cenario caudaloso, torna-se imperativo o fortalecimento
de mecanismos institucionais articulados, sustentados por uma governang¢a multissetorial,
que assegurem a responsabilizacdo objetiva por danos coletivos e estruturais no
ciberespaco, preservando o interesse publico e a fun¢do protetiva do direito frente a
fragmentacdo normativa e a captura regulatéria.

A estrutura do artigo est4 organizada em dois eixos analiticos interdependentes. A
primeira secdo desenvolve o marco teorico da responsabilidade civil digital a partir da
articulacdo entre direitos fundamentais, ordem publica e politicas publicas no
ciberespaco. A se¢do investiga como o ambiente informacional contemporaneo,
permeado por 16gicas algoritmicas e infraestruturas tecnologicas privatizadas, desafia os
modelos tradicionais de regulagdo juridica e impde ao Estado o dever de construir
politicas publicas que preservem a integridade do espago publico digital. A analise
concentra-se na compreensao da internet como campo de disputa normativa, atravessado
por assimetrias comunicacionais, estruturas opacas de poder e novas formas de
vulnerabilizagdo coletiva, destacando a centralidade da dignidade humana, da
autodeterminagdo informativa e da regulacdo democratica como principios estruturantes
da atuagdo estatal. A segunda se¢do aprofunda a analise sobre a responsabilidade civil na
era digital como ferramenta juridica e institucional de protecao dos direitos fundamentais.
Examina-se a evolucao normativa no Brasil com énfase no Marco Civil da Internet e na
Lei Geral de Protecao de Dados, além de decisdes recentes do Supremo Tribunal Federal
e do Superior Tribunal de Justica que reposicionam o papel das plataformas digitais e
explicitam o dever de cuidado informacional. A se¢do argumenta que a responsabilidade
civil, para além de um mecanismo de reparagdo individual, deve funcionar como
instrumento de conten¢do de danos estruturais, prevencdo de violagdes massivas e
redistribuicdo do poder informacional. Com base em uma abordagem mesoinstitucional,
o0 artigo propde que a responsabilizag¢do digital seja compreendida como politica publica
de alcance sistémico, orientada por um regime de accountability, precaugdo e defesa ativa
da ordem publica constitucional em tempos de capitalismo de vigilancia.

A metodologia adotada neste artigo ¢ de natureza qualitativa, com enfoque
analitico-critico e abordagem das politicas publicas.
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1. Direitos Fundamentais, Ordem Publica e Politicas Publicas no
ciberespago

O ciberespago tornou-se, nas ultimas décadas, um territorio decisivo para a
afirmacgado, ou erosao, dos direitos fundamentais. Mais do que um campo técnico, se
constitui como um espago de disputa politica, em que a ordem publica ¢ permanentemente
tensionada por arquiteturas digitais opacas e por fluxos de poder que escapam as
fronteiras tradicionais do Estado. A emergéncia de novas formas de sociabilidade
mediadas por plataformas transnacionais impde ao Direito e as politicas publicas o
desafio de garantir protecdo juridica efetiva em um ambiente marcado pela fragmentacgao
normativa e pela assimetria entre usudrios e grandes corporagdes. Nesse contexto, a
afirmacao de direitos como a protecdo de dados pessoais e a dignidade da pessoa humana
exige arranjos institucionais coerentes com os principios constitucionais, capazes de
sustentar uma regula¢do que seja simultaneamente garantidora de direitos fundamentais
e promotora do interesse publico no ecossistema digital.

A compreensdo da internet como um territério cadtico e espontdneo nao resiste a
analise critica de sua génese sociotécnica. Como enfatiza Manuel Castells (2013) em 4
Sociedade em Rede, a internet ndo ¢ produto do acaso, mas o resultado de um processo
historico ancorado no esfor¢go humano coletivo e na organizagdo de redes colaborativas.
Seu desenvolvimento refletiu intencionalidades politicas, epistemoldgicas e
institucionais, com programadores, informatas, empresas e usudrios desempenhando
papéis ativos na arquitetura de sua expansdo. Portanto, desde sua origem, a internet
carrega em seu codigo comandos informaticos, valores, disputas e decisdes normativas
que moldam sua estrutura e seu uso. Reconhecer esse carater construido ¢ fundamental
para que os direitos fundamentais ndo sejam concebidos como meros ajustes exdgenos ao
digital, mas como parte integrante do proprio projeto civilizatério que sustenta sua
existéncia.

Shoshana Zuboft (2021), da continuidade a essa analise ao mostrar que o ambiente
digital €, no contexto geopolitico contemporaneo, dominado por uma nova gramatica de
poder: a da linguagem algoritmica, cujos efeitos ndo sdo simbolicos, mas materiais,
tangiveis e politicamente eficazes. Os algoritmos que operam as interagdes digitais nao
sdo meros instrumentos neutros de organizacdo da informacao, mas constituem, decerto,
uma forma de governamentalidade, que age sobre os corpos, as subjetividades e os
comportamentos, frequentemente utilizando o discurso de que o direito ndo deve, ou ndo
pode, intervir nesse dominio tecnocientifico sob risco de inibir a inovagdo. Essa retorica,
promovida por grandes corporagdes digitais, constroi uma falsa dicotomia entre
regulagao-protegdo juridica e progresso tecnologico, como se o avango das plataformas
exigisse “uma terra sem lei” para sua operancia, em que os fundamentos constitucionais
da ordem juridica pudessem ser suspensos.

Assim, politicas publicas no ciberespago ndo podem ser concebidas como meros
dispositivos de contencdo ou resposta a abusos pontuais, mas como instrumentos
estruturantes de regulacdo democratica, capazes de enfrentar as assimetrias impostas
pelas arquiteturas algoritmicas e pela concentracdo de poder informacional nas maos de
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atores privados globais. A ordem publica digital, nesse contexto, deve ser afirmada como
principio orientador da acdo estatal, comprometida com a repressao de ilicitos e com a
producdo ativa de ambientes digitais inclusivos, transparentes e seguros. Isso implica
reconhecer que os direitos fundamentais no ambiente digital, como a prote¢ao de dados,
a liberdade de expressdo e a autodeterminagdo informativa, sdo inseparaveis da
capacidade estatal de intervir, normatizar e regular de forma sistémica os espagos digitais,
preservando o interesse publico frente as estratégias de captura e evasao regulatdria
promovidas pelas big techs.

As chamadas big techs constituem um grupo restrito de corporagdes
transnacionais que controlam, em regime quase oligopolista, as principais infraestruturas
digitais globais, plataformas de busca, redes sociais, servigos de nuvem, dispositivos
moveis e sistemas operacionais. Empresas concentram capital financeiro e tecnologico e
também o poder informacional, politico ¢ normativo. Por meio de arquiteturas
algoritmicas proprietarias, operam a coleta massiva de dados, moldam fluxos
comunicacionais ¢ impoem padrdes de comportamento no ciberespago. Essa
concentragdo desafia a soberania dos Estados e tensiona o ordenamento juridico
contemporaneo, pois tais empresas atuam como quase-reguladoras privadas, capazes de
interferir diretamente em direitos fundamentais, como privacidade, liberdade de
expressao e autodeterminacao informativa, muitas vezes sob logica opaca, extraterritorial
e autorreferente, marcada por estratégias de lobby, captura regulatoria e judicializagdo
transnacional. A critica a atuacdo das big fechs ndo se reduz, portanto, a questdo
econdmica, mas atravessa os campos da democracia, da cidadania e da arquitetura
institucional do Estado de Direito no século XXI.

Nesse debate, o discurso de defesa a liberdade de expressao € inescapavel.

No entanto, sua enunciagdo ndo € neutra nem universal: trata-se de um significante
politico de alta densidade, reconfigurado conforme o ethos democratico de cada
sociedade. Em democracias liberais de cunho classico e neoclassico, € possivel observar
a liberdade de expressdo elevada ao estatuto de dogma civilizatério, frequentemente
mobilizada para proteger manifestagdes que colidem frontalmente com valores coletivos,
incluindo discursos de 6dio, racismo, sexismo, xenofobismo, desinformac¢ao sistematica
e praticas de sabotagem informacional. Nessa moldura, o Estado se posiciona como
agente minimo, cuja intervengao € vista com desconfianga quase ontoldgica e o mercado
se torna o arbitro Ultimo das interagdes discursivas, ainda que essas estejam imersas em
assimetrias de poder digital.

Tal compreensao encontra ressonancia na analise estrutural de Castells (2018), ao
diagnosticar a ruptura das democracias liberais como um deslocamento profundo no locus
de legitimagdo da soberania e na capacidade de regulacdo estatal frente as dinamicas
informacionais globais. Em sua leitura, a prdxis popular confronta o esvaziamento
democrético provocado pela hegemonia das redes digitais privadas, que, amparadas pelo
discurso da liberdade de expressdo e da neutralidade tecnoldgica, operam como
dispositivos de poder desregulamentado. A liberdade de expressao, nesse cenario, deixa
de ser um instrumento de emancipacao para tornar-se um campo de disputa entre formas
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de controle social descentralizado e o esforco institucional por preservar os fundamentos
da ordem publica e da dignidade humana.

Por outro lado, em experiéncias democraticas de matriz liberal-social, como
ocorre em determinados paises da Europa continental e em democracias do Sul Global
com constitui¢des cidadas, a exemplo do Brasil, o principio da liberdade de expressao ¢
cotejado com outro vetor normativo: a protecao da dignidade humana e da ordem publica.
Aqui, o discurso ¢ compreendido como um ato performativo com potencial de gerar
efeitos reais sobre a vida social e ndo apenas como um simbolo de autonomia individual.
Essa concepcao reconhece que palavras também sdo atos e que plataformas nao sdo arenas
neutras ou despolitizadas, mas territorios de poder com arquitetura propria,
frequentemente desenhada para amplificar o sensacionalismo e o extremismo em nome
da engajabilidade.

Em regimes hibridos ou democracias em erosdo, o mesmo discurso de liberdade
de expressao ¢ apropriado seletivamente, sendo usado por elites governamentais tanto
para atacar a imprensa e a sociedade civil quanto para justificar censura institucionalizada.
O paradoxo se intensifica quando grupos abertamente antidemocraticos, sob o manto
retorico da liberdade, passam a instrumentalizar esse principio para deslegitimar qualquer
tentativa de regulacdo publica sobre plataformas digitais, especialmente aquelas voltadas
a contengdo de desinformacao, discurso de 6dio ou violéncia politica. Nesses contextos,
observa-se a crescente judicializacdo do conflito: o poder Judicidrio se torna arena
necessaria para a definicdo dos limites constitucionais da expressdo, ao passo que os
marcos legais sdo tensionados entre o imperativo democratico da protegao de direitos
fundamentais e a retorica libertaria de ndo intervencao.

O populismo autoritario, nesse cendrio, emerge como um catalisador das tensdes
entre liberdade de expressao e regulacdo democratica. Ao se apresentar como o intérprete
auténtico da vontade popular, o lider ou movimento populista se arroga o0 monopo6lio do
discurso legitimo, desqualificando toda forma de dissenso como ameaga a ordem ou
expressao de uma elite descolada do povo real. Esse movimento opera por meio de uma
logica dual: por um lado, promove a desinstitucionalizagcdo da politica e o ataque
sistematico as instancias de mediacdo democratica, como o Judiciario, os orgdos de
controle, a imprensa e as universidades, e, por outro, instrumentaliza as redes digitais
como canais privilegiados de mobilizagdo afetiva e disseminacdo de contetdos
manipulativos. A liberdade de expressdo, nesse contexto, ¢ convertida em retorica de
blindagem para a producao e circulagdo de desinformagdo, a0 mesmo tempo em que se
criminaliza o contraditdrio e se captura o aparato legal para perseguir adversarios. Trata-
se de uma inflexdo autoritdria que corroi por dentro os fundamentos do
constitucionalismo democratico, deslocando a centralidade do direito enquanto
garantidor de liberdades para um modelo em que o poder se sustenta na disrupgao, no
conflito permanente e na erosao do pacto institucional.

Nesse cendrio global fragmentado, o que estd em jogo ndo ¢ apenas o alcance da
liberdade de expressdo, mas sua propria definicdo e o papel que ocupa na arquitetura
democratica contemporanea. Trata-se de uma disputa sobre os limites entre liberdade e
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responsabilizacdo, entre pluralismo e corrosdo informacional, entre autonomia e captura.
E, sobretudo, uma disputa sobre qual projeto de sociedade queremos para o futuro.

Na ordem constitucional brasileira, o direito a liberdade de expressao encontra-se
assegurada pelos arts. 5°, IV e IX, e 220 da Constituicdo de 1988, garantias de
manifestagdo do pensamento, comunicagao livre e vedacao a censura prévia. Entretanto,
nenhum direito fundamental ¢ absoluto. O préprio texto constitucional e a legislacao
infraconstitucional estabelecem limites necessarios a liberdade de expressdo, visando
preservar outros direitos fundamentais e a convivéncia harmonica em sociedade. Entre
esses limites destacam-se: (i) a protecdo da honra e da imagem das pessoas (para coibir
difamacdo, calinia e ataques a reputagdo); (ii) a tutela da privacidade e intimidade,
resguardando individuos contra exposi¢des indevidas de dados pessoais ou contetidos
intimos; e (ii1) a defesa da dignidade da pessoa humana, vedando discursos de odio,
incitacdo a discrimina¢do ou a violéncia contra grupos vulneraveis.

A liberdade de expressdo, em regimes democraticos, deve ser compreendida ndo
como licenca irrestrita a emissao de discursos, mas como instrumento de pluralismo e de
fortalecimento do debate publico. Quando apropriada seletivamente por regimes
autoritarios ou movimentos populistas, essa liberdade torna-se uma fachada para a
legitimagdo do arbitrio, ao passo que se desconstroem as mediagdes institucionais e se
solapam os direitos fundamentais de grupos vulnerabilizados. E nesse contexto que o
papel das cortes constitucionais e dos marcos legais se torna imprescindivel para
reequilibrar o espago publico e garantir que a liberdade ndo se converta em escudo da
violéncia simbolica.

De acordo com Lima Dantas e Lima Jr. (2024), a liberdade de expressdao, embora
elevada a condicao de cldusula fundante dos regimes democraticos, ndo se impde como
um valor absoluto no constitucionalismo brasileiro. Antes, esta situada no interior de um
sistema juridico comprometido com a harmonizagdo entre direitos fundamentais, o que
impde balizas normativas ao seu exercicio. Tal configuracao rejeita tanto a absolutizagdao
liberal, que desconsidera os danos estruturais provocados por narrativas de o6dio e
desinformacao, quanto os impulsos autoritarios que instrumentalizam o principio para
suprimir o dissenso.

Nesse sentido, ao autores (ibid.) asseveram que o direito brasileiro conforma a
liberdade de expressdo como prerrogativa juridica dotada de densidade normativa, cujos
contornos sao definidos em tensdo constante com outros principios constitucionais, como
a dignidade da pessoa humana, a protec¢ao da infancia, o pluralismo politico, a integridade
do debate publico e defesa da democracia. Em um contexto de intensificagdo das disputas
no ciberespaco, marcado por arquiteturas algoritmicas que amplificam assimetrias
comunicacionais, torna-se imperativo que o Estado exer¢a a fun¢do contramajoritaria de
garantir que a liberdade de expressdo ndo se converta em escudo para a corrosao
democratica. Essa ndo ¢ uma restricao a liberdade, mas uma afirmacao de sua funcao
publica, no interior de uma ordem constitucional que recusa a neutralidade cumplice e
opta pela promogao ativa da justica discursiva.
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Nesse panorama, o principio da ordem publica emerge como baliza normativa
essencial para a filtragem de praticas juridicas ou comunicacionais que, embora
formalmente admissiveis em determinados sistemas, se revelem incompativeis com os
fundamentos axiologicos do ordenamento nacional. Conforme Dolinger (2025),
compreende-se que a ordem publica, no plano do Direito Internacional Privado, atua
como clausula de salvaguarda da identidade constitucional do Estado, operando como
limite a aplicacdo de normas ou decisdes estrangeiras que afrontem principios
estruturantes da ordem juridica interna. Transposta ao ambiente digital globalizado, essa
fun¢do ganha renovada densidade: a ordem publica passa a funcionar como critério
normativo de resiliéncia diante da légica extraterritorial das big techs e da difusdo
transnacional de contetdos atentatorios a dignidade, a democracia e a coesdo social.
Assim, sua invocacdo ndo ¢ uma reacao protecionista, mas uma afirmagao soberana da
centralidade dos direitos fundamentais e da integridade do espaco publico democratico
frente a um ecossistema comunicacional que desestabiliza fronteiras juridicas e
institucionais.

Deveras, a emergéncia da esfera publica digital, um conceito que dialoga
diretamente com a formulacdo habermasiana da esfera publica como /locus da
racionalidade comunicativa, impde uma revisao critica dos pressupostos deliberativos em
tempos de plataformas, algoritmos e assimetrias informacionais. Embora Jiirgen
Habermas (2023) tenha concebido esse espaco como um territorio de circulagdo de
argumentos entre cidaddos dotados de igual capacidade discursiva, o que se observa na
configuracdo digital contemporanea ¢ uma colonizagdo do espaco publico por
arquiteturas técnico-comerciais, em que a visibilidade e o engajamento sdo mediados por
interesses de mercado e logica algoritmica. Ainda assim, o referencial habermasiano
permanece fecundo ao iluminar as insuficiéncias normativas do ecossistema digital,
apontando a urgéncia de reequilibrar os fundamentos do debate publico a luz da dignidade
humana, da equidade comunicativa e da regulacdo democratica. Em ambientes digitais
profundamente desiguais, a esfera publica torna-se, além de uma arena discursiva, um
campo tenso de disputas por reconhecimento, regulagdo e redistribuicio do poder
informacional.

Nesse sentido, Owen Fiss (2022), partindo do referencial habermasiano, oferece
contribuicao sobre a concepgao liberal classica de liberdade de expressdo e abstengdo
estatal. Em vez de compreender a liberdade como auséncia de interferéncia, Fiss (ibid.)
propde um modelo normativo comprometido com a promocao ativa de uma esfera publica
verdadeiramente democréatica, na qual o Estado tem o dever de intervir para assegurar
condi¢cdes equitativas de participacdo discursiva. Essa concepgdo ressoa profundamente
no constitucionalismo brasileiro, cuja matriz axioldgica repousa na dignidade da pessoa
humana, na igualdade material e na justiga social. Nessa perspectiva, a liberdade de
expressao deve ser interpretada de forma sistematica e relacional, em harmonia com
outros direitos fundamentais, como a prote¢ao a honra, a intimidade, a ndo discriminagao
e a informag¢ao de qualidade, exigindo do Estado agdes positivas para conter praticas
comunicacionais que solapem a estrutura democratica. Nesse sentido, o enfrentamento
dos novos vetores de assimetria informacional e poder algoritmico exige um Estado que
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atue ndo como censor, mas como garantidor da integridade democratica do espago
publico. As plataformas digitais, ao selecionarem conteidos com base em logicas
comerciais opacas, estruturam ecologias comunicacionais propensas a radicalizagdo, a
polarizacdo afetiva e a difusdo de desinformacdo. Fiss (ibid.), ao reivindicar a
legitimidade constitucional de restrigdes proporcionais e finalisticas a liberdade de
expressao, oferece uma lente tedrica para fundamentar a necessidade de marcos
regulatérios que responsabilizem as big techs e promovam pluralismo, transparéncia e
equidade.

No que concerne ao Estado a as acdes positivas para conter praticas
comunicacionais que minem a estrutura democratica, tais ag¢des encontram sua
materializac¢do institucional nas politicas publicas, entendidas aqui como o conjunto de
programas, decisdes e acdes orientadas a concretizacdo de direitos fundamentais
mediante atuagdo planejada e continua do Estado, em consonancia com o principio da
efetividade constitucional.

Nessa perspectiva, a liberdade de expressdo deve ser compreendida como um
direito fundamental de natureza relacional, cuja efetividade depende de sua articulacio
com outros direitos constitucionais, como o direito a honra, a privacidade, a igualdade e
a informacao qualificada. A atuacgdo estatal, portanto, ndo pode se limitar a abstengao:
exige-se a formulacdo de politicas publicas estruturantes, capazes de assegurar um
ecossistema comunicacional plural, transparente e comprometido com a integridade
democratica. Como assinala Silveira (2019), o direito a informacao deve ser entendido
como um direito social, cuja realizacdo requer a presenca ativa do Estado na regulagao de
fluxos informacionais, no combate a desinformagdo e na promocdao da diversidade
informativa. A¢des positivas do Estado, traduzidas na concepgdo, implementacdo e
monitoramento de politicas publicas, tornam-se, assim, caminhos legitimos e percursos
imperativos para garantir o acesso equitativo aos meios de producdo simbolica e a
circulagdo de discursos, fundamento imprescindivel para uma democracia substantiva na
era digital.

2. Responsabilidade Civil na Era Digital e o imperativo das politicas
publicas para a protecao de dados, dever de cuidado e salvaguarda dos
direitos fundamentais

O ciberespago ndo ¢ meramente uma extensao técnica das interagdes sociais, mas
um campo de reconfiguragdo estrutural das formas de sociabilidade, da arquitetura dos
poderes e das proprias categorias juridicas tradicionais. A responsabilidade civil, outrora
ancorada em danos diretos, identificaveis e territorialmente circunscritos, enfrenta hoje
uma profunda disrupgdo epistemoldgica. No ambiente digital, a l6gica do dano se
desmaterializa, adquire velocidade exponencial, amplia sua escala e se descola da
previsibilidade causal classica que sustentava o modelo tradicional de imputagao juridica
civel. Nesse novo ecossistema informacional, marcado pela opacidade algoritmica, pela
descentralizacdo das praticas e pela multiplicidade de agentes anénimos, a
responsabilizacdo se torna um desafio paradigmatico.

301



A violacdo de direitos, como a privacidade, a honra ou a autodeterminagao
informativa, ultrapassa fronteiras juridicas e temporais, produzindo efeitos difusos e
duradouros, cuja reparacdo exige respostas institucionais que vao além das ferramentas
tradicionais do direito. Uma publicacdo difamatoria viralizada em segundos, um
vazamento massivo de dados sensiveis, a manipulagdo algoritmica de preferéncias e
comportamentos: esses fendmenos nao apenas atingem bens juridicos individuais, mas
corroem estruturas coletivas, destroem lagos sociais € ameagam a propria legitimidade
democratica. Trata-se de uma nova gramatica do dano, que exige do Estado uma postura
ativa por meio de um desenho de implementacao de politicas publicas coordenadas, com
base em um regime juridico orientado a prevencao, a precaugdo e a reparagao sistémica.
Sem essa reconstrucdo dogmatica e institucional, a responsabilidade civil permanecera
inerte diante da violéncia difusa do capitalismo de dados.

A compreensdo do virtual como uma dimensao real, € ndo como sua negagao, ¢
essencial para o enfrentamento juridico dos danos produzidos na esfera digital. Como
assinala Pierre Lévy (2011), o virtual deve ser compreendido como uma poténcia ativa
que se atualiza, transformando-se em acontecimentos concretos que afetam sujeitos,
instituicdes e estruturas sociais. Nessa perspectiva, o ambiente digital se caracteriza, de
um lado, como linguagem e, de outro, como materialidade comunicacional dotada de
performatividade: o cddigo € agdo e o algoritmo € poder. Essa concretude do virtual obriga
o Direito a reconhecer a realidade juridica do imaterial, em que a linguagem
informatizada produz consequéncias tangiveis e a responder a altura com instrumentos de
responsabilizacdo que ressignifiquem os paradigmas classicos fundados em
territorialidade, linearidade causal e materialidade do dano.

Assim, a responsabilidade civil no contexto digital ndo pode se limitar a aplicagao
dos elementos tradicionais (a¢do, dano, nexo, culpa), mas deve operar, outrossim, como
instrumento de realizagdo de politicas publicas orientadas pela centralidade da dignidade
humana, pela preservacao da integridade informacional e pela protecao do espaco publico
contra formas de colonizagao algoritmica. O dano digital parte de uma cadeia sistémica
que conecta infraestrutura tecnoldgica, arquitetura de decisdo e vulnerabilidade social. A
omissao estatal diante dessa realidade representa nao neutralidade, mas cumplicidade. Por
1ss0, o reconhecimento do virtual como realidade exige que o Estado atue normativamente
de maneira estruturante, assumindo sua func¢do redistributiva também no campo
informacional e garantindo que a reparacdo civil cumpra um papel democratico e
transformador.

No contexto digital, as tensdes entre direitos de jaez fundamental se acentuam. A
conectividade em tempo real e o alcance viral das plataformas permitem que
manifestagoes ofensivas, noticias falsas ou conteudos prejudiciais atinjam milhdes de
pessoas em segundos. Um insulto ou boato que antes ficaria restrito a um meio local pode,
online, escalar para um dano massivo e difuso, dificultando sua contengdo. Nesse sentido,
fake news, por exemplo, comprometem reputacdes individuais e minam a confianga nas
instituicdes publicas, afetando inclusive processos democraticos como eleigdes.
Discursos de 6dio disseminados em redes violam direitos individuais e valores coletivos
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de igualdade e dignidade. Ataques a privacidade, como vazamentos de dados, geram
danos irreparaveis as vitimas. Ademais, a l6gica de engajamento das grandes plataformas,
moldada por algoritmos, frequentemente prioriza conteido polarizador para manter a
atencdo dos usudrios. Essa “manipulacdo algoritmica” pode amplificar desinformacao e
radicalizagdo, levantando a questdo sobre a responsabilidade das plataformas pelo
impacto de seus algoritmos no debate publico e na saude mental dos usuarios. H4, ainda,
o uso nefasto de contas automatizadas (bots) para inflar artificialmente engajamento e
opinido publica, pratica que desafia a integridade do discurso online e demanda
mecanismos de monitoramento ¢ mitigagdo pelas plataformas.

Diante desse cenario, torna-se imprescindivel revisitar fundamentos classicos da
responsabilidade civil a luz do mundo digital. O principio romano do neminem laedere
(“ndo lesar ninguém”), origem do dever juridico de ndo causar dano a outrem, mantém
plena relevancia no ciberespago. Assim como no mundo fisico, cada ator na internet tem
o dever geral de abster-se de condutas que prejudiquem terceiros. Essa ideia conecta-se
ao principio do dano de John Stuart Mill (2011), segundo o qual a liberdade de alguém
pode ser limitada apenas para prevenir danos a outras pessoas. No ambiente digital, essa
formulagdo legitima a intervengao juridica (e das proprias plataformas) contra discursos
e praticas online que causem prejuizos a direitos de terceiros ou a coletividade. Em outras
palavras, o exercicio da liberdade digital encontra seu limite ético-juridico exatamente no
lugar-instante em que comeca a violar direitos fundamentais de outrem, seja a honra de
uma pessoa difamada em rede social, seja a seguranca da coletividade diante de uma
campanha coordenada de desinformacdo que abale o processo democratico. Proteger
juridicamente as potenciais vitimas desses abusos ¢ extensdo natural do principio
neminem laedere, ao passo que definir limites adequados a liberdade de expressao online
previne que esse direito ndo se converta em licenga para causar danos.

Cabe salientar que a tutela dos direitos da personalidade no meio digital ganhou
reforco normativo recente no Brasil com o reconhecimento expresso do direito
fundamental a prote¢do de dados pessoais. Em abril de 2020, na ADI 6387, o Supremo
Tribunal Federal (STF) suspendeu uma medida proviséria que determinava o
compartilhamento massivo de dados telefonicos de cidadiaos com o IBGE durante a
pandemia, reconhecendo que tal medida violava direitos constitucionais a privacidade,
intimidade e autodeterminagdo informativa. Pouco depois, esse direito foi positivado no
texto constitucional brasileiro por meio da Emenda Constitucional 115/2022, que inseriu
a prote¢ao de dados pessoais no rol do art. 5°.

Trata-se da instituicdo de importante reconhecimento: de um lado reforca a
dignidade e a privacidade no ambiente informacional e, de outro, impde ao Estado e as
empresas deveres positivos de cuidado no tratamento de dados. A era do capitalismo de
vigilancia, descrita por Zuboff (2021), na qual dados pessoais sdo coletados e explorados
em escala industrial, ¢ vista como uma ameaga tanto a privacidade individual quanto a
propria democracia. O reconhecimento constitucional desse direito demanda, certamente,
a a¢do do Estado por meio de politicas publicas de protecao de dados e responsabilizagado
por vazamentos € abusos.
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Afinal, como decisdo do Supremo Tribunal Federal (2020, online), a exploragao
indevida de dados pode acarretar danos macicos e difusos, da manipulacio
comportamental de eleitores até discriminac¢do contra grupos vulneraveis, caracterizando
um “dano digital estrutural” que afeta toda a sociedade de forma permanente. Assim, a
salvaguarda da privacidade e dos dados pessoais emerge como condi¢do para a
preservacao da dignidade humana e do livre desenvolvimento da personalidade na era
digital. O principio de que “o direito de cada um termina onde comeca o do outro” adquire
cores inéditas diante das tecnologias atuais. O desafio estd em articular liberdade,
privacidade e dignidade de modo coerente. Dessarte, o ordenamento juridico brasileiro,
por meio de leis e jurisprudéncia, vem tentando construir esse equilibrio, adotando
mecanismos de responsabilidade e controle sobre atividades digitais lesivas, sempre sob
a premissa de que a dignidade da pessoa humana e outros valores fundamentais nao
podem ser sacrificados no altar da liberdade digital.

Promulgado em 2014 ap6és amplo debate publico, o Marco Civil da Internet
(MCI), Lei 12.965/2014, constitui o pilar normativo da regulagdo do ambiente digital
brasileiro. Mais do que aspecto normativo, o MCI ¢ frequentemente citado como exemplo
de policy law, ou seja, um marco legal orientador de politicas publicas para a internet,
com principios, direitos e deveres que informam a atuag@o dos diversos atores (Estado,
empresas, usuarios). Sua elaboragdo envolveu intensa participagao social (inclusive por
meio de consultas online e colaboragdes multissetoriais), refletindo um ethos democratico
e multissetorial na governanca da rede. Sob a 6tica de Bucci (2021), pode-se dizer que o
MCI organizou, em plano mesoinstitucional, arranjos juridicos e institucionais para a
gestao de conflitos e objetivos coletivos no ambito digital.

Normativamente, o Marco Civil da Internet consagra principios fundamentais para
a convivéncia no meio digital, buscando equilibrar a inovagdo e a liberdade com a
prote¢do de direitos. Destacam-se no art. 3° do Marco Civil da Internet: a garantia da
liberdade de expressao, a protecdo da privacidade e dos dados pessoais, a neutralidade de
rede, a preservacdo da funcionalidade da internet, a responsabilidade dos agentes
conforme suas atividades e a promogao da cidadania digital. Trata-se de traduzir, para o
universo online, valores constitucionais € do Estado Democratico de Direito. Por
exemplo, a neutralidade de rede assegura um tratamento isondmico dos pacotes de dados,
coibindo praticas discriminatorias de provedores de conexdo, o que tem implicagdes
concorrenciais ¢ de acesso a informagao. O Marco Civil da Internet também estabeleceu
direitos dos usudrios, como inviolabilidade de comunicagdes privadas, ndo fornecimento
a terceiros de dados pessoais sem consentimento (salvo por ordem judicial) e informagdes
claras sobre politicas de uso. Tais dispositivos anteciparam, em alguma medida, a
necessidade de protegdo de dados, que viria a ser regulamentada de forma abrangente pela
Lei Geral de Prote¢do de Dados (LGPD — Lei 13.709/2018) alguns anos depois. A LGPD,
vigente desde 2020, complementa o arcabouco normativo ao criar um regime especifico
para tratamento de dados pessoais, impondo bases legais para coleta e uso de dados,
direitos dos titulares (acesso, correg¢do, exclusdo, portabilidade etc.) e deveres de
seguranga e prestagdo de contas para os controladores. Em 2022, a importancia dessa lei
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foi reforcada pela j& mencionada inclusao da protecdo de dados como direito fundamental
expresso.

No principio da responsabilidade civil digital, o Marco Civil da Internet delineou
um modelo especifico, uma vez que, em regra, provedores de aplicacdo (como redes
sociais, plataformas de contetido) nao respondem objetivamente por conteudo gerado por
terceiros, a menos que descumpram uma ordem judicial de remocao (art. 19). Essa opcao
legislativa visou proteger a liberdade de expressdo, isto €, para ndo induzir plataformas a
removerem sumariamente conteudos diante de qualquer reclamacdo (chilling effect),
adotou-se a chamada “judicial notice and take-down”, em que a interven¢ao de um juiz
seria necessaria para qualificar algo como ilicito e ordenar sua retirada. Entretanto, o
proprio MCI previu excegdes a essa regra. O art. 21, por exemplo, impde responsabilidade
subsidiaria do provedor pela ndo remog¢ao imediata, apos notificagdo, de contetidos que
violem a intimidade decorrente de divulgacdo ndo autorizada de nudez ou sexualidade,
protegendo vitimas de revenge porn sem exigir prévia ordem judicial. Outro dispositivo
(art. 19, §1°) ressalvou a aplicacdo das regras de direito autoral, que continuam regidas
por legislagdo especifica (em que vigora o notice and takedown extrajudicial do DMCA,
por exemplo).

Ademais, a jurisprudéncia e a doutrina vém reconhecendo outras situagdes de
urgéncia ou excepcional gravidade em que se dispensa a ordem judicial para
responsabilizar provedores. Notadamente, em caso de conteudos que envolvam criangas
e adolescentes, requer-se uma atuacdo diligente e célere das plataformas para remover
material ilicito assim que notificadas, sob pena de responsabilidade civil. Esse
entendimento se baseia no principio da protecao integral da crianca e do adolescente (CF,
art. 227; ECA, art. 18) e foi consagrado pelo STJ no importante julgamento do REsp
1.783.269/MG em 2021. Nesse caso, o Facebook foi condenado por danos morais por ndo
ter removido, apos notificagdo extrajudicial, uma pagina que ofendia a imagem de uma
criancga. A empresa alegava que, segundo o art. 19 do MCI, sem ordem judicial ndo estaria
obrigada a agir. A Quarta Turma do STJ rejeitou essa alegacdo, afirmando que o art. 19
ndo pode ser interpretado isoladamente ou de forma absoluta quando outros bens juridicos
de maior peso (no caso, a dignidade de criancas) estdo em jogo na balanca do direito.
Concluiu-se que, notificada de conteido manifestamente ilicito envolvendo vulneraveis,
a plataforma tem o dever de remové-lo prontamente, independentemente de ordem
judicial, sob pena de omissdo culposa e responsabilizacao civil.

Em recente julgamento do Supremo Tribunal Federal (STF) no Brasil sobre o
art. 19 do Marco Civil da Internet, a Corte reconheceu que a omissao regulatoria, ao exigir
ordem judicial para remog¢ao de contetdos ilicitos, fere direitos fundamentais e expoe a
populagdo a riscos sistémicos, como desinformagao, discurso de 6dio e impulsionamento
cruzado de narrativas antidemocraticas. O Supremo Tribunal Federal (STF) promoveu
uma transformacdo paradigmatica ao declarar, em 26 de junho de 2025, a
inconstitucionalidade parcial do art. 19 do Marco Civil da Internet (Lei 12.965/2014).

O dispositivo, que até entdo exigia ordem judicial especifica para que provedores
fossem responsabilizados por conteudos gerados por terceiros, revelou-se inadequado
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frente a complexidade dos danos digitais e a gravidade das violagdes a direitos
fundamentais. Por maioria expressiva, o STF concluiu que esse modelo tradicional ja ndo
resguarda adequadamente a dignidade, a honra, a privacidade e a ordem democratica,
impondo as plataformas um novo dever de cautela institucional.

No amago da reforma jurisprudencial, o Tribunal redefiniu os contornos da
responsabilizacdo dos provedores em trés eixos: primeiro, permanece a exigéncia de
ordem judicial em casos de crimes contra a honra, ainda que admitindo-se também a
remo¢do com base em notificagdo extrajudicial; segundo, estabeleceu-se a
responsabilizagdo automatica por contetdos ilicitos graves, como terrorismo, discurso
antidemocratico, violéncia sexual contra vulneraveis, a partir de uma presuncao vinculada
a “falha sist€émica”; por fim, manteve-se a responsabilizacdo subsidiaria nos casos gerais,
amparada por pedidos de retirada e omissao das plataformas.

O segundo eixo configura uma alteragao substantiva no regime juridico aplicavel,
ao positivar uma excecao qualificada a regra da responsabilidade subjetiva. O STF, ao
elencar um rol taxativo de crimes de alta reprovabilidade constitucional, afirma que a
mera presenga massiva e reiterada desses conteudos em plataformas digitais enseja uma
presuncao juris tantum de falha sistémica. A falha sistémica, nesse contexto, ndo ¢ aferida
individualmente, mas sim estruturalmente, como auséncia de mecanismos técnicos e
organizacionais eficazes de prevencao e remoc¢do. O nexo de causalidade, portanto, ndo
se da mais entre o ato ilicito e a conduta da plataforma isoladamente, mas entre o dano
sistémico e a omissao generalizada no dever de cuidado.

Em sua fundamentacdo, a Corte adotou um viés constitucionalizado, afirmando
que as plataformas j& ndo podem se furtar a sua condicdo de ambiente publico digital.
Num gesto de retomada da soberania estatal, exigiu-se que os provedores atuem de forma
proativa: moderacdo diligente, transparéncia nos critérios algoritmicos, canais
institucionais de notificacdo e relatorios periodicos, tudo isso orientado por um “dever de
cuidado” que transcende a mera abstengdo. A Corte, assim, avanca ao modelar um regime
hibrido que conjuga cumprimento processual (due process), regulacdo preventiva e
punicao por omissao. A rigor, rompeu com a neutralidade performativa das plataformas,
impondo-lhes uma funcdo publica de contencdo dos danos informacionais que
configuram ameacas diretas a ordem constitucional.

A tensdo gira em torno da redefini¢do da neutralidade algoritmica e da assertiva
estatal quanto a salvaguarda da ordem publica e dos direitos informacionais. A maioria
dos ministros sublinhou que a liberdade de expressdao, embora fundamental, ndo se
sustenta isoladamente diante dos riscos advindos da modulagdo privada do debate
publico, principalmente quando algoritmos determinam acesso, alcance e impacto das
mensagens. Essa disputa revela nuances normativas complexas: o STF avanga na
assertiva de que politicas publicas digitais estruturadas devem integrar responsabilizagdo,
moderacdo transparente e due process, impondo um regime hibrido que une justica
constitucional, regulacdo preventiva e necessidade de delimitacdo pelo legislador para
preservar legitimidade democratica. Nesse cendrio, o cerne da controvérsia reside no
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vinculo inescapavel entre as plataformas digitais e os efeitos sistémicos que estas
produzem sobre a esfera publica.

Ao constituirem o principal ambiente de circulagdo discursiva na
contemporaneidade, essas plataformas nao podem alegar neutralidade quando, de fato,
sao arquitetas das condigdes de visibilidade, silenciamento e viralizagdo dos conteudos.
A logica algoritmica, orientada por interesses economicos e padrdes opacos de decisdao
automatizada, organiza o espago publico conforme métricas de engajamento e
monetizacdo. Essa constatagdo impde uma reconfiguracao do regime juridico aplicavel:
as plataformas deixam de ser meras intermediarias para se tornarem agentes do fato, o
que exige corresponsabilizagdo por omissdo, incentivo ou tolerancia a praticas que violem
direitos fundamentais. Nessa moldura, a responsabilidade civil adquire centralidade como
mecanismo de reparacao de danos concretos € como instrumento normativo de contencao
de externalidades negativas e reequilibrio da ordem publica digital. Portanto, sua
responsabiliza¢do acaba por se caracterizar como instrumento de recomposi¢ao da esfera
publica diante de uma assimetria de poder comunicacional que desafia a soberania
informacional dos Estados democraticos e direitos dos individuos.

Ainda no plano normativo, cabe citar que o Brasil inovou também ao editar, em
2014, a Lei do Marco Civil antes mesmo de legislacdes abrangentes sobre protecao de
dados ou cibercrimes, demonstrando visdo antecipatoria. Apds o MCI e a LGPD, outro
marco legal relevante ¢ o Codigo de Defesa do Consumidor (CDC) adaptado ao comércio
eletronico, bem como leis especificas como o Marco Civil da Ciéncia, Tecnologia e
Inovagdo (no tocante a pesquisa com dados) e o Estatuto da Crianga ¢ do Adolescente
(ECA), que trazem comandos aplicaveis ao tema do presente artigo. Em suma, no nivel
normativo o Brasil construiu um arcabouco que afirma direitos fundamentais (liberdade
de expressao, privacidade, protecdo de dados) e define regras de responsabilidade dos
agentes da internet. O MCI, como politica publica, fixou valores e delineou um modelo
de corresponsabilizacdo moderada das plataformas, temperado por excecdes de tutela
urgente de direitos. A LGPD agregou a esse quadro a preocupacdo especifica com dados
pessoais, impondo deveres de seguranca, transparéncia e prestacdo de contas aos
detentores de dados (o que influencia, por exemplo, a conduta de plataformas em casos
de vazamentos e incidentes de seguranca).

Conclusao

A responsabilidade civil digital, tal como analisada ao longo deste artigo, revela-
se mais do que um instituto juridico de atribui¢do de consequéncias a condutas lesivas no
ciberespaco. Decerto que constitui um instrumento normativo-politico de alta densidade
estratégica no embate contemporaneo pela definicdo da arquitetura da esfera publica
digital. Quando compreendida como politica publica, a responsabilidade civil desloca-se
do plano meramente reparatorio para tornar-se tecnologia institucional de regulagdo de
redes informacionais em conflito, articulando direitos fundamentais, soberania estatal e
poder algoritmico em tensdo constante.
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O estudo demonstrou que o ordenamento juridico brasileiro estruturou um arranjo
normativo ao incorporar o Marco Civil da Internet, a LGPD e a positivagao constitucional
da protecao de dados pessoais. Este conjunto normativo organiza as relagdes juridicas no
ambiente digital e afirma, de modo explicito, a centralidade da dignidade da pessoa
humana, da autodeterminacdo informativa e da ordem publica digital como vetores
constitutivos da atuacdo estatal. Deveras, o carater relacional e distribuido do poder nas
redes digitais impoe desafios inéditos a eficacia regulatoria desses marcos legais. A
assimetria técnica, econdmica e informacional das plataformas transnacionais, associada
a opacidade algoritmica e a 16gica extraterritorial de seus modelos de negocio, atravessa
o debate em torno do regime de responsabilidade civil.

A responsabilizagdo civil, neste sentido, se posta como um dilema institucional e
estrutural, que envolve a articulacao entre capacidade estatal, densidade normativa e
coordenacdo intersetorial. Como apontado, a atuacdo do Supremo Tribunal Federal ao
reconhecer a falha sistémica como critério juridico para a responsabilizacdo de
plataformas constitui um avango tedrico e jurisprudencial que redefine o locus da
responsabilidade digital: da conduta isolada para a estrutura informacional que a produz.
Do ponto de vista teérico, o conceito de ordem publica digital, aqui mobilizado como
principio orientador da atuag@o estatal, desloca o debate da protecdo individualizada para
a necessidade de preservagdo de condigdes minimas de racionalidade, integridade e
pluralismo no espaco publico digital. O dano no ciberespago ndo ¢ concebido, somente,
como prejuizo a um sujeito isolado, mas como disfungdo de ecossistemas
comunicacionais inteiros, com impactos sobre a democracia, a coesao social € os proprios
fundamentos do constitucionalismo. A responsabilidade civil, portanto, deve ser
reinterpretada como ferramenta de regulacdo sistémica, orientada pela logica da
precaucao, da justica distributiva e da reparacao estrutural.

Esse deslocamento exige uma reformulacdo dos paradigmas dogmaticos classicos.
A causalidade, a culpa e o dano devem ser ressignificados a luz da logica distribuida e
automatizada dos ambientes digitais. O modelo tradicional de imputagao individual deve
ser requalificado considerando as externalidades negativas de arquiteturas algoritmicas
projetadas para amplificar o engajamento a partir da desinformacdo, do extremismo e da
vigilancia. O risco digital, nesse contexto, ndo ¢ acidental, mas estrutural, ndo decorre de
desvios, mas de padrdes operacionais intrinsecos a economia da atencao e a governanca
opaca das plataformas. Exigir responsabilidade sem transformar esses padrdes ¢,
portanto, um gesto performativo vazio.

A abordagem mesoinstitucional adotada no artigo permitiu demonstrar que a
responsabilizacao eficaz de danos informacionais depende da constitui¢ao de um sistema
regulatério dinamico, que articule Estado, institui¢des, sociedade civil e setor privado sob
uma logica de governanga distribuida e responsiva. Trata-se de superar o modelo vertical
de comando e controle e adotar estratégias adaptativas, baseadas em transparéncia
algoritmica, auditoria independente e responsabilizagao por falhas sistémicas.

Ao final, conclui-se que a responsabilidade civil digital como politica publica deve
ser compreendida como elemento estruturante da arquitetura democratica do século XXI.
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Sua func¢ao como politica publica e agdo estatal ndo se restringe a tutela reparatoria, mas
se projeta como mecanismo de redistribui¢ao de poder informacional, de protecdo contra
vulnerabilidades tecnolédgicas e de reconfiguracdo normativa da cidadania digital. Nesse
processo, o direito assume posi¢ao fundamental como dispositivo de prote¢ao dos direitos
fundamentais e da democracia. Em um cenario marcado pela expansdo do populismo
digital e pela captura algoritmica da esfera publica, apenas uma responsabilidade
ancorada em direitos fundamentais e orientada por principios constitucionais sera capaz
de conter os efeitos corrosivos da desordem informacional e reconstituir as bases de uma
convivéncia democratica.
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