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XXXII CONGRESSO NACIONAL DO CONPEDI SAO PAULO - SP
DIREITO PENAL, PROCESSO PENAL E CONSTITUICAO IV

Apresentacdo

No ambito da Universidade Mackenzie, agui consolidou-se mais um sesséo do GT DIREITO
PENAL, PROCESSO PENAL E CONSTITUICAO IV, valiosa reunido de pesquisadores/as
das diversas regifes do Brasil, oriundos de distintos programas de poés-graduagdo, da
Iniciagdo Cientifica e de experiéncias técnicas e intervencdes diretas. Nesse giro, a autora
Ana Luiza Morato apresentou o trabalho intitulado REFLEXOES SOBRE O CASO
DANIEL ALVES E O FUTURO DO DIREITO EM MATERIA DE GENERO. O trabaho
Investiga como o processo citado, julgado na Espanha, seria analisado pela Justica brasileira
a luz de um protocolo de julgamento com perspectiva de género. A autora dialoga com a
doutrina (Robalo e Taruffo, e.g.) para demonstrar que, mesmo com a aplicagcdo de tais
protocol os, o resultado ndo seria, a priori, diverso do original, pois eles ndo se sobrepdem as
garantias constitucionais, tais como a presunc¢ao de inocéncia e o devido processo legal. O
estudo aponta que a controvérsia central residiu nas narrativas sobre consentimento e que a
palavra da vitima, embora relevante, ndo pode operar como presuncdo absoluta de
vitimizagcdo sem corroboragdo por outros elementos probatérios. Conclui-se que os
protocolos de género sdo ferramentas de protecdo e de depuracdo de vieses, Uteis para
orientar investigagbes, mas que ndo constituem regras de julgamento aptas a afastar 0s
standards probatérios em matéria penal.

Na sequéncia, o artigo elaborado por Pollyana Pereira da Cruz, Alfredo Ribeiro da Cunha
Lobo, Willian Tosta Pereira de Oliveira, cujo titulo € CADEIA DE CUSTODIA COMO
MECANISMO EPISTEMICO: OMISSAO NA LEGISLACAO E A IMPORTANCIA DA
PROVA DIGITAL NO PROCESSO PENAL BRASILEIRO. O artigo analisa a integridade
da cadeia de custddia como mecanismo epistémico no processo penal brasileiro, crucial para
garantir a confiabilidade e validade das provas digitais. A pesquisa destaca que a Lel n°
13.964/2019 trouxe mudancas significativas, mas se omitiu sobre o tratamento da prova
digital na cadeia de custédia. O artigo argumenta que, mesmo sem previsdo legal expressa
para a prova digital, sua validade depende da observancia da cadeia de custodia para garantir
aidoneidade e inviolabilidade do vestigio digital. Conclui que a auséncia de regulamentacéo
especifica sobre a prova digital na cadeia de custédia ndo impede a validacéo da prova, mas
reforca a necessidade de sua observancia rigorosa para proteger os direitos de defesa e a
integridade do sistema legal, mitigando o risco de informagdes falseadas. Na sequencia, 0
artigo elaborado por Felipe dos Santos Gasparoto, Carlos Henrique Gasparoto cujo titulo é
PROVAS DIGITAIS E DEEPFAKES NO PROCESSO PENAL: DESAFIOS



CONSTITUCIONAIS E GARANTIAS FUNDAMENTAIS. O trabalho enfrenta os desafios
gue as provas digitais, em especial as deepfakes, trazem ao processo pena brasileiro. O
estudo aponta que, embora 0 uso de arquivos digitais seja crescente, sua vulnerabilidade a
manipulacdo exige critérios rigorosos de autenticidade. As deepfakes representam uma
ameaca inédita, pois podem fabricar falsas incriminacdes ou desacreditar provas legitimas
(liar’ s dividend), comprometendo principios constitucionais como a presuncao de inocénciae
0 devido processo legal. A resposta a essa crise de autenticidade deve ser basear em trés
eixos essenciais: (i) preservacdo da cadeia de custédia (para garantir a integridade do
vestigio); (ii) metodologias periciais auditaveis; e (iii) gatekeeping judicial (verificagdo
prévia de confiabilidade). Conclui-se que protocolos técnicos padronizados e certificagdo
digital robusta sdo indispensaveis para equilibrar inovacéo e garantias fundamentais.

Ainda, Maria Fernanda Lima Oka e Rosberg de Souza Crozara apresentaram a pesquisa
ACAO DE ANTECIPACAO DE PROVAS PARA TESTEMUNHAS EM CRIMES

SEXUAIS CONTRA CRIANCAS E ADOLESCENTES: AS CONTRIBUICOES PARA O
BEM-ESTAR DA VITIMA E PARA O CONJUNTO PROBATORIO e analisaram a
necessidade de estender a prerrogativa da antecipacéo de provas (Lei n° 13.431/2017,

depoimento especial), também as testemunhas adultas em crimes sexuais contra criancas e
adolescentes. O estudo argumenta que a demora na col eta desses depoi mentos compromete a
provaoral, que é perecivel e falivel, e impde afamilia o encargo de reter na memoria praticas
delitivas, o que configura sofrimento partilhado e revitimizacdo. Defende-se que a

antecipacdo de provas ndo € apenas uma questao de celeridade processual, mas de dignidade
humana, sendo fundamental para proteger a integridade fisica e psiquica dessas testemunhas
adultas. Conclui-se que a extensdo desse beneficio contribui para a integridade da prova e
para que as testemunhas iniciem seu processo de cura, garantindo a eficacia integral do
Sistema de Garantia de Direitos (SGD).

Na sequencia, o0 artigo elaborado por Mayara de Carvalho Siqueira, Mariana Esteves
Masagué e Vitor Bross cujo titulo € DA SOCIEDADE QUE CUIDA A SOCIEDADE QUE
FERE: UMA ANALISE DA VIOLENCIA ESTRUTURAL CONTRA JOVENS AUTORES
DE ATOS INFRACIONAIS. O trabalho prop6e uma reflexdo critica sobre a

responsabilizacdo de adolescentes autores de atos infracionais no Brasil, confrontando o
punitivismo a Doutrina da Protecéo Integral (CF/88). O estudo aponta a persisténcia da visao
do jovem como desviante, notadamente entre jovens negros e de classes baixas, que sdo alvos
da violéncia estrutural. Critica-se que instituicdes como a Fundacédo Casa simbolizam uma
abordagem punitiva que, na pratica, reduz o conceito de socioeducacdo — um direito
inerente — a meras medidas infracionais, ignorando falhas estatais. Essa |6gica confunde o
tratamento do jovemn com o de adultos. O artigo busca caminhos para consolidar um sistema



gue promova a protecdo integral e o reconhega como sujeito de direitos, superando a logica
gue transforma a sociedade que cuida na sociedade que fere.

Também nesse GT, o artigo A BUSCA POLICIAL EM LIXO EXTERNO E OS
STANDARDS DE VALIDADE DA PROVA OBTIDA rediza uma andlise critica da busca
policial em lixo externo, tendo como eixo a decisdo paradigma do STJ (Informativo 821). A
autora contrapde o entendimento de que o lixo descartado carece de expectativa de
privacidade, argumentando que essa interpretacao literal ignora direitos de personalidade e
garantias fundamentais. A pesguisa destaca um caso da CIDH (Corte Interamericana de
Direitos Humanos) em que a busca em lixo gerou responsabilidade Estatal, reforcando a
cautela necessaria. Demonstra-se que a apreensao de lixo, especialmente de dados pessoais,
exige justificativa clara, pois a auséncia de rigor pode violar principios constitucionais e
configurar pesca probatéria. O estudo conclui que os critérios atuais dos tribunais superiores
brasileiros sdo insuficientes para garantir a licitude da prova e o respeito as garantias da
pessoa acusada, contrastando com os preceitos de Direito Internacional.

O artigo elaborado por Sidney Soares Filho e Amanda Magalhdes Xavier de Lima, com o
titulo "DA PUNICAO AO DIALOGO: A EXPERIENCIA RESTAURATIVA NO

JUIZADO ESPECIAL CRIMINAL", teve como objetivo central analisar a estrutura do
Juizado Especial Criminal (JECrim), instituido pela Lei n° 9.099/95, e sua vocacdo para a
aplicacdo de praticas de Justica Restaurativa (JR). O artigo fundamenta a grande

convergéncia entre os model os, destacando que a natureza consensual, célere e informal do
JECrim se alinha aos principios restaurativos, que priorizam o didlogo, areparacéo do dano e
areintegracdo social. O estudo demonstra como os institutos despenalizadores (composicao
civil, transacéo pena e suspensao condicional do processo) podem ser articulados com a JR.
A pesguisa analisa experiéncias nacionais que comprovam a eficécia, como a satisfacdo das
vitimas e a reducdo da reincidéncia. Apesar disso, sdo apontados desafios estruturais e a
resisténcia cultural de operadores do direito. Conclui-se que a insercdo da Justica
Restaurativa no ambito do JECrim é um caminho promissor para construir um sistema de
justica mais humanizado, participativo e eficiente.

De autoria de Viviane Freitas Perdigdo Lima e Willian Freire da Silva Ramos, o0 artigo
ENTRE A NORMA E A PRATICA: DESAFIOS DO JUIZ DAS GARANTIAS NO
MARANHAO analisa os desafios estruturais, logisticos e institucionais da implementacdo do
Juiz das Garantias no Tribunal de Justica do Maranhdo (TIMA). A pesquisa adota uma
abordagem normativa, empirica e propositiva para identificar os entraves a plena adogéo do
modelo, especialmente nas comarcas de entrancia inicial, visando garantir a imparcialidade
judicial no processo penal. O referencial tedrico contextualiza o instituto como um fenémeno



politico e institucional, além de juridico. Os autores propdem um modelo hibrido, escalonado
e regionalizado para o TIMA, gque combina especializacdo e rodizio funcional. A proposta
busca assegurar a racionalidade administrativa e a efetividade da tutela penal, concluindo que
a implementacdo representa uma oportunidade de modernizacdo institucional e de
fortalecimento do processo penal democratico no Maranhéo.

Vanessa Alves Gera Cintra, Manoel 1lson Cordeiro Rocha e Luiz Fernando Peres Curia
foram os autores de POLITICA PUBLICA: ADMISSAO DO CONTRADITORIO E
AMPLA DEFESA NO INQUERITO POLICIAL e discutiram a aplicabilidade dos principios
do contraditério e da ampla defesa no inquérito policial, um procedimento marcado pelo
caréter inquisitivo defendido pela maioria da doutrina brasileira. O artigo argumenta que,
embora o Inquérito ndo seja um processo judicial com acusacdo formal, ele configura um
procedimento administrativo sui generis onde ja existe controvérsia (autoria e materialidade
delitiva) e no qual o Estado adota medidas restritivas contra o suspeito. Desse modo, a ndo
observancia das garantias fundamentais nessa fase preliminar (onde muitos confessam crimes
sob pressdo) gera uma abordagem incompleta da persecucéo criminal e frustra os valores
incorporados pela Constituicédo de 1988. Conclui-se que o respeito a esses principios na fase
policial é a Unica solugdo para resguardar os direitos dos cidadéos e a higidez do processo
judicial subsequente.

Daniela Carvalho Almeida da Costa e Caio Poderoso Bispo da Mota apresentaram o artigo
INTELIGENCIA ARTIFICIAL NO JUDICIARIO PODE AMEACAR O PRINCIPIO DA
PRESUNCAO DE INOCENCIA? que analisa os riscos da aplicacgio dainteligéncia artificial
(IA) no éambito do Judiciario criminal, questionando se essa tecnologia pode ameacar a
efetivacdo do principio da presuncdo de inocéncia. O estudo discute o conceito do principio
dentro do model o retributivo e, em seguida, aborda como as IAs, baseadas em algoritmos de
aprendizado de maguina, podem tomar decisdes enviesadas. A pesquisa analisa 0 sistema
COMPAS, aplicado no Judiciério estadunidense para formular sentencas, e seus reflexos para
0 sistema brasileiro. O artigo conclui que a aplicacdo da |A, ao utilizar bancos de dados
histéricos dos tribunais, tem o potencial de perpetuar comportamentos discriminatorios no
sistema retributivo e, consequentemente, comprometer as garantias fundamentais.

Na sequencia, foram apresentados os textos A BIOETICA E O INFANTICIDIO NO
ORDENAMENTO JURIDICO GUINEENSE: ENTRE A NORMA PENAL E A

REALIDADE SOCIOCULTURAL, de Zito Djata e Tagore Trgano De Almeida Silva,
demarcando discussdes e marcos tedricos-metodol 6gicos especificos para a reconstrucdo da
dogmatica juridico penal; e o texto ESTELIONATO VIRTUAL E O GOLPE DO FALSO
ADVOGADO: DESAFIOS JURIDICOS NA ERA DIGITAL, de Alberto Castelo Branco



Filho e Lidia Regina Rodrigues, trazendo novos entraves e desafios para a preservacéo de
direitos em um contexto de sociedade da informacéo.

Ainda, o trabalho ACORDOS SEM CULPA? O DILEMA DA RESPONSABILIZACAO
PENAL EM DESASTRES DE MASSA, de Ana Clara Almeida De Abreu coloca na pauta a
construcdo de acordos, o Direito Penal contemporaneo e as discussoes em matéria ambiental;
a obra A BANALIZACAO DO INQUERITO POLICIAL MILITAR DIANTE DA

AUDIENCIA DE CUSTODIA, de Jodo Pedro Prestes Mietz, demarcando os fundamentos e
a aplicabilidade da persecucdo criminal; e a A NATUREZA JURIDICA DAS MEDIDAS
PROTETIVAS DE URGENCIA PREVISTAS NA LEI MARIA DA PENHA: UMA

REVISAO SISTEMATICA DE LITERATURA, de Giovanna Aguiar Silva, Livia Mattar
Silva Oliveira e Fernando Laércio Alves da Silva, sistematizando uma base tedrica conceitual
interessante e necessaria.

Por fim, a pesquisa intitulada O ENQUADRAMENTO DA HOMOFOBIA E DA
TRANSFOBIA COMO CRIMES DE RACISMO E A TENSAO ENTRE A LEGALIDADE
PENAL E O ATIVISMO JUDICIAL, de Lilian Benchimol Ferreira, Maria Cristina Almeida
Pinheiro de Lemos e Narliane Alves De Souza E Sousa, trazendo a pauta as discussoes e 0s
limites do ativismo judicial; e A APLICACAO DO JUIZ DE GARANTIAS NO TRIBUNAL
DE JUSTICA DO ESTADO DO PARA: A RESOLUCAO N° 9, DE 13 DE AGOSTO DE
2025, de Verena Holanda de Mendonca Alves, retratando uma pesguisa sobre a operabilidade
e efetividade do sistema de justica criminal no norte do pais.

Apobs as apresentacdes, notou-se a riqueza da producdo académica acima nominada e a
grande relevancia de mais esse CONPEDI, a atrair pesquisadores/as de todos o pais — e do
exterior —, em conformidade com o tema central do encontro: “Os caminhos da
internacionalizacdo e o futuro do Direito”.

Uma boa leitura desses trabalhos e dessa grande coleténea que reline a propriedade
intelectual de tantos e tantas que fazem pesquisa nesse pais. Parabéns a pesguisadores/as e
debatedores/as do GT DIREITO PENAL, PROCESSO PENAL E CONSTITUICAO IV,

Séo Paulo, dezembro de 2025.

Prof. Dr. Caleb Salomao Pereira, da Universidade Preshiteriana Mackenzie.

Prof. Dr. Thiago Allisson Cardoso de Jesus, das Universidades CEUMA, UEMA e UFMA.



Prof. Dr. Mateus Eduardo Siqueira Nunes Bertoncini, do Centro Universitario Curitiba.



PROVASDIGITAISE DEEPFAKES NO PROCESSO PENAL: DESAFIOS
CONSTITUCIONAISE GARANTIASFUNDAMENTAIS

DIGITAL EVIDENCE AND DEEPFAKESIN CRIMINAL PROCEEDINGS:
CONSTITUTIONAL CHALLENGESAND FUNDAMENTAL GUARANTEES

Felipe dos Santos Gaspar oto
Carlos Henrique Gasparoto

Resumo

O artigo examina os desafios que as provas digitais, especialmente as deepfakes, trazem ao
processo penal brasileiro. A transformacdo digital ampliou o uso de mensagens, audios,

videos e metadados como elementos probatorios, mas a vulnerabilidade desses arquivos a
mani pul acbes exige critérios técnicos rigorosos para garantir autenticidade e integridade. As
deepfakes, por sua vez, representam uma ameaca inédita, pois podem gerar falsas

incriminagdes, desacreditar provas legitimas (liar's dividend) e comprometer principios

constitucionais como a presuncéo de inocéncia, a ampla defesa e o devido processo legal. O
estudo defende trés eixos essenciais. () preservacdo da cadeia de custddia, conforme os arts.
158-A a 158-F do CPP; (II) metodologias periciais auditaveis, baseadas em hash codes,

metadados e andlise forense; e (Ill) gatekeeping judicial, com verificacdo prévia da

confiabilidade da prova. A andlise jurisprudencial brasileira e comparada revela convergéncia
internacional em torno da licitude, integridade e contraditorio. O texto conclui que a adogéo
de protocol os técnicos padronizados, certificacéo digital robusta e cooperacéo internacional

s80 medidas indispensaveis para equilibrar inovacéo tecnol6gica e garantias fundamentais,

evitando nulidades e injusticas no processo penal

Palavras-chave: Provas digitais, Deepfake, Processo penal, Cadeia de custddia, Direitos
fundamentais

Abstract/Resumen/Résumé

The article examines the challenges that digital evidence, especially deepfakes, pose to the
Brazilian criminal process. Digital transformation has expanded the use of messages, audios,
videos, and metadata as evidentiary elements, but the vulnerability of these files to
mani pulation requires strict technical criteria to ensure authenticity and integrity. Deepfakes,
in turn, represent an unprecedented threat, as they can generate false incriminations, discredit
legitimate evidence (liar’s dividend), and undermine constitutional principles such as the
presumption of innocence, the right to a full defense, and due process of law. The study
advocates three essential pillars: (1) preservation of the chain of custody, in accordance with
Articles 158-A to 158-F of the Code of Criminal Procedure; (I1) auditable forensic
methodologies, based on hash codes, metadata, and forensic analysis; and (I11) judicial
gatekeeping, with prior verification of the reliability of the evidence. The Brazilian and
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comparative jurisprudential analysis reveals international convergence around legality,
integrity, and adversarial proceedings. The text concludes that the adoption of standardized
technical protocols, robust digital certification, and international cooperation are
indispensable measures to balance technological innovation with fundamental guarantees,
thus avoiding nullities and injustices in the criminal process

K eywor ds/Palabr as-claves/M ots-clés. Digital evidence, Deepfake, Criminal procedure,
Chain of custody, Fundamental rights
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1.Introdugao

A transformacgdo digital intensificada nas ultimas décadas consolidou a internet e as
tecnologias da informagdo como elementos centrais da vida social e econdmica. Essa evolucao
trouxe beneficios inegaveis, mas também fomentou o crescimento exponencial dos crimes digitais,
como fraudes eletronicas, invasdes de sistemas, estelionatos cibernéticos e a manipulagdo avangada
de conteudos multimidia. No Brasil, o legislador reagiu com alteragdes relevantes, a exemplo da
Lei n.° 14.155/2021, que agravou as penas para crimes cometidos por meios digitais, e da
introducdo dos arts. 158-A a 158-F no Codigo de Processo Penal (CPP) pela Lei n.° 13.964/2019,

que estabeleceu regras para a cadeia de custddia das provas digitais.

No entanto, a ascensdo da inteligéncia artificial generativa potencializou um novo desafio:
as deepfakes. Trata-se de contetidos sintéticos hiper-realistas, produzidos por redes neurais
avancadas, capazes de criar videos, dudios e imagens praticamente indistinguiveis da realidade. No
contexto do processo penal, esses elementos inauguram uma crise paradigmatica sobre a
autenticidade, integridade e confiabilidade das provas, pois podem tanto fabricar falsas
incriminagdes quanto desacreditar provas licitas por mera alegacao de manipulagdo — fendmeno

conhecido como liar’s dividend.

Os impactos sobre os direitos fundamentais sdo igualmente significativos. A manipulagdo
de conteudos digitais e a coleta de dados pessoais para instru¢do processual envolvem direitos a
intimidade, a vida privada e a prote¢ao de dados (art. 5°, X e XII, da Constitui¢do Federal),
disciplinados por normas como a Lei Geral de Protegdo de Dados (LGPD) e o Marco Civil da
Internet. Nesse cenario, o processo penal precisa se equilibrar entre a eficiéncia da persecucao
penal e a tutela das garantias constitucionais do contraditério, da ampla defesa e da vedagdo de

provas ilicitas (art. 5°, LVI, CF/88).

Mesmo em outros ramos do Direito, como o eleitoral, ja se observa a preocupacao
normativa com os efeitos das deepfakes. O Tribunal Superior Eleitoral (TSE), por exemplo, proibiu
expressamente o uso dessas tecnologias em propagandas e determinou alertas obrigatdrios quando
houver manipulagdo digital. Essa tendéncia regulatéria refor¢a a necessidade de padrdes claros

também para o processo penal.
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Diante da possibilidade de que dudios, videos e imagens apresentados no processo penal
sejam potencialmente sintetizados por inteligéncia artificial, quais padrdes técnico-juridicos devem
orientar a admissibilidade, a producdo e a valoragao da prova digital para compatibilizar a busca
pela verdade real com a prote¢ao das garantias constitucionais, evitando, de um lado, condenagdes
injustas baseadas em conteudos falsificados e, de outro, a nulidade de processos por auséncia de

autenticidade ou quebra de cadeia de custodia?

Parte-se da hipdtese de que € possivel compatibilizar o uso responsavel de provas digitais
potencialmente manipulaveis com a preservagao dos direitos e garantias fundamentais, desde que

sejam observados trés eixos principais:

Reforgo da cadeia de custodia — aplicagdo rigorosa dos arts. 158-A a 158-F do CPP, com

registro detalhado de integridade, armazenamento, logs de acesso e hash codes;

Metodologias periciais auditaveis — adocdo de protocolos cientificos replicaveis e

validagdo cruzada de resultados;

Gatekeeping judicial — andlise prévia da confiabilidade do material digital antes de sua
exposi¢do em juizo, com verificacdo técnica de autenticidade, preservando o contraditorio

substancial e evitando prejuizo a defesa.

A discussao possui relevancia cientifica e pratica. Sob o aspecto cientifico, o estudo
atualiza categorias dogmaticas da teoria da prova, confrontando conceitos classicos de
autenticidade e integridade com o cendrio de contetidos sintéticos de alta complexidade técnica.
Sob o aspecto pratico, a consolidagdo de parametros objetivos para provas digitais fortalece a
seguranga juridica, evita nulidades processuais e garante a efetividade dos direitos fundamentais.
Além disso, contribui para orientar a atuacdo de autoridades policiais, Ministério Publico,

advocacia e magistratura diante de um cenario tecnoldgico em constante evolucao.

A pesquisa se delimita ao estudo do processo penal brasileiro, examinando os impactos
das deepfakes e de outras provas digitais sobre a admissibilidade, produgdo e valoragdo da prova.

Sdo objetivos especificos:

Analisar o marco normativo vigente (CPP, CF/88, LGPD e Marco Civil da Internet);
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Avaliar a jurisprudéncia recente sobre provas digitais e cadeia de custodia;

Propor diretrizes técnico-juridicas para mitigagdo dos riscos de condenagdes indevidas e

nulidades processuais;
Sugerir um modelo de governanga probatoria adequado a era das deepfakes.
2.Provas Digitais no Processo Penal

A vida em sociedade migrou de forma intensa para o ambiente digital, o que transformou
também a forma de investigar e julgar crimes. Hoje, provas como mensagens em aplicativos,
registros de geolocalizagao, videos e metadados sdo cada vez mais comuns e relevantes no processo
penal. O grande desafio ¢ assegurar que esse tipo de elemento seja utilizado sem comprometer

direitos fundamentais, como a privacidade, a ampla defesa e a presun¢do de inocéncia.

A doutrina entende que prova digital ndo ¢ apenas o dado em si, mas todo o processo que
envolve sua coleta, preservacdo e apresentacdo. Nesse ponto, Bittar (2023) destaca que a
confiabilidade depende da forma como o vestigio ¢ manipulado desde a origem até o momento em
que chega ao juiz. Assim, ndo se trata de aceitar ou rejeitar tecnologias, mas de estabelecer critérios

claros que deem segurang¢a ao processo.

O primeiro requisito € a licitude da obtencdo. Dados privados, como mensagens e registros
de navegacdo, s6 podem ser acessados com autorizagdo judicial. Do contrario, o material deve ser
considerado nulo. O Supremo Tribunal Federal j& consolidou esse entendimento: no HC
91.867/PA, a Corte declarou ilicita a interceptagdo de e-mails sem ordem judicial, refor¢ando que
a intimidade digital esta protegida pelos mesmos principios que resguardam a comunicagdo

telefonica.

Outro ponto central ¢ a integridade da prova, garantida pela chamada cadeia de custodia.
Esse procedimento documenta cada passo do caminho percorrido pelo vestigio digital: quem
coletou, onde foi armazenado, como foi transportado e quais analises foram feitas. A Lei n°
13.964/2019 trouxe regras claras nesse sentido, tornando o controle obrigatorio. Sem esse registro,
a prova perde valor. O Superior Tribunal de Justica confirmou essa exigéncia no RHC 77.836/SP,
em que considerou inadmissiveis prints de conversas sem documentacdo metodologica adequada,

justamente porque ndo havia garantia de que o contetido nao fora manipulado.
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Por fim, a validade das provas digitais depende de sua auditabilidade. E preciso que a
defesa tenha acesso aos mesmos elementos técnicos que sustentam a acusagdo, como metadados,
hash codes e relatorios periciais. SO assim € possivel exercer o contraditorio de forma efetiva, com
a possibilidade de realizar pericias independentes. Um caso que ilustra essa preocupacgdo ¢ o AgRg
no REsp 1.889.579/SP, em que o STJ reconheceu o direito da defesa de contestar a integridade do
material e exigir verificagdo técnica, mesmo diante de falhas ndo consideradas suficientes para

nulidade automatica.

Em resumo, as provas digitais s6 podem ser admitidas quando atendem a trés eixos
basicos: (I) obtengdo licita, respeitando a privacidade e os limites constitucionais; (II) preservacao
integra, assegurada por uma cadeia de custédia bem documentada; e (III) auditabilidade plena, para
garantir contraditorio e ampla defesa. A doutrina e a jurisprudéncia convergem no sentido de que
ndo basta a existéncia de dados digitais — € preciso que sejam confidveis, auténticos e passiveis

de debate técnico em juizo.

Esse rigor tende a crescer com a sofisticagdo das manipulagdes, como as deepfakes.
Assim, o processo penal brasileiro caminha para um modelo em que a tecnologia e os direitos
fundamentais precisam coexistir: de um lado, permitindo a eficiéncia da investigacdo; de outro,

impedindo condenagdes baseadas em provas frageis ou adulteradas.
3. Deepfakes e Manipulacao Digital no Processo Penal

A evolugdo da inteligéncia artificial generativa permitiu o desenvolvimento de tecnologias
capazes de criar conteidos sintéticos extremamente realistas, conhecidos como deepfakes. Essas
técnicas utilizam redes neurais de aprendizado profundo para gerar imagens, audios e videos que

simulam falas, comportamentos e aparéncias de pessoas com altissimo grau de verossimilhanga.

No contexto do processo penal, as deepfakes inauguram um novo paradigma probatorio,
pois desafiam diretamente a autenticidade, a integridade e a confiabilidade das provas digitais. A
possibilidade de manipulagdo praticamente imperceptivel de conteudos multimidia impde riscos
significativos a formag¢ao da convic¢ao judicial, podendo comprometer o devido processo legal e a

presunc¢ao de inocéncia.
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O uso de provas digitais no processo penal ja exige cuidados especiais, dada a
vulnerabilidade dos arquivos eletronicos a alteragdes. Com a introducao das deepfakes, porém, o
problema assume proporg¢des inéditas, pois se torna cada vez mais dificil distinguir contetidos

genuinos de manipulagdes sofisticadas.
Dentre os principais impactos na produgdo probatdria, destacam-se:

Dificuldade de verificagdo da autenticidade — Audios e videos podem ser adulterados com

tamanha precisdo que mesmo pericias tradicionais falham na deteccdo de manipulagdes;

Risco de falsas incriminagdes — Um acusado pode ser colocado digitalmente em uma cena

de crime, “dizendo” ou “fazendo” algo que jamais ocorreu;

Contaminag¢do da prova legitima — O simples argumento de que determinada gravacao
pode ter sido manipulada pode gerar divida sobre contetidos auténticos, fendmeno conhecido como

liar’s dividend;

Sobrecarga da pericia forense — A analise técnica para identificacdo de deepfakes exige
softwares e conhecimentos altamente especializados, o que aumenta custos, prazos e riscos de

CIToS.

Com isso, a cadeia de custodia e a metodologia pericial assumem papel central para
garantir a integridade dos elementos de prova. A auséncia de hash codes, metadados e relatorios

técnicos completos tende a inviabilizar a aceitagdo de midias digitais como evidéncias validas.

Os impactos das deepfakes ndo se restringem a esfera técnica: ha profundas implicagdes
para os direitos fundamentais assegurados pela Constitui¢do Federal e pela Convengao Americana

de Direitos Humanos. Destacam-se quatro riscos principais:
a) Violagdo da presungao de inocéncia

A criagdo e circulacdo de conteudos digitais falsos podem induzir o julgador a erro,
invertendo o 6nus probatorio e fragilizando o principio da presun¢do de inocéncia (art. 5°, LVII,
CF/88). O risco se intensifica diante da pressao social e mididtica, na qual contetidos manipulados

podem se espalhar rapidamente, afetando a imparcialidade do juizo.



b) Comprometimento do devido processo legal

O devido processo legal (art. 5°, LIV, CF/88) exige que as provas sejam obtidas,
preservadas e analisadas segundo procedimentos previamente estabelecidos. A manipulacao digital
nao detectada compromete ndo apenas a validade da prova, mas também a propria legitimidade do

processo penal.
¢) Risco a ampla defesa e ao contraditorio

O contraditorio substancial, previsto no art. 5°, LV, CF/88, pressupde que a defesa tenha
acesso pleno aos elementos probatdrios e possa questionar sua autenticidade por meio de pericias
independentes. No entanto, quando a tecnologia empregada na manipulagao ¢ mais sofisticada do
que a disponivel nos 6rgaos periciais oficiais, a defesa pode se ver impossibilitada de contestar

adequadamente o conteudo apresentado.
d) Protecao da intimidade e dos dados pessoais

As deepfakes podem violar o direito a intimidade e a vida privada (art. 5°, X, CF/88), além
de conflitar com os principios da Lei Geral de Protecao de Dados (LGPD), que impde requisitos
para coleta, tratamento e uso de dados pessoais. O risco aumenta quando contetdos intimos sao

criados ou expostos de forma ilicita para constranger ou manipular o acusado.

O cenario de proliferagdo das deepfakes impde desafios urgentes ao sistema de justica

criminal:

Atualizagdo de protocolos periciais — E necessario criar normas técnicas padronizadas
para detec¢do de manipulacdes digitais, com utilizagdo de algoritmos de verificagdo, analise de

metadados e certificagdo por hash codes;

Capacitagao institucional — Juizes, promotores, defensores e peritos precisam de formacao

continuada para compreender a dinamica das deepfakes e seus impactos juridicos;

Criacdo de parametros normativos especificos — Atualmente, o ordenamento brasileiro
nao dispoe de legislagdo propria para regular deepfakes, o que demanda projetos de lei voltados a

responsabilizacdo de criadores e plataformas;
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Cooperagao internacional — Dada a natureza transnacional da tecnologia, ¢ necessario
fomentar acordos multilaterais para rastrear origens, responsabilizar agentes e compartilhar

técnicas de deteccdo.

As deepfakes representam um dos maiores desafios contemporaneos para a produgdo de
provas digitais e para a efetividade das garantias constitucionais no processo penal. A dificuldade
de verificar a autenticidade de conteudos manipulados coloca em risco a confiabilidade do sistema

probatorio, a imparcialidade judicial e os direitos fundamentais do acusado.

Diante desse cenario, torna-se imperativo investir na criagdo de protocolos periciais
robustos, na atualizagdo legislativa e na capacita¢do dos operadores do direito, para que a evolucao

tecnoldgica ndo se converta em instrumento de injusti¢as processuais.

A crescente utilizacdo de provas digitais no processo penal — como videos, audios,
mensagens, metadados e documentos eletronicos — ampliou a necessidade de procedimentos
técnicos robustos para verificar sua autenticidade e integridade. Esse cenario tornou-se ainda mais
complexo com o surgimento das deepfakes, que utilizam inteligéncia artificial generativa para criar
conteudos sintéticos altamente realistas, desafiando as metodologias tradicionais de pericia

forense.

No contexto do processo penal brasileiro, a pericia digital assume papel fundamental para
atestar a validade da prova, evitando condenagdes baseadas em conteudos falsificados e
preservando direitos fundamentais, como o devido processo legal, o contraditorio e a ampla defesa
(art. 5°, LIV e LV, CF/88). Para que um vestigio digital seja considerado confidvel, ¢ necessario
comprovar sua origem, integridade e autenticidade, por meio de técnicas cientificas auditaveis e

transparentes.

A pericia digital ¢ o conjunto de procedimentos técnicos voltados a coleta, preservagao,
analise e validacdo de vestigios eletronicos, assegurando que o material apresentado ao juizo

corresponda fielmente ao arquivo original.

No Brasil, a Lei n® 13.964/2019 inseriu os arts. 158-A a 158-F no Codigo de Processo

Penal (CPP), disciplinando a cadeia de custdodia e estabelecendo a obrigatoriedade da
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documenta¢ao minuciosa de todas as etapas relacionadas a prova digital. Isso inclui a identifica¢dao

de quem acessou, manipulou e analisou o arquivo, garantindo a rastreabilidade dos procedimentos.

Segundo Badard (2022), “ndo basta que a prova digital seja apresentada: ¢ necessario
demonstrar que foi coletada e preservada de forma integra, mediante procedimentos cientificos
verificaveis”. Assim, a pericia digital atua como garantia processual e elemento de protecdao da

confiabilidade do sistema probatorio.

Para atestar a autenticidade e a integridade das provas digitais, a ciéncia forense
desenvolveu um conjunto de técnicas avancadas, combinando analise de metadados, algoritmos de

hash e metodologias de deteccao de manipulagdes. Entre as principais técnicas, destacam-se:
a) Codigos hash e assinatura digital

O uso de hash codes — fungdes criptograficas que geram um identificador Unico para
cada arquivo — permite verificar se um documento, video, dudio ou imagem foi alterado. Caso o
hash gerado no momento da coleta seja diferente do apresentado em juizo, presume-se que houve

adulteracao.

Além disso, a assinatura digital baseada em criptografia assimétrica possibilita confirmar
a autoria e a integridade do conteudo, sendo especialmente util para documentos processuais e

registros oficiais.
b) Andlise de metadados e logs

Os metadados contém informacdes técnicas sobre arquivos digitais, como data de criacao,
local de captura, dispositivo utilizado e historico de alteragdes. Sua analise permite detectar
incongruéncias e manipulagdes, auxiliando na validacdo de videos, dudios e imagens apresentados

CcOomo prova.

Além dos metadados, o rastreamento de logs de acesso em servidores, aplicativos de
mensagens e plataformas de armazenamento ¢ essencial para identificar tentativas de alteragdo ou

exclusdo de dados.

c) Pericia em imagens, dudios e videos
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A anélise forense de conteudos multimidia utiliza algoritmos capazes de identificar

manipulacdes sutis. Entre os principais métodos, destacam-se:

Deteccdo de inconsisténcias visuais: analise de sombras, iluminagdo, reflexos ¢ bordas

para identificar adulteragdes;
Pericia de 4audio: avaliagao espectral para detectar cortes, sobreposigdes e edi¢ao de voz;

Andlise frame a frame: verificagdo detalhada da sequéncia de imagens para identificar

sobreposicoes artificiais;

Detecgdo de artefatos digitais: uso de inteligéncia artificial para encontrar padrdes

anomalos em videos potencialmente manipulados.
d) Ferramentas de detec¢ao de deepfakes

Com o avanco das deepfakes, surgiram ferramentas baseadas em aprendizado de maquina
capazes de analisar microexpressdes faciais, padrdes de piscamento e inconsisténcias na
sincroniza¢do de dudio e video. Plataformas como Microsoft Video Authenticator e Deepware

Scanner exemplificam os esfor¢os para acompanhar a evolucao das técnicas de falsificacao.

Apesar dos avangos, a pericia digital enfrenta diversos desafios para lidar com conteudos

sintéticos sofisticados:

Corrida tecnoldgica — As técnicas de criagdao de deepfakes evoluem mais rapidamente do

que os métodos de deteccao, tornando a validagao probatoria cada vez mais complexa;

Falta de padroniza¢do — Nao ha, no Brasil, protocolos técnicos unificados para andlise e

autenticacdo de provas digitais, o que gera inseguranga juridica;

Limitagdes estruturais — Muitos 6rgaos periciais nao dispdoem de softwares atualizados e

de pessoal qualificado para enfrentar manipula¢des avancgadas;

Dificuldade de auditoria independente — A defesa nem sempre tem acesso a todos os dados

técnicos necessarios para replicar pericias, o que fragiliza o contraditério e a ampla defesa;
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Risco de falsos positivos e negativos — Tanto a aceitagdo de provas manipuladas quanto o
descarte indevido de provas legitimas podem comprometer a busca da verdade real e a efetividade

do processo penal.

A pericia digital ¢ elemento indispensavel para a autenticacdo das evidéncias eletronicas
e a protecao dos direitos fundamentais no processo penal. As técnicas de verificagdo, como hash
codes, assinatura digital, analise de metadados e algoritmos de deteccdo de deepfakes, oferecem

um caminho solido para preservar a confiabilidade das provas.

Entretanto, o avango acelerado das tecnologias de manipulacao digital impde ao sistema
de justiga brasileiro o desafio de criar protocolos periciais padronizados, investir na capacitagdao
institucional e promover a cooperacdo internacional para enfrentar ameagas a autenticidade

probatoria.

Sem essas medidas, o processo penal corre o risco de se tornar vulneravel a condenagdes

injustas e nulidades processuais diante de contetdos digitais potencialmente adulterados.
4. Andlise Jurisprudencial

A crescente presenca de provas digitais nos processos criminais impds ao Judicidrio
brasileiro e internacional a tarefa de definir parametros claros para sua admissibilidade. A
vulnerabilidade desses elementos — ainda mais intensa com o avango das deepfakes — exige uma
postura de maior rigor técnico, sem perder de vista a prote¢do de direitos fundamentais como

privacidade, ampla defesa e contraditorio.

O STF vem sendo decisivo na construcao das bases constitucionais que cercam a coleta e

utilizacdo de dados digitais. Dois julgados se destacam:

HC 91.867/PA (2010) — A Primeira Turma declarou ilicita a obtencdo de mensagens
eletronicas sem ordem judicial, equiparando a protecao da privacidade digital a das comunicagdes
telefonicas. Esse precedente foi um marco no reconhecimento da inviolabilidade das comunicagdes

eletronicas.

RE 1.155.361/SP (2021, Tema 977 da Repercussao Geral) — O Plenario fixou a tese de

que a apreensao de dispositivos eletronicos ndo autoriza, por si sO, 0 acesso ao conteudo neles
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armazenado. Somente decisao judicial fundamentada pode permitir a quebra de sigilo, refor¢ando

a centralidade da intimidade digital como direito fundamental.

Essas decisdes consolidaram um entendimento: a prova digital, para ser valida, precisa

respeitar o mesmo regime constitucional que protege dados pessoais e comunicagdes privadas.

O STJ assumiu protagonismo na defini¢ao de requisitos técnicos, com énfase na cadeia de

custddia e autenticidade. Dois casos sdo paradigmaticos:

RHC 77.836/SP (2023) — A Quinta Turma considerou invalidos prints de conversas
obtidos em aplicativos sem acompanhamento técnico. A Corte destacou que, pela alta
vulnerabilidade a manipulacdes, a prova digital deve vir acompanhada de relatorio pericial que

assegure sua integridade.

HC 598.051/SP (2021) — A mesma Turma declarou nulas provas extraidas de um celular
sem observancia da cadeia de custdodia. O acordao reforcou que a falta de documentacdo de

metadados e hash codes compromete a confiabilidade do material.

Esses precedentes evidenciam o papel do STJ em estabelecer um padrao técnico minimo
para a aceitacdo das provas digitais, afastando contetidos apresentados de forma desprovida de

controle.

Entre os TRFs, destaca-se decisio do TRF-4 (Apelagdo Criminal 5002732-
21.2021.4.04.7200), em que houve a anulagdo parcial de processo envolvendo fraudes eletronicas
por quebra da cadeia de custodia. O Tribunal concluiu que a auséncia de registro cronoldgico das
etapas de coleta e analise inviabilizou a comprovacao da autenticidade do material, refor¢cando a

exigéncia de documentagdo precisa mesmo fora dos tribunais superiores.

Nos EUA, a admissibilidade de provas digitais esta diretamente ligada as Federal Rules
of Evidence, especialmente a Rule 901, que exige demonstracdo da autenticidade. O caso mais
ilustrativo ¢ o United States v. Vayner (2014), no qual o Tribunal de Apelagdes do Segundo
Circuito rejeitou uma captura de tela de rede social por falta de autenticagdo. O julgamento refor¢cou

que ndo basta a apresentacdo do print: € necessario comprovar origem, autoria e integridade.
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Na Europa, a abordagem ¢ fortemente influenciada pelo Regulamento Geral de Protecao
de Dados (GDPR). O caso Digital Rights Ireland (TJUE, 2014) foi paradigmatico ao declarar
incompativel com o direito europeu a retengdo indiscriminada de dados pessoais para fins de
investigagdo penal. O Tribunal entendeu que a coleta de informacgdes digitais deve respeitar a

proporcionalidade e a necessidade, estabelecendo limites rigidos ao poder investigativo do Estado.

A analise comparada revela pontos de convergéncia entre Brasil, Estados Unidos e Unido

Europeia:

Licitude — s6 sdo admitidas provas obtidas com respeito a legalidade e mediante ordem

judicial quando houver restri¢ao a direitos fundamentais.

Integridade — a cadeia de custodia e o uso de hash codes e metadados sao indispensaveis

para garantir a confiabilidade.

Contraditorio — defesa e acusacdo devem ter igual acesso as informacdes técnicas que

sustentam a prova.

Protecao de direitos fundamentais — privacidade e proporcionalidade orientam a atuacao

judicial, sob pena de nulidade.

A jurisprudéncia nacional e internacional converge no sentido de que a prova digital s6
pode ser aceita quando acompanhada de documentagdo rigorosa e metodologias auditaveis. O
fenomeno das deepfakes agrava ainda mais a necessidade de parametros claros, pois ameaca nao

apenas a veracidade das provas, mas também a confianga no proprio processo penal.

O futuro aponta para a padronizagdo de protocolos técnicos, investimento em pericia
especializada e fortalecimento da cooperagdo internacional. Assim, serd possivel compatibilizar
inovacdo tecnologica com preservagdo das garantias fundamentais, evitando tanto condenagdes
injustas baseadas em manipulagdes digitais quanto nulidades processuais por auséncia de

confiabilidade probatoria.
5. Diretrizes para Validagdo de Provas Digitais

O avango das tecnologias digitais e o crescimento de manipulagdes sofisticadas — como

as deepfakes — colocaram em xeque a forma como o processo penal lida com a produgado e a
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valoragdo das provas. Nesse cendrio, tornou-se urgente a criagao de diretrizes claras e unificadas
que assegurem a confiabilidade das evidéncias eletronicas sem abrir mdo da protecdo de direitos

fundamentais.

Entre os critérios possiveis, trés eixos se mostram indispensaveis: a preservagao da cadeia

de custddia, o uso de certificagdo digital e a adogdo de padrdes internacionais de pericia forense.

A prova digital é, por natureza, fragil. Arquivos podem ser copiados, manipulados ou
adulterados de forma quase imperceptivel. Por isso, a cadeia de custodia prevista nos arts. 158-A

a 158-F do CPP tornou-se o alicerce da validade probatoria.

Manter a rastreabilidade do vestigio significa registrar cada etapa: quem coletou, como
armazenou, quando transportou e de que modo foi analisado. Boas praticas recomendam a geracao
de hash codes no momento da coleta, o isolamento da midia original e a utilizagdo de copias

forenses em analises posteriores.

Mais do que um procedimento técnico, a cadeia de custdodia ¢ uma garantia processual.
Sem documentacdo clara, abre-se espaco para duvidas, nulidades e injustigas. Em tempos de
manipulacdes digitais quase indetectaveis, ndo hd como prescindir de registros cronologicos

detalhados que assegurem autenticidade e integridade.

Outro pilar essencial ¢ a certificacdo digital, que fornece instrumentos técnicos para

comprovar autoria, integridade e temporalidade de documentos eletronicos.

No Brasil, a Infraestrutura de Chaves Publicas Brasileira (ICP-Brasil) da respaldo juridico
as assinaturas digitais qualificadas, presumindo sua validade. Mas, diante da sofisticagdo das

falsificagdes, recomenda-se ir além:

utilizacdo de assinaturas digitais com certificagdo cruzada;

- analise de metadados (data, local, dispositivo de origem);

- uso de carimbos do tempo (timestamping);

- incorporacdo de tecnologias como blockchain, que permitem registrar alteracdes de

forma transparente e praticamente inviolavel.
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Esses mecanismos garantem que um documento, audio ou video apresentado em juizo
corresponda exatamente ao original, fortalecendo o contraditorio e evitando que a defesa se veja

diante de provas insuscetiveis de contestagao.

Por fim, a experiéncia internacional demonstra a necessidade de alinhar praticas nacionais
a protocolos técnicos ja consolidados. Entre os mais relevantes estdo os padrdes ISO/IEC voltados

a pericia digital:
ISO/IEC 27037 — diretrizes para identificacdo, coleta e preservagdo de evidéncias digitais;
ISO/IEC 27041 — requisitos para validagdo e replicabilidade de pericias;
ISO/IEC 27042 — procedimentos de analise e interpretacdo de dados eletronicos;
ISO/IEC 27043 — parametros para investigacao de incidentes digitais.

Essas normas ja sdo aplicadas em diversos paises e asseguram que as pericias sejam
replicaveis e auditaveis. Sua ado¢do no Brasil traria maior seguranga juridica e alinhamento as
melhores praticas globais, sobretudo em casos em que deepfakes ou outras manipulagdes

complexas colocam em duvida a autenticidade das provas.

A confiabilidade das provas digitais depende de trés pilares: cadeia de custddia rigorosa,
certificagdo digital robusta e alinhamento a padrdes internacionais ISO. Sem esses elementos, o
processo penal corre o risco de se tornar refém da inseguranga tecnoldgica e de condenagdes

baseadas em material adulterado.

Por outro lado, a implementagdo de protocolos claros fortalece o devido processo legal,
assegura o contraditorio e preserva a confianca no sistema de justiga. A integracdo entre Direito,
ciéncia forense e tecnologia ¢ o caminho para equilibrar inovagdo e garantias constitucionais,
evitando que as provas digitais — em vez de servir a verdade real — se convertam em instrumentos

de incerteza e injustiga.

6. Propostas para futuras pesquisas
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O avango exponencial das tecnologias digitais exige pesquisas interdisciplinares que unam
direito, ciéncia da computagdo, engenharia de dados e ciberseguranca. Algumas diregdes relevantes

para estudos futuros incluem:

Protocolos nacionais de certificagdo digital — Desenvolvimento de um padrao brasileiro
unificado de auditoria e validagdo de provas digitais, integrando ICP-Brasil, hash codes, blockchain

e normas ISO internacionais.

Detecgdo automatizada de deepfakes — Criagao de ferramentas baseadas em inteligéncia
artificial capazes de identificar manipulagdes sutis em imagens, audios e videos, com aplicagdo

direta no ambito pericial.

Governanga probatdria internacional — Investigacdo de modelos de cooperacdao global
para a padronizacao de critérios técnicos e metodologias de autenticagdo, especialmente diante de

crimes digitais transnacionais.

Responsabilidade civil e penal por manipulagdo digital — Estudo dos efeitos juridicos
relacionados a criacdo e disseminacdo de deepfakes, propondo modelos de responsabilizagdo de

individuos e plataformas digitais.

Privacidade e prote¢do de dados na era da IA — Anadlise dos impactos da inteligéncia
artificial generativa sobre direitos fundamentais, equilibrando seguranga publica, liberdade

individual e protecao de dados pessoais.

A transformacdo digital trouxe consigo novas oportunidades e novos riscos para o
processo penal. A crescente relevancia das provas digitais exige protocolos padronizados,

investimento em pericia especializada e integracdo normativa com padrdes internacionais.

As deepfakes representam um dos maiores desafios probatérios contemporaneos,
exigindo que operadores do direito dominem ndo apenas os conceitos juridicos tradicionais, mas
também as tecnologias emergentes envolvidas na produ¢do, manipulacdo e autenticacdo das

evidéncias.



Por fim, conclui-se que o fortalecimento da seguranga digital no processo penal depende
da articulagdo entre direito, tecnologia e ciéncia forense, garantindo a prote¢do dos direitos

fundamentais, a busca da verdade real e a credibilidade do sistema de justiga.
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