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XXXII CONGRESSO NACIONAL DO CONPEDI SAO PAULO - SP
DIREITO INTERNACIONAL DOSDIREITOSHUMANOSI|I

Apresentacdo

APRESENTACAO
GT DIREITO INTERNACIONAL DOS DIREITOS HUMANOSII

O XXXII Congresso Nacional do CONPEDI, realizado entre os dias 26, 27 e 28 de
novembro de 2025, na cidade de S&o Paulo, tendo como instituicdo anfitria a Universidade
Preshiteriana Mackenzie e diversos apoiadores, foi estruturado a partir do eixo temético “ Os
caminhos da internacionalizagéo e o futuro do Direito”. A proposta do evento foi fomentar
uma reflexdo critica sobre o Direito em um contexto marcado pela intensificacdo das
interconexdes globais, pelos desafios da governanca digital, pelas novas formas de regulagéo
e pela centralidade dos direitos humanos em um cenério de profundas transformacgtes
tecnol 6gicas, econbémicas e sociais.

Sob a coordenagdo dos professores Elisaide Trevisan (Universidade Federal de Mato Grosso
do Sul), Marco Aurelio Moura dos Santos (Mackenzie) e Vater Mourado Carmo (ESMAT e
FADAT), o GT Direito Internacional dos Direitos Humanos |1 buscou refletir a pluralidade e
a urgéncia dos desafios contemporaneos ao sistema internacional de protecéo dos direitos
humanos.

Os artigos aprovados e apresentados nesta edicdo percorrem com amplitude teméticas
cruciais da agenda global: desde seguranca alimentar, pobreza, migragoes, tecnologia e
educacdo, até cultura, conflitos armados, refugiados, violéncia estrutural, discriminagao,
responsabilidade estatal e as transformagdes da ordem internacional.

O espectro dos estudos revela a diversidade de enfoques: h& trabalhos que analisam a atuagéo
e a estrutura de organizagOes internacionais, a regulacéo de algoritmos com repercussdes em
responsabilidade civil, direitos dos povos indigenas, e a admissibilidade de casos perante a
Corte Interamericana de Direitos Humanos. Outros mergulham em reflexdes criticas sobre
genocidio, ocupagdo territorial, o didlogo entre tribunais internacionais, anistia, polarizagéo,
protecdo de refugiados e a evolugdo histérica dos direitos humanos.

Também estdo presentes analises voltadas a normatizacdo e efetividade dos tratados
internacionais. desde a incorporagdo de normas internacionais no ordenamento interno, até o



exame da eficacia de protocolos de julgamento com perspectiva de género e raca. Sem deixar
de lado o papel transformador da extenséo universitdria como instrumento de formagéo
juridica contemporanea, de consciéncia critica e de compromisso social.

Embora os trabalhos adotem enfoques diversos, todos convergem em um proposito comum:
defender um Direito Internaciona dos Direitos Humanos sensivel as novas vulnerabilidades,
comprometido com o controle democrético do poder e orientado, sobretudo, pela promocéo
dajustica, da igualdade e da dignidade humana. Essa convergéncia revela o cardter coeso e
comprometido do GT — nao apenas como espaco de producédo académica, mas como arena
de engajamento com os dilemas de nosso tempo.

Este volume dos anais, portanto, ndo representa apenas um conjunto de estudos individuais:
ele simboliza um esforco coletivo de reflexdo critica, de didlogo interdisciplinar e de
construcdo de conhecimento gue dialoga com os desafios globais mais urgentes.
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A TUTELA DOSDIREITOSHUMANOSE ASIMPLICACOESDA
RESPONSABILIDADE CIVIL POR DANOS CAUSADOS POR ALGORITMOSNO
DIREITO INTERNACIONAL PRIVADO NA SOCIEDADE DA INFORMACAO

THE PROTECTION OF HUMAN RIGHTSAND THE IMPLICATIONS OF CIVIL
LIABILITY FOR DAMAGESCAUSED BY ALGORITHMSIN PRIVATE
INTERNATIONAL LAW IN THE INFORMATION SOCIETY

Emerson Penha Malheiro 1

Resumo

O presente artigo analisa os desafios da tutela dos direitos humanos frente ao uso crescente
de algoritmos e sistemas de inteligéncia artificial na sociedade da informagéo. A pesguisa
parte da constatacdo de que tais tecnologias, embora promovam avancos, também geram
riscos significativos a privacidade, a igualdade e a liberdade. |dentifica-se como problema
central a atribuicdo de responsabilidade civil por danos decorrentes de decisdes
automatizadas, especialmente em contextos transnacionais regulados pelo Direito
Internacional Privado. Paratanto, adota-se metodologia juridico-dogmatica, fundamentada na
andlise de normas congtitucionais, tratados internacionais e documentos de soft law, além de
casos paradigméticos. O trabalho evidencia que a responsabilidade civil deve ser
redimensionada para abarcar danos materiais, morais, coletivos e difusos, em razéo da
opacidade algoritmica e da dificuldade de estabelecer nexo causal. Ressalta-se que o
constitucionalismo brasileiro, a protecdo internacional dos direitos humanos e a regulagdo
internacional, como o GDPR europeu e a LGPD brasileira, oferecem parametros relevantes.
Conclui-se que a tutela efetiva dos direitos fundamentais exige a integracdo entre direito
interno e internacional, bem como a constru¢cdo de um constitucionalismo digital global
pautado na transparéncia, accountability e cooperagdo normativa.

Palavras-chave: Algoritmo, Direito internacional privado, Direitos humanos,
Responsabilidade civil, Sociedade da informacéo

Abstract/Resumen/Résumé

This article analyzes the challenges of protecting human rights in the face of the growing use
of algorithms and artificial intelligence systems in the information society. The research is
based on the observation that such technologies, while promoting advances, also pose
significant risks to privacy, equality, and freedom. The central problem identified is the
attribution of civil liability for damages arising from automated decisions, especialy in
transnational contexts regulated by Private International Law. To this end, a legal-dogmatic
methodology is adopted, based on the analysis of constitutional norms, international treaties,
and soft law documents, as well as paradigmatic cases. The work highlights that civil liability

1 P6s-Doutor (Direitos Humanos - Universidad de Salamanca). Doutor; Mestre (Direito - UNIMES). Professor
Doutor Permanente (Mestrado - Direito da Sociedade da Informagéo; Graduagéo - Direito FMU). Advogado.
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must be redefined to encompass material, moral, collective, and diffuse damages, due to
algorithmic opacity and the difficulty in establishing a causal link. It is emphasized that
Brazilian constitutionalism, international human rights protection, and international
regulations, such as the European GDPR and the Brazilian LGPD, offer relevant parameters.
It is concluded that the effective protection of fundamental rights requires the integration of
domestic and international law, as well as the construction of a global digital
constitutionalism based on transparency, accountability and normative cooperation.

K eywor dg/Palabr as-claves/M ots-clés. Algorithm, Private international law, Human rights,
Civil liability, Information society
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1. Introducéo

A sociedade contemporanea é marcada pela contextualizacdo da centralidade da
informacdo e pelo protagonismo crescente de algoritmos e sistemas de inteligéncia artificial, cuja
atuacdo influencia diretamente as dindmicas sociais, econdmicas e juridicas. Processos antes
conduzidos por decisdes humanas passaram a ser automatizados, abrangendo desde a filtragem de
dados pessoais até a concessdo de crédito, a selecdo de candidatos em processos seletivos e a
definicdo de contetidos acessados em plataformas digitais. Essa realidade, embora represente
inegéaveis avancos tecnoldgicos, também traz consigo riscos significativos a tutela dos direitos
humanos, especialmente quando decisdes algoritmicas se revelam discriminatorias, opacas ou
violadoras da privacidade.

Nesse contexto, o problema de pesquisa que se coloca consiste em indagar em que medida
0 uso de algoritmos pode ocasionar danos a direitos fundamentais e humanos, e de que forma o
Direito Internacional Privado pode oferecer parametros de responsabilizacdo civil em casos que
envolvem atores, vitimas e efeitos distribuidos em diferentes jurisdicdes. O carater global da
sociedade da informacdo amplia a complexidade das relagdes juridicas, tornando indispensavel
refletir sobre a incidéncia de normas de conexdo, critérios de competéncia internacional e
mecanismos de cooperacdo transnacional capazes de assegurar a efetividade da protecdo dos
direitos humanos.

A justificativa do tema evidencia-se diante de um cenario em que a automacao de decisfes
repercute sobre a vida de milhGes de individuos, afetando interesses individuais e coletivos. A
auséncia de transparéncia dos algoritmos, somada a concentracdo de poder informacional em
poucas corporacdes, eleva o risco de violagcdes que demandam ndo apenas uma resposta normativa
doméstica, mas também um didlogo constante entre os ordenamentos constitucionais e o direito
internacional. Assim, o estudo contribui para a compreensdo de como a responsabilidade civil,
tradicionalmente voltada a reparacao de danos individuais, pode ser redimensionada para enfrentar
desafios transnacionais da era digital.

O objetivo central desta pesquisa consiste em analisar a tutela dos direitos humanos frente
aos riscos decorrentes do uso de algoritmos e discutir a responsabilidade civil por danos por eles

causados sob a perspectiva do Direito Internacional Privado. Busca-se, ainda, compreender em que
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medida instrumentos normativos constitucionais e internacionais, bem como diretrizes da ONU,
da Uni&o Europeia e da OCDE, podem orientar solu¢6es harmdnicas e eficazes para tais conflitos.

A metodologia adotada é de natureza juridico-dogmatica, baseada na analise de normas
constitucionais e tratados internacionais de protegdo dos direitos humanos, examinando também
documentos de soft law, relatérios institucionais e casos paradigmaticos, como aqueles
relacionados a protecdo de dados e a discriminacédo algoritmica. A pesquisa, ao adotar um enfoque
critico, pretende contribuir para a construcdo de um marco tedrico e normativo que auxilie na

compreensdo das implicacGes juridicas da atuacdo dos algoritmos na sociedade da informacao.

2. A Tutela dos Direitos Humanos na Sociedade da Informacéo

A consolidacdo da sociedade da informacéo impds novos desafios a protecédo juridica da

pessoa humana.

A sociedade da informacdo é uma nova representacdo de composicdo da coletividade
social, que se estabelece em uma forma de evolugdo em que a informac&o, como elemento
primordial para conceber conhecimento, representa uma atribuicdo essencial na geracdo
de afluéncia material e na contribuicdo para a satisfacdo e qualidade de vida das pessoas.
(MALHEIRO, 2016, p. 16)

O ambiente digital, marcado pela circulacdo massiva de dados e pela centralidade dos
algoritmos, amplia as oportunidades de acesso ao conhecimento e de exercicio da cidadania, mas
também intensifica riscos a privacidade, a igualdade e a liberdade de expressao.

“Desde que os direitos humanos deixaram de ser apenas teorias filosoficas e passaram a ser
positivados pelos legisladores, ficou superada a fase em que coincidiam com meras reivindicacdes
politicas ou éticas.” (MENDES; BRANCO, 2015, p. 136)

Diante desse cenario, a tutela dos direitos humanos assume papel essencial, tanto no plano
constitucional quanto no internacional, servindo como parametro para limitar abusos tecnolégicos

e garantir a efetividade das garantias fundamentais.
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2.1. Fundamentos constitucionais e internacionais da tutela dos direitos humanos

No plano interno, a tutela dos direitos humanos na sociedade contemporanea encontra seu
ponto de partida na Constituicdo Federal de 1988, que erigiu os direitos fundamentais como ndcleo
essencial da ordem juridica brasileira. Ao serem algados a condicdo de clausulas pétreas (art. 60, 8
4%, 1V, CF), tais direitos compdem um ndcleo intangivel, imune a reformas constitucionais que
pretendam aboli-los, assegurando sua prevaléncia diante de mudancas politicas ou conjunturais.
Essa rigidez normativa garante que a dignidade da pessoa humana, fundamento da Republica (art.
1°, 111, CF), seja preservada como parametro estruturante de toda atuacdo estatal e privada.

Os deveres, direitos, obrigacdes e san¢es que decorrem da existéncia da Sociedade da
Informagdo sdo por via de consequéncia estruturados juridicamente em nosso Pais dentro
de fundamentos democraticos e objetivos concretos que orientardo os principios
fundamentais do denominado Direito da Sociedade da Informagdo. (FIORILLO, 2015,
p.19)

Ja no plano internacional, a universalizacdo da protecdo dos direitos humanos fortalece a
tutela juridica contra as novas ameacas da sociedade da informagdo. Documentos basilares, como
a Declaracdo Universal dos Direitos Humanos (DUDH, 1948), o Pacto Internacional sobre Direitos
Civis e Politicos (PIDCP, 1966), a Convencdo Europeia dos Direitos Humanos (CEDH, 1950) e a
Convencdo Americana sobre Direitos Humanos (CADH, 1969), estabeleceram marcos de protecdo
que transcendem fronteiras nacionais. Esses instrumentos consolidam a ideia de que os direitos
humanos possuem um carater supranacional, orientando o direito interno e oferecendo parametros
hermenéuticos para a protecdo da liberdade, da igualdade e da dignidade frente as novas
tecnologias.

A partir dessa confluéncia entre a ordem constitucional e a internacional, cria-se um sistema
integrado de protecdo, capaz de enfrentar os desafios impostos pelo avanco tecnoldgico e pela
globalizacao digital, nos quais os algoritmos atuam como novos agentes com potencial de impacto

direto sobre os direitos humanos.
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2.2. Impactos da sociedade da informagéo

A sociedade da informagdo, marcada pelo uso intensivo de dados e pela interconexdo em
redes digitais, introduziu novos atores na dindmica social: os algoritmos.

Esses mecanismos de inteligéncia computacional exercem o chamado “poder dos
algoritmos”, interferindo na filtragem de informacdes, na formagdo da opinido publica e, por
consequéncia, no exercicio da cidadania digital.

Plataformas digitais, mecanismos de busca e redes sociais selecionam, priorizam e até
invisibilizam conteddos, criando um ambiente de forte influéncia sobre a liberdade individual e

coletiva.

No estagio atual, a sociedade esta encravada por uma nova forma de organizacdo em que
a informacéo é o elemento nuclear para o desenvolvimento da economia, substituindo os
recursos que outrora estruturavam as sociedades agricola, industrial e p6s industrial.
(BIONI, 2021, p. 4)

Embora tragam beneficios como eficiéncia, personalizacao e agilidade na comunicacao, 0s
algoritmos carregam riscos evidentes.

Entre eles, destacam-se:

a) Discriminacdo algoritmica, quando os sistemas reproduzem ou potencializam
preconceitos estruturais presentes nos dados que alimentam sua logica de
funcionamento, resultando em exclusdes e tratamentos desiguais.

b) Violacdo da privacidade, uma vez que a coleta massiva e ndo transparente de
informacGes pessoais pode gerar perfis detalhados de usuérios, utilizados para fins
econémicos ou de vigilancia.

c) Restricdo a liberdade de expressdo, na medida em que decisdes automatizadas de
remocao ou ocultacdo de contetidos, muitas vezes sem transparéncia ou mecanismos

adequados de recurso, podem silenciar vozes criticas e limitar o debate democrético.

Nesse cendrio, a tutela dos direitos humanos exige a concilia¢do entre inovacao tecnologica
e garantias fundamentais, impondo limites éticos e juridicos a atuacdo de empresas e Estados na

gestdo de dados e no uso de algoritmos.
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O desafio central esta em equilibrar a protecdo da privacidade, da igualdade e da liberdade
com os avangos da sociedade digital, evitando que o desenvolvimento tecnoldgico se converta em

instrumento de exclusdo ou violagéo de direitos.

3. Algoritmos e Responsabilidade Civil: Desafios Atuais

O avanco da inteligéncia artificial e dos algoritmos transformou n&o apenas a dinamica
econbmica e social, mas também o cenario da responsabilidade civil.
Sistemas automatizados capazes de tomar decisdes complexas introduzem novas formas de

risco, em que os danos podem ser materiais, morais ou coletivos.

A questdo fundamental, que com extrema pertinéncia expde, é a quem atribuir a eventual
responsabilidade por dano. E esclarece que o primeiro problema a ser enfrentado é o que
diz respeito aos fornecedores de servigo na internet, ou seja, os provedores, cuja
responsabilidade € vista como alternativa ou concorrente do sujeito que cometeu o ilicito.
(PAESANI, 2014, p. 67)

Nesse contexto, torna-se fundamental compreender o funcionamento desses algoritmos,
bem como os mecanismos juridicos existentes para atribuir responsabilidade e prevenir violagdes

de direitos fundamentais.

3.1. Conceito e funcionamento dos algoritmos e da inteligéncia artificial

Os algoritmos constituem sequéncias logicas de instrucdes programadas para processar
dados e executar tarefas especificas.

Quando integrados a inteligéncia artificial (1A), eles adquirem capacidade de tomada de
decisdo automatizada, realizando analises complexas e escolhas que antes dependiam
exclusivamente da intervencdo humana.

Essa autonomia deciséria torna os algoritmos centrais na economia digital, aplicados em
areas como comeércio eletrénico, saude, seguranca publica e administracdo da justica.

Entretanto, a sofisticacdo desses sistemas traz consigo o problema da opacidade

algoritmica, também denominado “caixa-preta algoritmica”.
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Esse fendmeno decorre da dificuldade — ou mesmo da impossibilidade — de compreender
integralmente os critérios que fundamentam determinada decisdo automatizada, seja pela
complexidade matematica dos modelos, seja pela completa auséncia de transparéncia dos
desenvolvedores.

Essa opacidade gera uma incerteza juridica quanto a atribuicdo de responsabilidades, ao
mesmo tempo em que desafia os principios constitucionais da publicidade e do devido processo

legal.

3.2. Modalidades de danos potenciais

O funcionamento autbnomo e massivo dos algoritmos amplia a possibilidade de ocorréncia
de danos em diferentes dimensdes.

Danos materiais, que se manifestam em prejuizos econémicos diretos, como falhas em
sistemas automatizados de negociacdo financeira ou erros na execucdo de contratos digitais,
resultando em perdas patrimoniais significativas.

Danos morais, que emergem, por exemplo, em contextos de discriminacéo algoritmica por
raca ou género em processos de recrutamento e selecéo, afetando a honra, a dignidade e a igualdade
de oportunidades.

Danos difusos e coletivos, particularmente relevantes na esfera publica, como no caso da
manipulacdo de elei¢des por técnicas de microtargeting politico, que comprometem a integridade
democratica, o pluralismo e a formacdo livre da vontade politica.

Essas modalidades evidenciam que a responsabilidade civil na era digital ndo se restringe
ao bindmio classico de dano individual e reparacdo patrimonial, mas alcanca dimensdes coletivas

e estruturais, exigindo respostas juridicas mais abrangentes.
3.3. Regimes de responsabilidade civil
A atribuicdo de responsabilidade por danos causados por algoritmos gera intensos debates

na doutrina e na jurisprudéncia, especialmente porque os sistemas autdbnomos desafiam as

categorias tradicionais do direito civil.
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Em primeiro lugar, a responsabilidade civil € um fendmeno social. Para o Direito, um dos
principais pressupostos da responsabilidade civil é a existéncia de nexo causal entre o ato
e 0 dano por ele produzido. Muito mais importante que o ato ilicito que causou o dano é
o fato de que esse dano deve ser ressarcido. (PINHEIRO, 2016, p.513)

No campo da responsabilidade subjetiva, exige-se a demonstracdo de culpa do agente
(desenvolvedor, fornecedor ou usuério), o que se mostra problematico diante da opacidade e da
complexidade técnica dos algoritmos.

A responsabilidade objetiva, por sua vez, funda-se no risco da atividade, prescindindo da
prova da culpa. Essa modalidade é defendida por parte da doutrina como mais adequada aos
contextos de inteligéncia artificial, dada a imprevisibilidade dos efeitos e a assimetria
informacional entre os criadores dos sistemas e os afetados por suas decisdes.

Surge, ainda, a necessidade de definir os sujeitos responsaveis: o desenvolvedor, que
concebe e treina o algoritmo; o fornecedor, que disponibiliza a tecnologia ao mercado; e o
usuario, que se beneficia de sua aplicacdo. Cada um pode ser responsabilizado em diferentes
cenarios, dependendo do grau de controle e da contribui¢do causal para o dano.

Por fim, os problemas de causalidade em sistemas autdbnomos revelam-se como desafio
central: como estabelecer nexo de causalidade entre a conduta humana e o dano quando a decisao
final é tomada por um sistema que opera de forma adaptativa, com aprendizado continuo e
imprevisivel?

A resposta exige repensar categorias tradicionais do direito civil, talvez com a construgéo
de novos modelos regulatdrios de responsabilidade compartilhada ou solidaria.

Assim, a responsabilidade civil por danos decorrentes de algoritmos deve ser compreendida
como um campo em evolucdo, que demanda solucBes inovadoras, dialogando com os principios
constitucionais de protecdo da dignidade humana, da igualdade e da seguranca juridica, sem perder

de vista a necessidade de fomentar a inovacéo tecnolégica.

4. Direito Internacional Privado e a Responsabilizacdo Transnacional
A atuacdo transnacional das empresas de tecnologia e também a circulacdo global de dados

tornam a responsabilidade civil por danos algoritmicos uma importante questdo de dimenséo

internacional.
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O caréter global da sociedade da informacdo desafia os critérios tradicionais de jurisdicéo
e também de lei aplicavel, exigindo do Direito Internacional Privado instrumentos capazes de
resolver conflitos de normas e proteger efetivamente os direitos humanos em suas multiplas
jurisdigdes.

Esse contexto demanda, portanto, a analise do alcance e das limitacdes das normas de

conexdo e da competéncia internacional.

4.1. O carater global da sociedade da informacéo

A sociedade da informacéo caracteriza-se pela superagéo de fronteiras territoriais, uma vez
que os servicos digitais sdo, em grande parte, oferecidos por empresas transnacionais, cujas
operagdes atravessam jurisdicdes distintas.

Plataformas de comércio eletrnico, redes sociais, provedores de servicos em nuvem e
sistemas de inteligéncia artificial sdo exemplos de atores que atuam em escala global, desafiando
a logica tradicional da territorialidade do Direito.

Essa realidade traz a tona os conflitos de leis no espaco, especialmente em matéria de
responsabilidade civil por danos decorrentes do uso de algoritmos.

Nesse contexto, surgem dilemas quanto a aplicacdo da lex loci damni (lei do local onde
ocorreu o dano), da lex loci delicti (lei do local onde o ato foi praticado) e da lex fori (lei do Estado
em que tramita a acdo).

Cada uma dessas opcOes apresenta vantagens e limitacdes, evidenciando a necessidade de
critérios de conexdo que conciliem a protecdo da vitima com a previsibilidade juridica para

empresas e usuarios.

4.2. Elementos de conexdo e competéncia internacional

A definicdo da lei aplicavel e da jurisdicdo competente € um dos maiores desafios do Direito
Internacional Privado na regulacdo dos danos digitais.

“Conceitualmente, elementos de conexdo ou circunstancias de ligacdo sdo normas
estabelecidas pelo direito internacional privado que indicam o direito aplicavel a uma ou diversas

situagdes juridicas unidas a mais de um sistema legal.” (MALHEIRO, 2025, p. 208)
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Em muitos casos, discute-se se deve prevalecer a legislacdo do domicilio da vitima —
reforcando a protecdo do lesado e ampliando o acesso a justica — ou a do domicilio da empresa
responsavel pelo servico digital, o que favorece a previsibilidade contratual e a seguranca dos
investimentos.

Além das normas estatais classicas, destaca-se a relevancia da soft law internacional, como
as Diretrizes da OCDE sobre Inteligéncia Artificial (2019) e as Recomendag6es da UNESCO sobre
Etica da Inteligéncia Artificial (2021).

Esses instrumentos, embora ndo vinculantes, exercem forte influéncia na construcdo de
padrdes de governanca global da 1A, estabelecendo principios de transparéncia, responsabilidade,
justica e respeito aos direitos humanos.

Assim, o Direito Internacional Privado, tradicionalmente centrado em normas de conex&o
rigidas, passa a dialogar com instrumentos de carater flexivel e cooperativo, reconhecendo a

necessidade de solugdes juridicas adaptadas a velocidade das inovag6es tecnoldgicas.

4.3. Jurisprudéncia e casos paradigmaticos

A construcdo de parametros de responsabilizacdo transnacional tem sido marcada por
decisdes judiciais emblematicas e por litigios de grande repercusséo global.

O Caso Schrems vs. Facebook (ON LINE, TJUE), por exemplo, redefiniu as bases para a
transferéncia internacional de dados pessoais entre a Unido Europeia e os Estados Unidos,
declarando invalido o “Privacy Shield” e refor¢ando a centralidade do direito fundamental a
protecdo de dados.

Outro marco relevante foi a acdo contra a Cambridge Analytica (ON LINE, CNN), que
expOs como técnicas de microtargeting politico, baseadas em perfis algoritmicos de usuarios de
redes sociais, podem manipular processos eleitorais e corroer a democracia representativa. Esses
episodios demonstram a dimensdo coletiva dos danos digitais e a necessidade de respostas
regulatorias mais incisivas.

No ambito normativo, 0 Regulamento Geral de Protecdo de Dados da Unido Europeia
(GDPR, 2016) e a Lei Geral de Protecéo de Dados brasileira (LGPD, 2018) representam avangos
paradigmaticos, pois introduzem regras claras sobre responsabilidade, direitos dos titulares e

deveres de transparéncia para controladores e operadores de dados.
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A LGPD tem como funcéo precipua dispor sobre o tratamento de dados pessoais, inclusive
nos meios digitais, por pessoa natural ou por pessoa juridica de direito pablico ou privado,
com o objetivo de proteger os direitos fundamentais de liberdade e de privacidade e o livre
desenvolvimento da pessoa natural. (SALES, 2021, p. 19)

A jurisprudéncia internacional, ao aplicar esses instrumentos, reforca a no¢do de que a
protecdo de dados pessoais € um direito humano fundamental, cuja efetividade depende da

articulacdo entre ordens juridicas nacionais e internacionais.

5. A Tutela Constitucional e Internacional dos Direitos Humanos Frente aos Algoritmos

A difusdo dos algoritmos e da inteligéncia artificial no cotidiano das sociedades
contemporaneas exige uma reflexdo sobre os limites da inovagéo tecnologica a luz dos direitos
fundamentais.

A protecdo constitucional e internacional dos direitos humanos atua como um mecanismo
de controle, garantindo que o desenvolvimento tecnoldgico ndo comprometa a dignidade, a
liberdade e a igualdade das pessoas.

Nesse cenario, é essencial examinar a interacdo entre responsabilidade civil, atuacéo
judicial e regulacdo administrativa, bem como as perspectivas de um constitucionalismo digital

global.

5.1. Interacdo entre direitos fundamentais e responsabilidade civil

A emergéncia dos algoritmos e da inteligéncia artificial impGe a necessidade de repensar a

efetividade dos direitos humanos como limite a inovacéao tecnologica.

A internet vista como um “mundo virtual” € suscetivel a ocorréncia de fatos que gerem a
necessidade de reparacéo de danos, uma vez que se pode estabelecer uma infinidade de
relacBes contratuais ou ndo, possibilitando a comunicacdo escrita, verbal, visual etc.
(TEIXEIRA, 2015, p. 261)

Embora os avancos digitais tragam inegaveis beneficios sociais e econdmicos, ndo podem
ser legitimados quando comprometem valores constitucionais como igualdade, liberdade e

privacidade.
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Nesse sentido, a responsabilidade civil torna-se instrumento de tutela, funcionando como
mecanismo de dissuasdo e reparacdo em casos de danos decorrentes do uso de sistemas
automatizados.

A dignidade da pessoa humana, principio fundante da ordem constitucional brasileira (art.
1°, 111, CF), atua como parametro interpretativo para limitar praticas tecnologicas que desumanizem
relagdes juridicas, transformando individuos em meros objetos de mineracdo de dados ou de
decisdes automatizadas opacas.

Assim, a regulacdo da inteligéncia artificial deve conciliar o incentivo a inova¢do com a
preservacao da centralidade do ser humano, reafirmando o carater indisponivel e universal dos

direitos fundamentais.

5.2. O papel do controle judicial e das autoridades reguladoras

A garantia dos direitos fundamentais diante dos riscos algoritmicos exige a atuacao

coordenada de tribunais constitucionais e cortes internacionais de direitos humanos.

E inegavel que o grau de democracia em um pais mede-se precisamente pela expanso e
efetividade dos direitos fundamentais da pessoa humana e pela possibilidade de sua
afirmacdo em juizo. Desse modo, pode-se dizer que os direitos humanos fundamentais
servem de pardmetro de afericdo do grau de democracia de uma sociedade. (CUNHA
JUNIOR, 2020, p. 507)

Assim sendo, no plano interno, as cortes supremas tém exercido papel decisivo na
interpretacdo de normas constitucionais para enfrentar questdes relativas a privacidade digital, a
liberdade de expressdo em ambientes virtuais e a responsabilidade por danos em plataformas

digitais.

As normas sdo preceitos que tutelam situacOes subjetivas de vantagem ou de vinculo, ou
seja, reconhecem, por um lado, a pessoas ou a entidades a faculdade de realizar certos
interesses por ato proprio ou exigindo acdo ou absten¢do de outrem, e, por outro lado,
vinculam pessoas ou entidades & obrigacdo de submeter-se as exigéncias de realizar uma
prestacdo, acdo ou abstencdo em favor de outrem. (AFONSO DA SILVA, 2022, p. 93)

No plano internacional, 6rgdos tais como a Corte Europeia de Direitos Humanos e a Corte
Interamericana de Direitos Humanos vém ampliando consideravelmente a compreensédo do direito

a protecédo de dados como dimenséo essencial dos direitos humanos.



Além disso, o fortalecimento de autoridades reguladoras é indispensavel.

No Brasil, a Autoridade Nacional de Protecdo de Dados (ANPD) exerce fungéo central na
aplicacdo da LGPD.

Em Portugal, a Comissdo Nacional de Protecdo de Dados (CNPD) desempenha um papel
analogo, assim como a Commission Nationale de I’Informatique et des Libertés (CNIL), na Franga,
consolidada como uma referéncia global em fiscalizagdo e imposicdo de sancbes a qualquer
empresa que descumprir as normas de protecdo de dados pessoais.

Esses 6rgaos assumem protagonismo na mediacao entre inovacao tecnoldgica e salvaguarda

de direitos fundamentais, atuando de forma preventiva, sancionatoria e orientadora.

5.3. Perspectivas de um “constitucionalismo digital global”

A complexidade e o alcance transnacional dos riscos associados a inteligéncia artificial
suscitam a necessidade de pensar em um “constitucionalismo digital global”, entendido como a
construcdo de um regime normativo internacional de protecdo frente aos avancgos e as ameagas da
tecnologia.

A consolidacdo de principios universais — tais como transparéncia, responsabilidade e
respeito a dignidade humana — pode servir como base para limitar abusos e harmonizar padrdes
regulatorios.

Nesse contexto, ganha relevo a cooperagdo internacional para harmonizagcdo normativa,
envolvendo ndo apenas Estados, mas também organizacGes internacionais, empresas de tecnologia
e sociedade civil.

Experiéncias tais como o GDPR europeu, a LGPD brasileira e as Recomendacdes da
UNESCO sobre Etica da Inteligéncia Artificial (2021) apontam para uma convergéncia normativa
que podera se consolidar em tratados multilaterais ou em sistemas de soft law com vigorosa eficacia
pratica.

Assim, a tutela constitucional e internacional dos direitos humanos diante dos algoritmos
exige nao apenas respostas nacionais, mas um esfor¢o conjunto da comunidade internacional para
que a sociedade da informacao se desenvolva sem sacrificar os valores considerados universais da

humanidade.
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6. Conclusdo

A anélise empreendida permitiu demonstrar que os algoritmos assumem, na sociedade da
informacgdo, o papel de novissimos atores sociais e juridicos, dotados de uma significativa
capacidade de influenciar a vida humana em suas maltiplas dimensdes.

Ao exercerem fungbes de filtragem de dados, tomada de decisbes automatizadas e
estruturacdo do acesso a informacdo, esses sistemas tecnoldgicos se convertem em instrumentos
com um grande potencial de violar os direitos humanos fundamentais, sobretudo quando
utilizados sem transparéncia, responsabilidade ou limites éticos bem claros.

Nesse cenério, a responsabilidade civil desponta como um mecanismo de reparacédo e
prevencao, tanto no plano interno quanto no internacional.

No ambito doméstico, ela assegura que danos materiais, morais e coletivos sejam
compensados e funcionem como incentivo a adocdo de praticas mais responsaveis por parte de
desenvolvedores, fornecedores e usuarios de sistemas algoritmicos.

No plano internacional, a responsabilidade conecta-se ao Direito Internacional Privado e ao
regime de protecdo transnacional de direitos humanos, reforcando a necessidade de harmonizagéo
normativa e de mecanismos efetivos de cooperacao judicial.

A pesquisa evidenciou, ainda, a importancia de uma integracdo mais profunda entre o
Direito Constitucional, o Direito Internacional dos Direitos Humanos e o Direito
Internacional Privado, de modo a oferecer respostas juridicas mais consistentes aos novos
desafios.

O constitucionalismo fornece os fundamentos e os limites da atuacdo tecnoldgica; os
direitos humanos projetam a protecdo da dignidade em escala universal; e o Direito Internacional
Privado possibilita resolver os conflitos de leis e de jurisdicGes em um ambiente globalizado e
digitalizado.

Por fim, os desafios futuros impGem a necessidade de fortalecer a transparéncia
algoritmica, de promover a accountability digital e de avancar na criacdo de padrdes
normativos internacionais, capazes de garantir que a inovacgdo tecnoldgica se desenvolva em
consonancia com a protecao da dignidade humana.

A construcdo de um constitucionalismo digital global, pautado pela cooperacéao

internacional e pela efetividade dos direitos fundamentais, revela-se, assim, ndo apenas um ideal
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tedrico, mas uma exigéncia pratica diante do impacto crescente da inteligéncia artificial e dos

algoritmos na vida das pessoas e nas democracias contemporaneas.
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