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DIREITO DO TRABALHO EMEIO AMBIENTE DO TRABALHO |1

Apresentacdo

A revolugdo tecnol 6gica em andamento, manifestada no mundo do trabalho por novos modos
de contratacdo da prestacdo de servicos e novas formas de organizagdo do trabalho, propde
ndo apenas a substituicdo do trabalho humano por agoritmos e sistemas tecnol 6gicos, mas
também a precarizacdo das condicdes de trabalho e model os de trabalho para além do vinculo
de emprego.

Nesse contexto se encontra a pejotizacdo, o trabalho prestado por meio de plataformas
digitais, a mecanizagdo do trabalho, dentre outras inovagbes que desafiam o Direito do
Trabalho a adotar interpretacéo ampliativa para garantir direitos fundamentais consagrados
na Constituicdo da Republica Federativa do Brasil aos trabalhadores. O trabalho digno e
meio ambiente de trabalho seguro e saudavel ndo sdo prerrogativas apenas dos empregados e
sim de todos os trabal hadores.

O poder econémico que movimenta as inovagdes tecnol égicas e seus impactos no mundo do
trabalho com o objetivo de aumentar a produtividade e reduzir custos resulta no aumento da
assimetria de forcas nas relagbes de trabalho, trazendo desigualdade também entre os
trabalhadores, criando classes diferentes entre eles, com trabalhadores protegidos pelo
emprego, trabalhadores sem vinculo de emprego e com trabalho precario, sem direitos
trabalhistas garantidos na legislagdo laboral em vigor, e trabalhadores sem qualificacdo
sujeitos a exploragcdo que a necessidade lhes impde.

As inovagOes tecnoldgicas ndo serdo paralisadas e ndo deixardo de ser implementadas na
organizagdo do trabalho, o capital ndo deixaré de exercer seu poder na economia e no mundo
do trabalho, contudo o valor social do trabalho e a dignidade do trabalhador s&o valores
€ticos e sociais que se sobrepdem ao interesse puramente econdmico. Necessério, portanto,
conjugar o valor socia do trabalho com a liberdade econémica, sem tirar o trabalhador do
centro do debate.

Os pesquisadores que apresentam artigos nesta se¢cdo, em sintonia com as exigéncias do
momento atual do Direito do Trabalho, desenvolveram suas pesquisas com teméticas
sensiveis e voltadas para a dignidade e protecdo do trabalhador, como ao tratar da
precarizacdo do trabalho pejotizado, inclusive na perspectiva de género, e a fragilidade do
principio da primazia da realizada na validagdo da pejotizacao.



A tematica do trabalho prestado por meio de plataformas digitais também esta presente, na
andlise da subordinagdo em nova dimensdo na uberizacdo; a precarizagdo do trabalho
apontada na uberizacdo e sua relagdo com o aspecto econdmico do Direito. No mesmo
sentido, foram apresentados desafios contemporaneos para o Direito do Trabalho do ponto de
vista da globalizagdo, crise do capitalismo einteligéncia artificial.

O imperativo da dignidade do trabalho humano e sua sobreposi¢cdo ao capital estd presente
nas pesquisas sobre a mecanizacdo do trabalho no campo e persisténcia do trabalho em
condicdo andloga a escraviddo; o racismo estrutural no trabalho domeéstico; o respeito a
privacidade do trabalhador expresso na LGPD; o direito a desconexao; e ainclusdo indpia no
recrutamento de empregados.

Nesta secdo também estéo pesquisas importantes sobre meio ambiente de trabalho, tratando
do risco de monetizacdo da salde do trabahador; andlise sobre os riscos psicossociais da
NR1; a regulamentacdo do adicional de penosidade; e o meio ambiente de trabalho do
teletrabalhador.

Os artigos apresentados nesta se¢éo sdo fruto de relevantes andlises e pesquisas voltadas para
temas que suscitam reflexa@o de todos aqueles que participam do mundo juridico, em especial,
dosjuslaboralistas.
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PRINCIPIOS DA LGPD COMO VETORES DE GOVERNANCA EM PRIVACIDADE
NASRELACOESDE TRABALHO

LGPD PRINCIPLESASVECTORS OF PRIVACY GOVERNANCE IN LABOR
RELATIONS

Jéffson M enezes de Sousa 1
Liziane Paixao Silva Oliveira 2
Giovanni Henrique Oliveira Farias3

Resumo

Os avancos tecnol 6gicos tém impulsionado a datificacdo da vida social e laboral e, com isso,
imposto novos desafios a protecdo dos trabal hadores nas relagdes de trabalho, especialmente
no que concerne ao tratamento de dados pessoais. A Lel Gera de Protegdo de Dados Pessoais
(LGPD), Lei n° 13.709/2018, estabelece um marco principiolégico fundamental para
equilibrar a atividade empresarial e a tutela da privacidade, erigindo principios como
finalidade, adequacéo, necessidade, transparéncia e responsabilizacdo a condicdo de vetores
normativos. Nesse contexto, o presente artigo tem por objetivo analisar como esses principios
podem orientar regras de boas praticas e de governanca em privacidade aplicadas ao
ambiente laboral. A pesquisa ancora-se em metodologia qualitativa, de base bibliografica e
documental, utilizando como fontes primarias a legislacdo pertinente, a doutrina
especializada e a jurisprudéncia recente do Tribunal Superior do Trabalho (TST). Demonstra-
se que a adogdo de programas de governanca em privacidade, lastreados em principios,
possibilita enfrentar os desafios da economia de dados e garantir seguranca juridica nas
relacOes laborais. Ademais, a andlise de decisdes judiciais revela padrdes de aplicacdo desses
principios pelo TST, evidenciando sua eficicia como instrumentos de concretizagdo de
direitos fundamentais e de harmonizagéo entre eficiéncia empresarial e protecdo da dignidade
do trabalhador com enfogue na protecdo de dados pessoais.

Palavras-chave: Direito do trabalho, Governanca, Lgpd, Principios, Tribunal superior do
trabalho

Abstract/Resumen/Résumé
Technological advances have driven the datafication of social and work life, posing new

1 Doutor em Direito pelo Centro Universitério de Brasilia (CEUB/DF). Professor universitério (UNIT/SE).
Lider do Grupo de Pesquisa-CNPg: RENTec Relagdes de Trabalho, Empresas e Novas Techologias. E-mail:
menezes.sousaadv@gmail.com.

2 Doutora em Direito - Universite Paul Cezanne Aix-Marseille 3. Professora Permanente do Programa de
Mestrado e Doutorado em Direito do CEUB, Professora do PPGD da UNIT/SE. E-mail: lizianepaixao@gmail.
com.

3 Graduando em Direito pela UNIT/SE. Aluno de iniciacgo cientifica com bolsa pelo PIBIC/FAPITEC-SE
(Edital n° 07/2024) em projeto sobre andlise jurimétrica da aplicacdo da L GPD nos tribunais trabal histas. E-
mail: giovanni.henrique@souunit.com.br.

24



challenges to the protection of workers in employment relationships, especially regarding the
processing of personal data. The General Data Protection Law (LGPD), Law No. 13,709
/2018, establishes a fundamental framework for balancing business activity and privacy
protection, elevating principles such as purpose, adequacy, necessity, transparency, and
accountability to the status of normative vectors. In this context, this article aims to analyze
how these principles can guide rules of good practices and privacy governance applied to the
workplace. The research is anchored in qualitative methodol ogy, based on bibliographic and
documentary sources, using relevant legislation, specialized doctrine, and recent case law
from the Superior Labor Court (TST) as primary sources. It demonstrates that the adoption of
principle-based privacy governance programs makes it possible to address the challenges of
the data economy and ensure legal certainty in employment relationships. Furthermore, the
analysis of judicia decisions reveals patterns of application of these principles by the TST,
demonstrating their effectiveness as instruments for realizing fundamental rights and
harmonizing business efficiency and the protection of workers dignity, with a focus on the
protection of persona data.

K eywor ds/Palabr as-claves/M ots-clés. Labor law, Governance, Lgpd, Principles, Superior
labor court
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1 INTRODUCAO

A sociedade contemporinea caracteriza-se pela centralidade da informagdo e pelo
tratamento massivo de dados pessoais, convertidos em insumo estratégico da economia digital. Tal
fenomeno, identificado como “capitalismo de vigilancia” (Zuboff, 2019), impacta diretamente as
relagdes de trabalho, nas quais a coleta, o armazenamento e a analise de dados de trabalhadores se
tornaram elementos rotineiros de gestdo empresarial. A datificagdo da vida social e laboral nao
apenas potencializa ganhos de eficiéncia, mas também intensifica riscos de violagdo a privacidade,
a autonomia e a dignidade da pessoa humana.

Essa capacidade de acomodagdo normativa ¢ particularmente necessaria no ambito das
relacdes de trabalho, onde a coleta e a utilizacdo de informagdes pessoais se articulam com
dindmicas de controle e vigilancia que afetam a autonomia do trabalhador (Zuboff, 2019; Barzotto;
Alles, 2024). A perspectiva critica sobre o “capitalismo de vigilancia” ajuda a compreender por
que uma regulagdo baseada em principios ¢ mais adequada do que regras estritamente casuisticas:
principios permitem orientar respostas normativas frente a técnicas e modelos de tratamento de
dados em constante transformacao.

Nesse cenario, a Lei Geral de Protecdo de Dados Pessoais — LGPD (Lei n°® 13.709/2018)
inaugura no Brasil um marco regulatorio inspirado em experiéncias internacionais, como o
Regulamento Geral de Protecao de Dados da Unido Europeia (RGPD), estabelecendo um conjunto
de principios juridicos que orientam todo o tratamento de dados pessoais. Ao lado de normas
especificas, os principios da LGPD — finalidade, adequacao, necessidade, livre acesso, qualidade
dos dados, transparéncia, seguranga, prevencao, nao discriminacao, responsabilizagdo e prestacao
de contas— configuram diretrizes axioldgicas e operacionais, cuja observancia ¢ obrigatoria e que
se revelam especialmente relevantes nas relagdes laborais (Brasil, 2018).

Os novos modelos econdmicos e de negdcios, a exemplo, da economia compartilhada e
plataformizagdo, decorrente do avango tecnoldgico tém imposto novos desafios a regulagdo das
relacdes de trabalho, notadamente diante do tratamento de dados pessoais pelos empregadores. A
LGPD, ao estabelecer um marco principioldgico para a protecao de dados pessoais, apresenta-se
como instrumento essencial ao equilibrio entre o desenvolvimento econémico e a privacidade dos

trabalhadores. Nesse contexto, este artigo investiga como os principios da LGPD operam como
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vetores de regras de boas praticas e de governanca em privacidade aplicadas as relagdes laborais,
analisando sua fundamentac¢do tedrica e sua recepcao pelo Tribunal Superior do Trabalho (TST).

O problema central que orienta esta pesquisa consiste em compreender de que modo tais
principios podem servir como vetores de boas praticas ¢ modelos de governanga em privacidade
no ambito do trabalho, conciliando a utilizagdo legitima de dados pessoais pelo empregador com a
salvaguarda efetiva dos direitos fundamentais do trabalhador. Trata-se de um desafio complexo,
pois envolve a tensdo entre interesses econdomicos e a prote¢ao de bens juridicos fundamentais,
como a intimidade ¢ a autodeterminacao informativa.

O objetivo geral do artigo ¢ demonstrar a capacidade dos principios da LGPD de
funcionarem como vetores normativos para a constru¢do de boas praticas e programas de
governanga corporativa voltados a prote¢do da privacidade no ambiente laboral. Como objetivos
especificos, busca-se: (a) analisar, em perspectiva tedrica e normativa, os principios da LGPD
como fundamentos para a governanga na perspectiva laboral; (b) examinar o discurso judicial do
Tribunal Superior do Trabalho, a fim de identificar como esses principios t€ém sido aplicados em
decisdes judiciais; e (c) avaliar a eficacia desse modelo principioldgico na promogao da seguranga
juridica nas relagdes de trabalho.

A justificativa do estudo reside tanto em sua relevancia académica quanto pratica. Do
ponto de vista cientifico, contribui para a consolidagao de uma dogmatica nacional sobre protegao
de dados no campo laboral, tema ainda em constru¢do. Do ponto de vista social e institucional,
responde as necessidades crescentes de conformidade das empresas com a LGPD, cuja
inobservancia pode acarretar ndo apenas san¢des administrativas, mas também passivos
trabalhistas e danos reputacionais.

A metodologia empregada ¢ qualitativa, baseada em pesquisa bibliografica e documental.
A pesquisa bibliografica permite dialogar com a doutrina especializada nacional e internacional
sobre protecdo de dados e direito do trabalho. A analise documental recai sobre a legislagao vigente,
especialmente a LGPD e normas correlatas. Por fim, a pesquisa consiste em analise sistematica e
quantitativa de decisdes do TST para identificar padrdes de aplicacdo dos principios da LGPD.
Essa combinagdo metodologica possibilita conferir densidade tedrica e empirica a investigagao
(Brasil, 2022a; Brasil, 2022b).

Este artigo estrutura-se em duas partes articuladas: no capitulo 2, examina-se o papel dos

principios da LGPD como vetores de boas praticas e de governanca em privacidade nas relacdes
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de trabalho, partindo de seus fundamentos (art. 2°) e do arcabouco principiologico (art. 6°), com
énfase em finalidade, adequacgao, necessidade, livre acesso, qualidade, transparéncia, seguranca,
prevengdo e responsabilizacdo/prestacdo de contas, bem como em sua operacionalizagdo por
instrumentos como codigos de conduta, programas de governanga e negociagdes coletivas—
ilustrada por caso paradigmatico sobre geolocalizagao julgado pelo Tribunal Regional do Trabalho
da 4* Regido (TRT-4). No capitulo 3, analisa-se o discurso judicial do TST quanto a recepg¢ao e
aplicagdo desses principios, por meio de julgados representativos (exigéncia de certiddo de
antecedentes criminais; operador de telemarketing; bloqueio de CPF em cadastro empresarial;
interesse legitimo em dados para atuacdo sindical; dano moral coletivo por alegada violacdo a
LGPD; prevaléncia de direitos coletivos e exercicio regular de direitos em juizo), evidenciando-se
a fun¢do dos principios como balizas hermenéuticas e parametros decisorios para compatibilizar a
protecao de dados pessoais com outros valores constitucionais no ambiente laboral. Ao final,

apresentam-se as consideragdes finais, nas quais se sintetizam as conclusodes da pesquisa.

2 PRINCIPIOS DA LGPD COMO BALIZAS PARA DECISOES EM MATERIA
LABORAL A LUZ DA JURISPRUDENCIA DO TST

O direito a protecao de dados pessoais no Brasil encontra fundamento no respeito a
privacidade e intimidade, na autodeterminagdo informativa, nas liberdades individuais, no
desenvolvimento econdmico e tecnolodgico, na inovagdo, na livre iniciativa e concorréncia, na
defesa do consumidor, nos direitos humanos, no desenvolvimento da personalidade e na cidadania
(art. 2°, LGPD). Isso representa que, ao tratar dessa matéria, torna-se indispensavel considerar a
garantia de todos os fundamentos que sustentam esse direito. Desse modo, ndo se pode admitir que
as atividades de uma empresa consistam no tratamento de dados pessoais com vista ao
desenvolvimento econdmico, sem que a0 mesmo tempo seja respeitada a privacidade dos titulares
dos dados, sendo indispensavel, portanto, um ponto de equilibrio. Por sua vez, os principios devem
atuar como vetores para esse equilibrio, pautando assim boas praticas em matéria de governanga
em privacidade.

A LGPD brasileira instituiu a observancia obrigatéria da boa-fé e outros 10 (dez)
principios em toda a atividade de tratamento de dados pessoais (art. 6°, LGPD). Por se tratar de

uma lei que dispde sobre a protegao de dados pessoais, que cada vez mais tem sido impactada pelas
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novas tecnologias da informagdo e pelo proprio desenvolvimento econdmico e tecnologico e a
inovac¢ao, fundamentos desse direito, inclusive. A lei parte de um arcabougo principioldgico capaz
de se adequar ao avango tecnologico. Logo, os principios previstos na LGPD s3o os vetores as
regras de boas praticas e de governanga em privacidade, isso porque o proprio legislador fez
expressa referéncia a esses dois elementos como exigéncia a serem atendidos pelos sistemas
utilizados para tratamento de dados pessoais (art. 49, LGPD).

A aplicagdo pratica, ou seja, em casos concretos, dos principios instituidos pela LGPD
contextualizados aos proprios fundamentos do direito a protecao de dados pessoais evidencia a
capacidade de conferirem resolutividade as diversas questdes que demandam respostas do Poder
Judiciario. Como exemplo, ha a produgdo de prova digital para obten¢do de dados de
geolocalizagdo de uma empregada em reclamacao trabalhista ajuizada na Justica do Trabalho em
que se discutiam horas extras. Em reclamacao trabalhista ajuizada por Marilia Berti v. Banco
Santander (Brasil) S.A. (Brasil, 2022), na qual a reclamante pleiteava o pagamento de horas extras,
afirmando ter trabalhado em horarios sem que tivessem sido registrados nos controles de jornada,
o reclamado, Banco Santander, requereu ao juizo da 2* Vara do Trabalho de Gramado a produgao
de prova digital, qual seja a disponibilizacdo de dados de geolocalizacdo da reclamante.

O juizo de primeira instancia deferiu o pedido da empresa reclamada que consistia na
intimacdo de operadora de telefonia da reclamante para que disponibilizasse os dados de
geolocalizagdo das chamadas e mensagens SMS vinculadas ao celular dela, a fim de apurar onde
ela estava nos dias e horarios em que alegava estar realizando jornada extraordindria na empresa.
O pedido para disponibilizag¢do dos dados se estendia a Apple Computer Brasil Ltda, Google Brasil
Internet Ltda, Facebook Servicos Online do Brasil LTDA e Twitter Brasil Rede de Informagao
Ltda (Brasil, 2022).

Em face da decisdo de primeiro grau que deferiu a producao de prova digital, a reclamante
impetrou mandado de seguranga perante o Tribunal Regional do Trabalho da 4* Regido (TRT-4).
Na ac¢do, sustentou a reclamante, em sintese, que o empregador possuia meios adequados de realizar
o controle de jornada da empregada e que nao o fez por opgdo propria, razao pela qual ndo poderia
atribuir para terceiros o 6nus de produzir prova que lhe competia. Ademais, inexistia motivacao
que justificasse a violacdo da privacidade e intimidade da empregada, materializada no acesso de
seus dados pessoais de geolocalizagdo, para fins de apuragdo do labor extraordinario. Por fim,

admitir a produg¢do de prova como requerido pela empresa reclamada seria admitir que os
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empregados vivessem em estado de vigilancia constante, situa¢ao na qual poderiam ter seu direito
a intimidade e privacidade violados em prol de instru¢do processual trabalhista (Brasil, 2022).

O TRT-4, ao decidir pela concessao da seguranga, suscitou que as questdes faticas, objetos
de controvérsia, podem ser solucionadas por outros meios de prova, a exemplo de prova oral e
testemunhal, estando ausente a justificativa motivada na decisdo que determinou a obtencdo dos
dados de geolocalizagdo da empregada. Para o TRT-4, a decis@o do juizo da 2* Vara do Trabalho
de Gramado foi desproporcional, ndo tendo sido devidamente sopesados os bens juridicos
colidentes e protegidos pela norma constitucional. Dessa forma, ele decidiu que as questdes
particulares do caso em concreto apontam que a decretacdo de quebra de sigilo de dados da
reclamante para obtengdo de seus dados de geolocalizagdo com o fim de serem utilizados em
instru¢do processual nao foi medida necessaria, adequada, sequer proporcional (Brasil, 2022).

A decisdo que concedeu a seguranca pleiteada pela empregada e determinou a cassacao
da decisdo do juizo de primeira instancia recorreu, em sua fundamentacdo, a ponderacdes sobre
provas digitais que podem ser obtidas a partir de oficio ou a requerimento das partes, a exemplo da
rede mundial de computadores e fotos e videos postados publicamente em perfis abertos. No
tocante as provas digitais que se refiram a dados pessoais disponiveis publicamente, argumenta que
a sua utilizagdo dispensa a necessidade de consentimento do titular dos dados, pois o juiz agiria,
nesses casos, no interesse publico, materializado na busca da verdade processual, sob o fundamento
do art. 23 da LGPD!. Porém, em qualquer meio utilizado para obten¢io de prova digital, devem
ser respeitados os principios de protecdo de dados, dispostos no art. 6° da LGPD, como foi o caso
de uso de geolocalizagdo indiscriminada (Brasil, 2022).

Como visto, o caso concreto reflete essencialmente a aplicagdo de principios instituidos

na LGPD, notadamente o principio da adequagdo (art. 6°, I), que exige a compatibilidade com o

! “Art. 23. O tratamento de dados pessoais pelas pessoas juridicas de direito publico referidas no paragrafo tnico do
art. 1° da Lei n® 12.527, de 18 de novembro de 2011 (Lei de Acesso a Informacao) , devera ser realizado para o
atendimento de sua finalidade publica, na persecucao do interesse publico, com o objetivo de executar as competéncias
legais ou cumprir as atribui¢des legais do servigo publico, desde que: I - sejam informadas as hipdteses em que, no
exercicio de suas competéncias, realizam o tratamento de dados pessoais, fornecendo informagdes claras e atualizadas
sobre a previsdo legal, a finalidade, os procedimentos e as praticas utilizadas para a execugdo dessas atividades, em
veiculos de facil acesso, preferencialmente em seus sitios eletronicos”. Embora a decisdo judicial em comento nao
tenha mencionado expressamente, cabe pontuar a previsdo legal que corrobora com a fundamentagdo adotada pelo
TRT-4, presente no art. 7°, §§ 3° e 4°, que dispdem: “Art. 7° O tratamento de dados pessoais somente podera ser
realizado nas seguintes hipoteses: [...] § 3° O tratamento de dados pessoais cujo acesso € publico deve considerar a
finalidade, a boa-fé e o interesse publico que justificaram sua disponibiliza¢io.§ 4° E dispensada a exigéncia do
consentimento previsto no caput deste artigo para os dados tornados manifestamente publicos pelo titular, resguardados
os direitos do titular e os principios previstos nesta Lei” (Brasil, 2018, n.p.).
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tratamento, ou seja, toda operagdo realizada com dados pessoais deve ter suas finalidades
informadas ao titular, com propdsitos legitimos, especificos, explicitos e informados, considerando
o contexto do tratamento. Além disso, invoca-se o principio da necessidade (art. 6°, I1I), que limita
o tratamento de dados pessoais as finalidades previstas, de modo a excluir aqueles que ndo sejam
pertinentes, proporcionais e excessivos. Desse modo, ao utilizar esses principios como vetores de
boas praticas, ainda que na esfera processual, para dirimir uma questdo incidental no processo do
trabalho atinente a producdo de prova digital, resta evidenciado como os principios sdo uteis e
necessarios para que se evite o cometimento de praticas contrarias a protecao dos direitos
fundamentais de liberdade e de privacidade e ao livre desenvolvimento da personalidade da pessoa
natural, objetivo da LGPD (art. 1°).

Os principios instituidos pela LGPD que devem reger todas as atividades de tratamento
de dados pessoais ao serem utilizados como vetores de regras de boas praticas e de governanga em
privacidade sdo capazes de assegurar efetividade aos instrumentos de governanca. Ao se adotar os
principios como vetores, os instrumentos de governanga estariam adotando regras mutaveis
capazes de se adequarem as mais diversas inovagdes tecnoldgicas ou implicagdes das atividades
de tratamento. Por conseguinte, aplicados as relacdes de trabalho e materializados nos codigos de
conduta, programas de governanga em privacidade e negociagdes coletivas sdo capazes de garantir
seguranca juridica aos empregadores e empregados, guiando a atuacdo de ambos, assegurando
deveres e direitos e propiciando melhores condigdes para a efetividade do direito a protecdo de
dados pessoais dos trabalhadores.

O principio da finalidade ¢ um dos mais representativos, pois, na LGDP, ¢ contextualizado
expressamente na conceituagao de outros principios como o da adequagao, necessidade e qualidade
dos dados (art. 6° 1, II, Il e V). Segundo o principio da finalidade, todo tratamento de dados
pessoais que consiste desde a coleta, producdo, recepcdo, classificacdo, utilizagdo, acesso,
reproducdo, transmissao, distribui¢cdo, processamento, arquivamento, armazenamento, eliminagao,
avaliacdo ou controle da informacao, modificacdo, comunicagao, transferéncia até a difusao ou
extracao (art. 5°, X) deve atender a propositos legitimos, especificos, explicitos e informados ao
titular (art. 6°, I). Dessa forma, torna impossivel a realizacdo de qualquer operagao que envolva
dados pessoais com finalidade diversa daqueles propdsitos iniciais.

Dois aspectos merecem especial atencdo sobre o principio da finalidade para o tratamento

de dados pessoais: (1) o primeiro diz respeito as finalidades legitimas para os quais os dados
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pessoais sao coletados; e (2) o segundo refere-se aos meios leais e legitimos nos quais a coleta de
dados esta consubstanciada. Esses dois aspectos estdo diretamente relacionados a legitimidade e
lealdade, que devem ser observados desde o inicio do tratamento de dados (OEA, 2021).

A ideia de “legitimidade”, no tocante ao principio da finalidade, estd relacionada as
autorizagoes legais concedidas aos agentes de tratamento para a coleta e todas as demais fases de
operagao realizada com dados pessoais. Exige-se, portanto, muito além da simples informagao ao
titular sobre os propdsitos para os quais seus dados estdo sendo coletados e serdo submetidos a
tratamento, mas que também este esteja subsidiado em uma hipotese legal, ou seja, a legitimidade
abrange o conceito de legalidade. Com isso, busca-se afastar o tratamento arbitrario e aleatorio de
dados pessoais, pois passa-se a exigir uma estrutura juridica que torne legitimo aquele tratamento
de dados (OEA, 2021).

No contexto laboral, portanto, os instrumentos de governanca em privacidade, adotando
como vetor o principio da finalidade, devem estabelecer, como dever dos agentes de tratamento, a
garantia de que os dados pessoais dos trabalhadores atendam as expectativas destes. A exemplo, o
empregador deve anotar, na carteira de trabalho do empregado, a remuneragdo a que ele faz jus,
especificando o salario, qualquer que seja sua forma de pagamento, bem como a estimativa da
gorjeta, se houver (art. 29, caput, § 1°, Decreto-Lei n°® 5.452, de 1943). Além disso, enquanto fonte
pagadora dos rendimentos do empregado assalariado, ¢ responsavel pela retengdo e recolhimento
do imposto de renda (art. 7°, I, Lei n° 7.713, de 1988). Nesse caso, o tratamento de dados pessoais
do empregado quanto a sua remuneragdo e comunicac¢ao para terceiros, como a Receita Federal,
atende ao principio da finalidade.

Do contrario, se o empregador comunica os rendimentos do empregado a uma instituicao
bancéria para fins de andlise de crédito e emissdo de cartdo de crédito sem autorizacdo do
empregado, hé violacdo ao principio da finalidade. Ainda que a coleta e o armazenamento do dado
pessoal atinentes a remuneracdo do empregado pelo empregador se deem sob o amparo de uma
hipotese legal, desvirtua-se da finalidade por frustrar a lealdade pela qual o dado pessoal foi
transmitido pelo empregador a terceiro e, nesse caso, obtido pela instituicdo bancaria.

O tratamento de dados pessoais deve ser compativel com as finalidades informadas ao
titular, levando-se em consideracdo o contexto do tratamento, conforme o que orienta o principio
da adequacdo (art. 6°, III, LGPD). Essa compatibilidade deve se somar a limitagcdo do tratamento

de dados pessoais a0 menor tempo possivel para que sejam atingidas as finalidades previstas, de
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modo a assegurar que os dados coletados sejam pertinentes, proporcionais € ndo excessivos, como
dispde o principio da necessidade (art. 6°, III, LGPD). Esses dois principios estdo relacionados
diretamente a ideia de finalidade para a qual os dados pessoais sdo submetidos para tratamento.

A “pertinéncia” torna-se aspecto crucial para a compreensao dos principios da adequacao
e da necessidade e a aplicacao deles como vetores para regras de boas praticas e de governanca em
privacidade. Em primeiro plano, ¢ imprescindivel que o tratamento de dados pessoais esteja
diretamente relacionado a finalidade a que se propde (adequagdo); em segundo plano, os dados
pessoais coletados devem guardar relagdo direta com as finalidades que se deseja atingir
(necessidade) (OEA, 2021). No contexto laboral, isso implica especialmente a fase pré-contratual,
emergindo o dever do empregador de coletar dados pessoais estritamente necessarios para a
avaliacdo e selecao do candidato.

As atividades de tratamento de dados pessoais devem observar, ainda, o principio do livre
acesso, de modo a garantir aos titulares a consulta de forma gratuita e simplificada a forma e
duragdo do tratamento dos seus dados, bem como a integralidade destes (art. 6°, IV, LGPD), que
materializa o direito de participacdo individual do titular (OEA, 2021). O acesso do titular aos seus
dados pessoais e a todos os aspectos sobre o tratamento a que estdo submetidos remete ao principio
da qualidade dos dados, que garante a exatiddo, clareza, relevancia e atualizagdo deles,
considerando a necessidade e finalidade de seu tratamento (art. 6°, V, LGPD). Dessa forma, a
conjugacao desses dois principios exige que os agentes de tratamento garantam a inteireza dos
dados, ou seja, assegurem que a veracidade ndo seja alterada. Dai surge o direito do titular de
corrigir os dados incompletos, inexatos ou desatualizados, ou ainda solicitar a elimina¢do daqueles
tratados sem seu consentimento ou a revoga¢ao do consentimento (art. 18, III, VIII, IX, LGPD).

A transparéncia (art. 6°, VI, LGPD), seguranca (art. 6°, VII, LGPD) e prevencao (art. 6°,
VIII, LGPD) sdo principios que refletem importantes vetores para as regras de boas praticas em
matéria de prote¢do de dados. Conjugados, tornam obrigatorio que todo o tratamento de dados
pessoais seja pautado na transparéncia, assegurando assim o acesso as informacgdes claras pelo
titular a respeito da identidade, o contato dos agentes de tratamento, as finalidades especificas para
as quais os dados pessoais estdo sendo tratados, a hipotese legal que legitima o tratamento, a
possibilidade de transferéncias de dados e os respectivos destinatarios, além dos direitos do titular.

Consequentemente, o tratamento de dados pessoais, independentemente da hipdtese legal, exige
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que medidas de seguranga sejam adotadas a fim de garantir a confidencialidade e integridade dos
dados que estejam sob o poder ou custddia dos agentes de tratamento.

Desse modo, a transparéncia, seguranca e prevencao, esta ultima representando a adog¢ao
de medidas que possam evitar a ocorréncia de danos ao titular dos dados pessoais, sao vetores
indispensaveis a governanga em privacidade. Em especial, por garantirem a autodeterminacao
informativa do titular, assegurando a ele o poder de decisdo e controle sobre seus dados
(transparéncia), o efetivo gerenciamento de riscos (seguranga), bem como a integridade deles,
evitando fraudes e irregularidades (prevencao).

Em arremate, o principio da responsabilizacdo e prestacdo de contas (art. 6°, X, LGPD)
reflete o dever dos agentes de tratamento em demonstrar o cumprimento de todos os principios
anteriores. Com ele, surge a necessidade ndo apenas de implementagdo dos principios, aqui
encarados como vetores de regras de boas praticas e de governanga em privacidade, como também
de instituicdo de medidas capazes de conferir efetividade a essa governanga. Isso porque a auséncia
de comprovacao de eficacia de medidas adotadas pelos agentes levara a san¢des administrativas e
judiciais.

A adesdo a codigos de conduta, programas de governanga em privacidade e negociagdes
coletivas, por exemplo, pode ser utilizada como instrumento apto a demonstrar a adocdo de
medidas capazes de conferir maior efetividade a protecdo de dados pessoais no contexto laboral.
Por extensdo, sdo capazes de demonstrar a conformidade dos agentes de tratamento com o principio
da responsabilizacdo e prestagdo de contas. Isso porque esse principio implica a ado¢do de medidas
técnicas e organizacionais adequadas para garantir e poder demonstrar que o tratamento ¢ feito de
acordo com os demais principios (OEA, 2021).

A responsabilidade e prestagdo de contas dos agentes de tratamento estdo relacionadas
diretamente ao dever de cooperagao com as autoridades de fiscalizacdo, no Brasil representada pela
Autoridade Nacional de Protecdo de Dados (ANPD). Essa cooperagdo, inclusive, foi estabelecida
no rol de competéncia da ANPD, que preve a participacdo tanto dos agentes de tratamento como
da sociedade nas matérias de seu interesse, bem como na prestacdo de contas sobre suas atividades
e seu planejamento (art. 55-J, XIV, LGPD). Com isso, em se tratando da busca por um modelo
regulatorio capaz de conferir maior efetividade ao direito a protegdo de dados pessoais dos
trabalhadores, torna-se imprescindivel que esse modelo reflita um equilibrio adequado entre a

regulamentacdo estatal e a implementacdo ética e eficaz por parte daqueles que tém
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responsabilidade direta no tratamento de dados pessoais dos trabalhadores (empresas) (SOUSA,
2023).

Quando os principios — finalidade, adequagdo, necessidade, transparéncia e
responsabilizacdo — sdo tratados como vetores de governanga, eles cumprem funcao dupla:
orientam a interpretacdo normativa e estruturam instrumentos operacionais de conformidade.
Politicas internas, cddigos de conduta, avaliagdes de impacto ¢ medidas técnicas de seguranga
transformam essas diretrizes abstratas em procedimentos concretos que viabilizam a
autodeterminacao informativa e reduzem riscos de uso indevido de dados no ambiente de trabalho
(Brasil, 2018; OEA, 2021). Em outras palavras, os principios sd3o a ponte entre valores
constitucionais ¢ medidas de gestdo trabalhista. Esses principios sdo dotados de elasticidade
semantica suficiente para acompanhar a evolugao tecnologica, assegurando a efetividade do direito
fundamental a prote¢ao de dados.

A relevancia dessa abordagem torna-se ainda mais clara a luz da transformagdo da
informagdo em insumo econdmico: conforme apontado por Cohen e Zysman (2000), a economia
digital reconfigura instrumentos, atores e finalidades — novo cenério em que a regulacdo deve
acompanhar, com flexibilidade, os arranjos técnico-econdmicos. Assim, a elasticidade semantica
dos principios possibilita que normas e praticas de governanga acompanhem inovagdes sem perder
orientagdo valorativa em torno da dignidade humana e do direito a privacidade.

Assim, os principios da LGPD, quando compreendidos como vetores, ndo apenas
informam a interpretacdo da lei, mas estruturam verdadeiros programas de conformidade em
privacidade, capazes de articular os interesses empresariais de gestdo com a protecao da dignidade
do trabalhador. Esta fundamentacao teorica, centrada na capacidade dos principios de orientar a
acdo concreta, sera confrontada com a jurisprudéncia do TST na proxima se¢do, analisando-se

como a Corte tem aplicado tais vetores em casos concretos.

3 DISCURSO JUDICIAL DO TST NO RECONHECIMENTO DOS PRINCIPIOS DA
LGPD

A analise de decisdoes do Tribunal Superior do Trabalho revela um discurso judicial em

crescente sintonia com a relevancia que a matéria reclama, como visto no capitulo anterior. Nas

decisdes do TST observa-se que os principios da LGPD sdo efetivamente invocados como
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parametros para a solugdo de conflitos nas relacdes de trabalho. O caso paradigmatico do Banco
Santander destacado em (Brasil, 2022) envolvendo a requisi¢ao de dados de geolocaliza¢ao de uma
empregada, embora decidido em instancia regional (TRT-4), ilustra a aplicagdo concreta dos
principios da adequacao e da necessidade (art. 6°, I e II, da LGPD). O TRT-4 entendeu que a medida
era desproporcional, pois as questoes faticas poderiam ser solucionadas por outros meios de prova,
ndo sendo a quebra da privacidade da reclamante medida necessaria ou adequada ao fim colimado,
invocando implicitamente o art. 6°, I e III, da LGPD. Esta l6gica de sopesamento, que encontra eco
nos principios atualizados sobre privacidade e protecao de dados (OEA, 2021), ¢ verificada em
julgados recentes do proprio TST.

A Subsecao I, Especializada em Dissidios Individuais do Tribunal Superior do Trabalho,
no julgamento do Tema Repetitivo n° 0001 — "dano moral — exigéncia de certiddo negativa de
antecedentes criminais", fixou a tese juridica de que a exigéncia de certiddo de antecedentes
criminais pelo empregador de candidato a vaga de emprego somente ¢ legitima nas seguintes
hipoteses: (i) quando houver previsdo legal; ou (ii) em razdo da natureza do oficio ou do grau
especial de fiducia exigido. Nao atendidas as hipodteses fixadas pelo TST, restaria caracterizado
dano moral in re ipsa, passivel de indenizagdo, independentemente de o candidato ao emprego ter
ou ndo sido admitido, face ao tratamento discriminatério a que foi submetido (Brasil, 2017).

O TST, ao afirmar que a natureza do oficio ou do grau especial de fiducia exigido pela
atividade laboral justificaria a exigéncia de certiddo negativa de antecedentes criminais, listou,
como exemplo, as situagdes que envolvessem empregados domésticos, cuidadores de menores,
idosos ou deficientes, motoristas rodoviarios de carga, bancarios e afins, trabalhadores que atuam
com substancias toxicas, entorpecentes e armas, bem como trabalhadores que atuam com
informacdes sigilosas. Nas razoes de decidir, o TST ressalta que “[...] a certidao de antecedentes
criminais nada informa acerca da aptidao ou habilidade técnica para o trabalho, pois tem referéncia
inclusive a fatos pretéritos que ndo se comunicam, em esséncia, com o emprego futuro” (Brasil,
2017, n.p.).

Refletindo sobre a razoabilidade e adequagdo, a Subsecdo I, Especializada em Dissidios
Individuais do TST, j& havia enfrentado a discussao sobre a exigéncia de certidao de antecedentes
criminais para contratagdo de operador de telemarketing (Brasil, 2015). A tese firmada a época,
inclusive, considerou o acesso do operador de telemarketing a dados pessoais dos clientes da

empresa, tendo fixado a tese de que a restri¢ao do direito de personalidade do empregado, dada a
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permissao de que o empregador lhe exigisse no processo de recrutamento a certiddo de
antecedentes criminais, seria necessdria a consecucao da atividade empresarial do empregador.
Nesse caso, o TST ressaltou que o empregado teria acesso a dados pessoais sigilosos de clientes, o
que tornaria a exigéncia da certidao plenamente justificada.

Com isso, o tratamento de dados presentes em certidao de antecedentes criminais em casos
especificos, como a contratagdo de operador de telemarketing, estd diretamente relacionado a
finalidade a que se propde, qual seja a de verificar a fiducia do empregado que terd acesso a dados
sigilosos dos clientes da empresa (adequacao). Ademais, os dados pessoais coletados, a exemplo
de registros de crimes eventualmente cometidos pelo empregado, guardam relacdo direta com as
finalidades que se deseja atingir (necessidade).

Em decisdo que tratou de bloqueio de CPF de trabalhador em sistema de cadastro de
empresas (RR-147-10.2021.5.06.0192), a 3? Turma do TST foi além, aplicando explicitamente um
amplo espectro de principios. A Corte firmou a tese de que o uso de dados pessoais para impedir o
pleno exercicio de direitos fundamentais trabalhistas configura discriminagdo odiosa. Em sua
fundamentagdo, o Tribunal citou expressamente os arts. 2°, II; 6°, IV; e 17 da LGPD, enfatizando
que "qualquer uso, modificagdo ou cessdo de dados pessoais deve ser precedida de autorizagao
expressa do trabalhador" e que os dados ndo podem ser manuseados para fins discriminatorios,
violando a dignidade da pessoa humana e o valor social do trabalho (Brasil, 2024a, n.p). Esta
decisdo ¢ emblematica por traduzir os vetores principioldogicos — em especial, a finalidade, a nao
discriminacdo e a transparéncia — em uma ferramenta concreta de tutela do trabalhador.

O principio do interesse legitimo do controlador (art. 7°, IX, da LGPD) também tem sido
objeto de analise pelo TST, especialmente em casos que envolvem a transferéncia de dados para
sindicatos. No julgamento do RR-10847-47.2021.5.18.0051, a 5* Turma do Tribunal Superior do
Trabalho manteve condenagdo que obrigava uma empresa a apresentar ao sindicato extrato do
CAGED e dados de rescisdes contratuais. O TST afastou a alegacdo de violagdo a LGPD,
entendendo que o sindicato, por sua natureza representativa, detém interesse legitimo em processar
esses dados para "preservar direitos fundamentais dos trabalhadores, apurar o cumprimento de
clausulas coletivas e realizar analise estatistica da categoria profissional" (BRASIL, 2024b, n.p.).
Neste aspecto, a Corte reconheceu que a LGPD ndo se sobrepde a obrigacdes legais de
transparéncia e fiscalizacdo que envolvem interesses coletivos, harmonizando o principio do

interesse legitimo com a funcdo social do sindicato.
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Por outro lado, o TST tem demonstrado rigor probatério na aplicagdo do principio da
responsabilizacdo e prestacdo de contas (art. 6°, X, da LGPD). O entendimento consolidado ¢ de
que a mera alegagdo genérica de descumprimento da lei, sem a demonstracdo de uma falha concreta
e especifica nas medidas de seguranga e sigilo (arts. 6°, VII, 46 e 47 da LGPD), ¢ insuficiente para
caracterizar o dano moral coletivo. Como observado, em casos de pleitos de indenizagao por dano
moral coletivo por suposta violacdo da LGPD (AIRR-207-69.2021.5.08.0016), a Corte tem negado
provimento quando a alegagdo ¢ calcada em "presun¢ao/expectativa de danos", sem a comprovagao
de prejuizos efetivos aos titulares, como vazamento de dados ou utilizagdo ilicita (BRASIL, 2024c).
O TST firmou o entendimento de que a mera alegacdo genérica de descumprimento da lei, sem a
demonstragdo de falha nas medidas de seguranca e sigilo (arts. 6°, VII, 46 ¢ 47 da LGPD), ¢
insuficiente para caracterizar o dano moral coletivo. Esta jurisprudéncia refor¢a que a governanca
em privacidade deve ser efetiva e demonstravel, € ndo meramente formal.

Por fim, a analise das decisdes evidencia a prevaléncia de direitos fundamentais em caso
de colisdo. No julgamento do Ag-AIRR-10131-17.2021.5.03.0090, a 1* Turma do TST afastou o
argumento de violagdo a LGPD para negar a exibi¢do de documentos genéricos de saude e
seguranca do trabalho (PCMSO, PPRA, PGR) ao sindicato, entendendo que estes ndo continham
dados pessoais sensiveis e que a LGPD ndo pode ser invocada para obstar a fiscalizagdo de
condi¢des laborais, que ¢ um direito de natureza coletiva (Brasil, 2024d). Da mesma forma, no Ag-
AIRR-11070-56.2021.5.03.0038, o Tribunal autorizou o levantamento de listagem de alunos
adimplentes em processo de execugdo, com base na hipotese legal do art. 7°, VI, da LGPD ("para
o exercicio regular de direitos em processo judicial"), privilegiando o interesse publico na
efetividade da execucao (Brasil, 2024e).

Essas decisdes judiciais evidenciam que o TST, ao enfrentar as complexidades da era
digital, ndo apenas reconhece a for¢a normativa dos principios da LGPD, mas os aplica de modo
sofisticado, valendo-se deles como vetores para a definicdo de respostas jurisdicionais que
contribuem para a efetividade da norma, que compatibilizam a protecdo de dados pessoais com
outros valores constitucionalmente tutelados no ambiente de trabalho. Revelam, ainda, que o
Tribunal tem utilizado os principios da LGPD como baliza hermenéutica e decisoria, apta a orientar
a ponderacado entre a tutela de dados e valores constitucionais como a dignidade da pessoa humana,

o valor social do trabalho ¢ a fun¢do social do sindicato.
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4 CONSIDERACOES FINAIS

A andlise empreendida neste artigo permite concluir que a LGPD, ao partir de um
arcabouco principiolégico para disciplinar o tratamento de dados pessoais na totalidade dos mais
diversos contextos, incluindo aqui as relagdes de trabalho, inaugura um modelo regulatorio capaz
de se adequar ao avanco tecnoldgico. Além disso, ao se adotar os principios como vetores, 0s
instrumentos de governanga estariam adotando regras mutéveis capazes de se adequarem as mais
diversas inovacdes tecnoldgicas ou implicacdes das atividades de tratamento no contexto laboral.

Resta evidenciado que os principios da LGPD exercem papel fundamental como vetores
de governanca em privacidade no ambito das relagdes de trabalho. Ao lado da legislacao
trabalhista, atuam como instrumentos normativos que possibilitam equilibrar a assimetria entre
empregadores e empregados, oferecendo diretrizes claras para o tratamento adequado de dados
pessoais. A imprescindibilidade dos programas de governanga em privacidade para a efetividade
do direito fundamental a prote¢cdo de dados pessoais no contexto laboral encontra nos principios da
LGPD seus vetores fundamentais. Estes principios, enquanto diretrizes axiologicas e operacionais,
orientam a constru¢do de regras de boas praticas e de governanga, visando ao ponto de equilibrio
entre o desenvolvimento econdmico € o respeito a privacidade dos trabalhadores.

A imprescindibilidade dos programas de governanga em privacidade para a efetividade do
direito fundamental a prote¢do de dados pessoais no contexto laboral encontra nos principios da
LGPD seus vetores fundamentais. Estes principios, enquanto diretrizes axioldgicas e operacionais,
orientam a construcao de regras de boas praticas e de governanga, visando ao ponto de equilibrio
entre o desenvolvimento econdmico € o respeito a privacidade dos trabalhadores.

A LGPD, ao partir de um arcabougo principiologico para disciplinar o tratamento de dados
pessoais na totalidade dos mais diversos contextos, incluindo aqui as relagdes de trabalho, inaugura
um modelo regulatorio capaz de se adequar ao avango tecnoldgico. Ademais, partindo da propria
regulamentacdo estatal, materializada na LGPD, ha expressa referéncia ao papel dos principios
como critério a ser atendido pelos agentes de tratamento de dados pessoais (art. 49, LGPD).

A partir da analise de decisdes judiciais, verificou-se que o TST tem incorporado de forma
progressiva e assertiva os principios da LGPD, aplicando-os como parametros para limitar praticas

abusivas de coleta e uso de dados e proteger o empregado contra discriminagdo. A Corte também
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tem valorizado a responsabilizagdo, exigindo comprovagao efetiva de violagdo para caracterizar
dano moral coletivo, e demonstrado sensibilidade na ponderacdo entre protecdo de dados e outros
direitos fundamentais.

Em sintese, a LGPD inaugura um novo paradigma no direito do trabalho brasileiro, no
qual a protecdo de dados pessoais ¢ reconhecida como elemento central da dignidade do
trabalhador. A constru¢do de programas de governanca em privacidade, fundamentados nos
principios da LGPD, representa ndo apenas um imperativo legal, mas também um avango
civilizatorio, indispensavel para a consolidacdo de um ambiente laboral ético, transparente e
seguro. A observag¢do de normas claras no contexto legislativo, em interseccdo com o contexto
pratico de como se da sua aplicabilidade em casos concretos nas relagdes laborais, revela-se campo
fértil para investigacao cientifica, na medida em que o tratamento de dados pessoais no ambiente
de trabalho envolve tensdes entre interesses empresariais de gestdo e controle e os direitos
fundamentais a privacidade e autonomia dos trabalhadores, suplicando as medidas de seguranca

adequadas.
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