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Apresentacdo

Entre os dias 30 de setembro e 3 de outubro de 2025, a Faculdade de Direito de Franca
recebeu o 111 Congresso Internaciona de Direito, Politicas Publicas, Tecnologia e Internet. O
evento reuniu académicos, profissionais, pesquisadores e estudantes, promovendo o debate
interdisciplinar sobre o impacto das inovagtes tecnol 6gicas no campo juridico e nas politicas
publicas. A programacdo envolveu Grupos de Trabalho (GTs) organizados para aprofundar
temas especificos, abordando desde o acesso a justica até as complexidades da regulacéo
tecnologica, com énfase na adaptacdo do sistema juridico aos avancos da inteligéncia
artificial e da automacéo.

O GT 6 discute o papel das politicas publicas e do direito digital na regulacdo da internet e
das novas tecnologias. Os trabalhos tratam de desinformacao, privacidade, responsabilidade
de plataformas e sustentabilidade no ambiente digital. O grupo reforga a importancia de um
uso ético e democrético datecnologiaem prol da cidadania e da transparéncia.



RESPONSABILIDADE DASPLATAFORMASDIGITAISNA PREVENCAO A
PEDOFILIA ONLINE

RESPONSIBILITY OF DIGITAL PLATFORMSIN PREVENTING ONLINE
PEDOPHILIA

Talita Custodio Martins
Mariana Sarraipo Oliveira

Resumo

Este trabal ho analisa a responsabilidade juridica e ética das plataformas digitais na prevencéo
a pedofilia online, destacando os deveres previstos no Marco Civil da Internet e naLei Geral
de Protecdo de Dados. A pesquisa aborda mecanismos tecnol 6gicos de deteccéo de abusos,
desafios éticos e a importancia da educagdo digital. A atuacdo proativa das plataformas,
aliada a cooperacdo com o Estado e a sociedade, € essencial para garantir um ambiente online
seguro e a protecdo dos direitos das criancas.

Palavras-chave: Plataformas digitais, Pedofilia online, Responsabilidade civil, Marco civil
dainternet, Protecdo de dados

Abstract/Resumen/Résumé

This paper analyzes the legal and ethical responsibility of digital platforms in preventing
online pedophilia, emphasizing the duties established by the Brazilian Internet Bill of Rights
and the General Data Protection Law. The study explores technological mechanisms for
detecting abuse, ethical challenges, and the importance of digital education. The proactive
role of platforms, in collaboration with the State and society, is essential to ensure a safe
online environment and the protection of children'srights.

K eywor ds/Palabr as-claves/M ots-clés: Digital platforms, Online pedophilia, Civil liability,
Brazilian internet bill of rights, Data protection
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1. INTRODUCAO

A crescente presenca da internet e das plataformas digitais gerou desafios
significativos a seguranca de criancas e adolescentes, com a pedofilia online tornando-se uma
preocupagdo alarmante. As plataformas, como intermediarias, desempenham um papel
central na disseminagdo de conteudos e na facilitagdo de crimes. Este estudo analisa a
responsabilidade juridica e ética dessas plataformas na preveng¢ao da pedofilia online,
considerando deveres legais e éticos, e os limites entre liberdade de expressao, privacidade e
protecdo da infancia, a luz da legislagdo vigente (Marco Civil da Internet e LGPD),

jurisprudéncia e mecanismos de compliance.

E imperativo que as plataformas digitais adotem medidas tecnolégicas eficazes,
como moderacdo de conteudo e detec¢do de abusos, respeitando os direitos dos usuarios. A
responsabilidade compartilhada entre Estado, empresas e sociedade ¢ essencial para construir
um ambiente digital seguro, priorizando a protecdo dos direitos da crianga e contribuindo para

o debate sobre politicas publicas e normas claras que garantam a seguranga na internet.

2. DESENVOLVIMENTO

2.1 Fundamentos Juridicos da Responsabilidade das Plataformas Digitais

A crescente presenca da internet e das plataformas digitais trouxe consigo uma série
de desafios, especialmente no que diz respeito a seguranca e protecao de grupos vulneraveis,
como criangas e adolescentes. A pedofilia online, caracterizada pelo aliciamento, exposi¢do de
contetdo sexual infantil e trafico de imagens ilicitas, tornou-se uma preocupacdo alarmante
para a sociedade e para o sistema juridico. Nesse contexto, as plataformas digitais, que atuam
como intermediarias nas interagdes entre usuarios desempenham um papel central na
disseminagdo de contetidos e na facilitagdo de praticas criminosas.

A responsabilidade das plataformas digitais na prevengdo a pedofilia online ¢ um

tema que demanda uma analise aprofundada dos deveres legais e éticos que essas
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empresas devem cumprir. E fundamental discutir os limites entre a liberdade de expressio, a
privacidade dos usuarios e a prote¢ao da infancia, uma vez que a atuac¢ao dessas plataformas
pode impactar diretamente a seguranca das criangas na rede. O presente estudo busca
identificar e analisar as obrigacdes das plataformas digitais, considerando a legislacdo
vigente, como o Marco Civil da Internet e a Lei Geral de Protegao de Dados (LGPD), além
de examinar a jurisprudéncia relevante e os mecanismos de compliance adotados pelas

empresas.

Diante da complexidade do problema, ¢ imprescindivel que as plataformas digitais
adotem medidas tecnolodgicas eficazes, como ferramentas de moderacdo de contetdo e
sistemas de deteccdo de abusos, que respeitem os direitos fundamentais dos usuarios. A
responsabilidade compartilhada entre Estado, empresas e sociedade ¢ essencial para a
construcdo de um ambiente digital mais seguro, onde a protecao dos direitos da crianga seja

priorizada.

Portanto, este trabalho se propde a investigar a responsabilidade juridica e ética das
plataformas digitais na prevencdo e combate a pedofilia online, contribuindo para o debate
sobre a necessidade de politicas publicas e normas claras que garantam a seguranga das

criangas na internet.

2.2 Mecanismos Tecnologicos de Prevencao e Detecgao

A luta contra a pedofilia online exige a implementacdo de mecanismos tecnoldgicos
avangados para prevenir e detectar praticas ilicitas. As plataformas digitais utilizam
ferramentas como Inteligéncia Artificial (IA) para analisar grandes volumes de dados e
identificar padrdes suspeitos em tempo real, permitindo a remog¢do rapida de conteudos
prejudiciais. A moderagdo automatizada, embora eficaz na sinalizagdo de violagdes, deve ser
complementada pela revisdo humana para evitar erros e garantir a interpretagao correta de
contextos.

Outras tecnologias importantes incluem o hash de imagens, como o PhotoDNA, que
cria "impressdes digitais" Unicas para identificar e bloquear imagens de abuso infantil de
forma rapida e eficaz, protegendo a privacidade dos usudrios. Além disso, sistemas de

denuncias andénimas sdo  cruciais para encorajar  usuarios a  reportarem
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comportamentos suspeitos, exigindo acessibilidade, transparéncia nas respostas e campanhas

de conscientizacdo para aumentar a participagdo da comunidade.

Além das tecnologias de deteccdo, a educacdo digital e a conscientizacdo sdo
fundamentais. As plataformas devem promover programas que ensinem sobre seguranca
online e privacidade, empoderando usudrios, especialmente criangas e adolescentes. A
colaboragdo entre plataformas, autoridades e organizagcdes ndo governamentais ¢ essencial
para fortalecer as iniciativas de protecdo, garantindo que as tecnologias sejam utilizadas de

forma ética e responsavel, e promovendo um ambiente digital mais seguro para a infancia.

2.3 Estudo de Casos e Jurisprudéncia Relevante

A andlise de casos e decisdes judiciais ¢ fundamental para compreender a
responsabilidade das plataformas digitais na prevengdo da pedofilia online. Exemplos
notaveis incluem o caso do Facebook, processado por ndao remover conteido de abuso
infantil apds notificagdo, e a A¢do Civil Publica contra o Google, que destacou a necessidade
de medidas proativas contra a exploracdo sexual infantil. O TikTok também foi alvo de
investigacdes por falhas na seguranca de dados de menores, reforcando a responsabilidade
das plataformas em garantir a protecao de informagdes sensiveis.

A jurisprudéncia brasileira, com base no Marco Civil da Internet e na LGPD, tem
estabelecido precedentes importantes. Decisdes do Superior Tribunal de Justica (STJ)
indicam que as plataformas sdo responsabilizadas por conteudos ilicitos se ndo agirem apoOs
notificacdo. A interpretacao da LGPD, por sua vez, exige que as plataformas adotem medidas
adequadas para proteger dados de criangas e adolescentes, sob pena de sangdes e
responsabilizacado civil.

Essas decisdes judiciais impactam significativamente a operacdo das plataformas,
incentivando praticas mais rigorosas de moderagao e prote¢ao de dados. A colaboragdo entre
plataformas, autoridades e organizagdes nao governamentais ¢ crucial para fortalecer as
iniciativas de protecdo e criar um ambiente digital mais seguro, demonstrando que a

responsabilidade das plataformas na prevengao da

92



pedofilia online ¢ um tema em constante evolucao que exige proatividade e cooperacao.

2.4 Desafios Eticos e Sociais

A responsabilidade das plataformas digitais na prevencdo da pedofilia online
transcende os aspectos juridicos e tecnoldgicos, englobando desafios éticos e sociais
complexos. A moderacao de conteudo ¢ um dilema central, exigindo um equilibrio delicado
entre a liberdade de expressdo e a necessidade de remover contetidos prejudiciais. As
plataformas devem estabelecer diretrizes claras e transparentes para a moderagao, utilizando a
inteligéncia artificial com cautela para evitar vieses e falhas.

Outro desafio ético crucial ¢ a protegao da privacidade dos usuarios, especialmente
de criancas e adolescentes. As plataformas coletam vastas quantidades de dados pessoais, e é
imperativo que implementem medidas de seguranga robustas para evitar o uso inadequado
dessas informagdes. A transparéncia nas praticas de coleta e tratamento de dados, em
conformidade com a LGPD, e a capacidade dos usudarios de controlar suas informagdes sao
fundamentais para construir confianga.

Além disso, a educacdo digital e a conscientizacdo sdo vitais na luta contra a
pedofilia online. As plataformas t€m a responsabilidade de promover programas que ensinem
sobre seguranga e privacidade online, empoderando usuarios e criando um ambiente mais
seguro. A colaboragdo entre Estado, empresas e sociedade ¢ essencial para enfrentar esses
desafios, fortalecendo politicas publicas e promovendo uma cultura de respeito e dignidade

para garantir um ambiente digital seguro e acolhedor para as futuras geragoes.

3. CONCLUSAO

A responsabilidade das plataformas digitais na preven¢ao da pedofilia online ¢ um
tema complexo que abrange dimensdes juridicas, tecnologicas e éticas. A legislagdo brasileira,
como o Marco Civil da Internet e a LGPD, estabelece um arcabougo legal robusto para a

protecdlo de  criangas e  adolescentes. @ As  plataformas, atuando  como
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intermediarias, desempenham um papel crucial na moderacao de contetido € na protecdo de

usuarios vulneraveis.

A implementacdo de mecanismos tecnoldgicos avancados, como inteligéncia
artificial, moderagdo automatizada e hash de imagens, ¢ essencial para identificar e bloquear
conteudos prejudiciais. Contudo, a tecnologia por si s6 ndo ¢ suficiente; a educacao digital e
a conscientizacdo sobre os riscos da internet sdo fundamentais para empoderar usuarios,

especialmente os mais jovens, € promover um ambiente online mais seguro.

Os desafios éticos e sociais exigem uma abordagem integrada, onde a moderacdo de
contetdo equilibre a liberdade de expressdo com a protecdo da infincia, e a privacidade dos
usudrios seja garantida. A responsabilidade compartilhada entre Estado, empresas e
sociedade, juntamente com a atuagdo proativa das plataformas e a colaboragdo com
autoridades e organizagdes civis, ¢ crucial para construir um ambiente digital seguro e

proteger os direitos das futuras geragoes.
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